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www.axis.com/imageusability

We have a different take
on image quality:
image usability.

Image quality is always important, but the 
benefits that you get from video surveillance 
are really determined by how you will use the 
images. For overview monitoring or extreme 
detail? Perimeter protection or license plate 
recognition? Viewed, recorded or both? Is the 
image optimized for your end use?

We make your job easier, by focusing on image 
usability first. We share our experience and 
competence, and offer a comprehensive range 
of image-enhancing features – like remote 

zoom and focus, megapixel and HDTV – so you 
can benefit fully from the industry’s broadest 
portfolio of network video products.

And, to ensure that you have hands-on access 
to essential expertise in IP-surveillance 
system installation and support, we partner 
with more than 24,000 specialists worldwide. 
As the world leader in network video, we 
aim to help you make the most of your video 
surveillance capability. Get the Axis picture. 
Stay one step ahead.

AXIS Q1755 Network Camera:  
H.264, zoom and HDTV image quality.



Editor's Note

Analog, Hybrid or IP

larly for new projects, those who invest money 

are well advised to invest the money in cutting-

edge technology ready for the future, and not 

into systems that are only a compromise. Articles 

in this issue of GIT SECURITY demonstrate how 

important it is to analyse the exactl needs for a 

certain project and then start to think about 

technology. Exhibitors at Ifsec once again dem-

onstrated that for literally any security problem 

there is an adequate solution on the market:   

Advanced analog equipment, all kinds of hybrid 

solutions and increasingly powerful IP based 

tools.  

Enjoy reading this issue

and have a great summer!

Best wishes from the 

GIT Security + Management team 

Heiko Baumgartner

‘Better than expected’ was one summary of this 

year’s Ifsec show in Birmingham and I guess the 

good results of the show brought relief to a lot 

of people walking through the halls at the NEC 

in Birmingham and to those presenting their 

products at the show. 

‘Exceed your clients expectations’ was a con-

cept consultants were recommending some 

years ago to companies that wanted to build up 

a long lasting success in business. If we were to 

assume that the U.S. results of the IMS Research 

study ‘IP Trends in Security’ are applicable to the 

EMEA region, we are a long way away from 

reaching expectations. A key finding from the 

study was that almost 60% of the systems in-

stallers surveyed thought that vendors do not 

provide adequate support for their IP-based se-

curity products. Over 40% of systems integrators 

also agreed that vendors were not meeting their 

needs. Top of the list of requested support was 

additional training, demonstration materials, tel-

ephone and web-based support and better soft-

ware and SDKs.

One might argue that in the US the adoption 

of IP technology is far behind Europe and the 

rest of the world, and users therefore need addi-

tional support. That may be true, but from my 

point of view, educating end users and installers 

is still the no. 1 task to accelerate the shift to IP. 

Some say the economic downturn will slow 

down this shift to IP and they predict that hybrid 

and analog installations will dominate the next 

few years. Certainly there are installations where 

the lack of money simply forces users to stay for 

a longer period than expected with their old sys-

tems. In cases like these upgrades with small 

money using traditional technology make sense. 

But once the budget freeze is over and particu-

www.dallmeier.com

Dallmeier has planned and realised the biggest 

real-time IP systems worldwide. The extensive know-

how has been used in the development of the VideoIP 

range “a tribute to Amadeus”. 

Just as Mozart, through perfect composition and 

brilliant instrumentation, created an ingenious 

body of work, individual high-value IP components 

can be used to realise top-quality video network 

solutions.

The arrangement of the Dallmeier IP solution remains 

variable and flexible. Its composition can range from 

a duo of camera and streamer to a large ensemble of 

different elements. With the VideoIP range “a tribute 

to Amadeus” the high standards of CCTV applications 

combine with the benefits of pure IP solutions. The 

best of both worlds, a star-studded ensemble with 

guaranteed success!

VideoIP solutions from a single source

VideoIP range 
“a tribute to Amadeus”
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PT-CCTV
A polycarbonate shielded tower ready 
to be armed with photoelectric beams 
& CCTV cameras. A perfect choice for 
your perimeter security installation 
works, which withstands harsh weather 
conditions & acts of vandalism. 

PT-CCTV is a dedicated & complete 
perimeter security solution for zapping 
and catching villains and intruders.

Now, this is a superhero that you can 
believe in. 

www.bunkerseguridad.es
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Norstrom Appointed to AD Group Board
CCTV specialist AD Group, parent company of Dedicated 
Micros, announced that Pauline Norstrom has been ap-
pointed to the main Group Board. Her new role will in-
corporate her existing responsibilities for the direction 
of worldwide marketing but in addition she will now 
contribute directly to the overall strategic direction of 
the Group. Pauline Norstrom: “There are a number of 
exciting new developments, at a corporate and product 
level, which are due to come to fruition in the next few 
months; innovations which I am confident will ensure 
that as a Group we continue to set the agenda for the worldwide CCTV industry on 
the ground, in the air and on the move.”
www.ad-group.co.uk

Cirque du Soleil Works with Bosch Communication Center
The Canadian Circus Cirque du Soleil – 
renowned for providing top-class artis-
tic entertainment for many years – 
turns to Bosch Communication Center 
for sales support and customer care. 
The Bosch agents provide detailed in-
formation regarding program contents 
and are responsible for reservations 
and ticket sales. The service repertoire 
also includes a team of specially trained 
associates who offer specifically tar-
geted VIP care for business customers. 
The Communication Center agents are 
also tasked with handling the 12,500 
calls received each month, as well as 
the 1,000 e-mails and 1,000 outbound 
calls. Europe-wide sales support project of Cirque du Soleil is coordinated from the 
Nijmegen (Netherlands) and Madrid (Spain) sites.
www.bosch.com

Dedicated Offers Pixim-powered Cameras
Dedicated Micros and Pixim announced an expansion of Dedicated Micros‘ line of 
Pixim-powered video security cameras. The new cameras include the Camvu Hyper D 
Internet Protocol (IP) camera using the newest member of Pixim‘s popular Orca 
chipset family, as well as automatic number plate recognition (ANPR)-optimized 
cameras with Hypersense technology, based on Pixim‘s Eclipse ambient light rejec-
tion system. New Camvu IP cameras offer improved low-light sensitivity. The Dedi-
cated Micros Camvu Hyper D is a box IP camera that uses Pixim‘s latest Orca-E dig-
ital imager, which significantly improves low-light performance while retaining 
Pixim‘s Digital Pixel System technology advantages of very high image quality and 
color fidelity, even in variable and high-contrast lighting conditions.
www.dedicatedmicros.com
www.pixim.com

Pivot 3 with New Sales Director EMEA
Pivot 3 announced that as part of the current European expansion strategy, it has ap-
pointed Martijn Kolenbrander to the position of EMEA Sales Director. In this role Ko-
lenbrander will focus on growing Pivot 3’s market share across the region by develop-
ing relationships with technology and channel partners. Reporting to the company’s 
Chief Marketing Officer Lee Caswell and its CEO Bob Fernander, Kolenbrander brings a 
wealth of industry knowledge and expertise: prior this latest move, he spent six years 
at IP video solutions provider Iqinvision, ultimately as Director of business develop-
ment, and before that he founded one of the first IP video security vendors in Europe 
and co-developed one of the first IP video management systems in the industry.
www.pivot3.com

Partnership: Lenel and Onssi
A new user-friendly video management platform that provides software tools to 
seamlessly monitor and manage hundreds of cameras while simultaneously investi-
gating video, is now available as a result of a partnership between Lenel Systems 
International and On-Net Surveillance Systems (Onssi). In the new agreement Lenel 
will private-label Onssi’s video surveillance software, Ocularis, under the name Sky-
point. Skypoint’s intelligent, open-architecture IP video platform offers a simple, in-
tuitive interface for desktop and control room video wall settings. It also offers inte-
gration potential with other aspects of security. A further benefit of the platform is 
that it requires fewer system operators to detect and respond to events, helping to 
reduce costs for users.
www.lenel.com

Axis Appoints Country Manager for Middle East
Axis Communications has appointed Baraa Al Akkad as 
Country Manager for the company’s operations across 
19 countries in the Middle East. Al Akkad has more than 
nine years of sales and product management experience 
in the network video market. He will be responsible for 
building on current business relations with partners & 
customers across the region. Commenting on his ap-
pointment, Al Akkad said, “this is an exciting move and 
I am confident that my substantial experience will hold 
me and my team in good stead to steer Axis’s opera-
tions in the Middle East. I look forward to build on the joint achievements of the 
current management team, and develop Axis Communications leading position in 
the ongoing shift from analog to digital video surveillance and extend our market 
presence through our unique set of partnership programs.”
www.axis.com

SCM Completes Merger with Hirsch
SCM Microsystems announced that it has closed its 
merger with Hirsch Electronics. The shareholders of both 
companies approved the transaction, which included 
the payment of cash and the issuance of SCM common 
stock and warrants to purchase shares of SCM common 
stock in exchange for the securities of Hirsch. The merg-
er closed on April 30, 2009, and Hirsch is now a wholly 
owned subsidiary of SCM. Each company’s products and 
services will continue to be marketed, sold and support-
ed using their existing brand names. “We see this merg-
er as the completion of another milestone in the successful business relationship 
that SCM and Hirsch have been building together,” said Felix Marx, chief executive 
officer of SCM Microsystems. 
www.scmmicro.com 

Major Contract for Bosch Security Systems
Bosch Security Systems will provide the communications and security technology 
for Hamburg-Moorburg coal-fired power plant run by Vattenfall Europe Genera-
tion. The contract covers everything from public address systems to alarm signal-
ing and evacuation, as well as fire detection technology, video surveillance, and 
communication and low-voltage networks for dual-unit plants. The company is in-
stalling a Praesideo public address system to ensure emergency warning and 
evacuation requirements are met. The system operates with around 1,600 loud-
speakers and 900 strobes. For the twelve elevators planned within the coal-fired 
power plant, the company is fitting a self-contained elevator emergency call sys-
tem using PC-based system management that records and processes all incoming 
alarms.
www.bosch.com



Samsung Techwin Europe Limited
Samsung House, 1000 Hillswood Drive, 
Chertsey, Surrey. KT16 0PS. UK

        Tel: +44 (0)1932 455 308 
        Fax: +44 (0)1932 455 325

For further information please contact: 
E-mail: STEsecurity@samsung.com
Web: www.samsungcctv.com

Available from all leading electronic security distributors

The SPD range of fully functional speed domes from Samsung Techwin has been designed 
to deliver unrivalled image quality and offer excellent value for a wide range of new and 
retro-fi t applications.

With a host of advanced features already included as standard, there are also models 
within the range that contain extra functionality; such as inclusion of the world’s fi rst 37x 
zoom module, automatic subject tracking and enhanced wide dynamic range.

A complete range of mounting brackets is available and a choice of external housings 
ensure weatherproof protection to IP67 and operation in temperatures down to -40ºC 
(-40ºF). What’s more all SPD range domes are supplied complete with a power supply unit 
and a comprehensive three-year warranty. Now that is attention to detail.

Samsung Techwin’s SPD range of speed domes

Samsung Techwin. Security solutions beyond your imagination.
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e SPD-3750T 37x 550/680TVL 128x yes 500º  yes 255 yes Full range
SPD-3750 37x 550/680TVL 128x n/a 500º  yes 255 yes Full range
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SPD-3700T 37x 550/680TVL BLC yes 500º  yes 255 yes Full range
SPD-3700 37x 550/680TVL BLC n/a 500º  yes 255 yes Full range
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Flir Systems Has New Sales Director Europe
David Montague has joined the Flir Systems CVS Divi-
sion as Sales Director Europe – Security & Surveillance 
Distribution. He has worked for the past eleven years at 
Cooper Security (intruder alarm and access control). 
Three years as the UK Sales Manager and six years as 
International Sales Manager. In November 2006 David 
Montague was appointed EMEA Sales Manager where 
he was responsible for supervision of the UK and Inter-
national sales teams and the management of the distri-
bution network. He was responsible for business-devel-
opment and account management in Germany, Italy, 
Benelux, Scandinavia, UAE, Iran, Russia, Czech Republic, 
Poland, Hungary.
www.flir.com

Partnership: Matrox Graphics and Milestone
Matrox Graphics announced a partnership with Milestone Systems to provide en-
hanced surveillance solution performance to the security market. Matrox and Mile-
stone will be launching this collaboration through an integration of the Milestone 
Xprotect Smart Client with the Matrox VDA-1164 Video Decoding Accelerator for 
surveillance systems and operator stations in large-scale IP security networks. 
“Matrox is committed to delivering the best security solutions possible to its cus-
tomers, and partnering with Milestone, the leading provider of open-platform IP 
video management software, is a very positive progression,” says Alain Thiffault, 
Business Development Manager, Matrox Graphics.
www.milestonesys.com
www.matrox.com/graphics

ONVIF Ready for Global Interoperability
Open Network Video Interface Forum (ONVIF) today releases its test tool and conform-
ance process, strengthening its position as a standardization initiative for network 
video products. The release makes it possible for product manufacturers who have 
joined the Forum to declare conformance to the ONVIF specification. “It is now only a 
question of time before we see the first ONVIF conformant products on the market,” 
says Stefan Alfredsson at Axis Communications, Chairman of ONVIF’s communication 
committee. “The core specification and test specification, which were published at the 
end of 2008, enabled interested parties to prepare their products for the common in-
terface. Today’s release of test tool and conformance process makes it easy to verify 
interoperability and allows companies to market ONVIF conformant products.” “This is 
a significant milestone for the industry and for the more than 55 members of ONVIF,” 
says Simon Harris at IMS Research. “With the rapid market growth of network video 
products, the need for a standardized interface has become more and more evident.“
www.onvif.org

Raytec Illuminators in ‘Deep Space’ 3D Art Display
Raytec’s Raymax 100 Infra-Red 
illuminators are at the heart of a 
‘Deep Space’ 3D attraction at a 
state-of-the-art exhibition centre 
in Austria. The robust, high per-
formance illuminators have been 
key to creating these innovative 
displays at the Ars Electronica 
Centre (AEC) in Linz, Austria – 
billed as a ‘Museum of the Future’. The exhibition features breathtaking ‘3D stereo 
universes’ with jumbo format, high definition images on a 16 x 9 meter wall. “This 
provides visitors with the experience of traveling through time and space, using ar-
tistic works that use an array of graphic techniques,” says Ars Electronica Futurelab’s 
Senior Researcher, Daniela Kuka.
www.rayteccctv.com

Opax: Integration with Milestone Xprotect Analytics
Opax and Milestone Systems announced the integration of Opax video analytics soft-
ware with Milestone Xprotect Analytics (XPA). The integration enables alarms from 
Opax video analytics software – including object bounding boxes and zones – to be 
presented in the Milestone Smart Client. In addition, the Livemap feature is made 
available in the Milestone client, displaying the position of all objects in a map. The 
positions are dynamically updated and marked with icons describing the object type, 
providing operators with an invaluable situation awareness map. “I believe the 
Livemap feature to be an essential tool for many customers seeking to strengthen 
perimeter security”, says Gabriel Rudbäck, Sales Manager of Milestone Systems.
www.milestonesys.com

Collaboration: Equitel and Ipronet Sistemas
Equitel and Ipronet Sistemas have decided to collaborate in the development of IP 
video solutions. The first step in their cooperation is the compatibility of the video 
server C104 with Ipronet Video Management Software. Ipronet Sistemas provides 
solutions for any monitoring, recording, alarm management and remote actuation 
needs, regardless the complexity of the installation. Equitel will offer their video 
server along with Ipronet software solutions, thus fostering the approach of a cut-
ting-edge quality and highly demanding analogue environment to the IP world and 
its distributed management possibilities.
www.ipronet.es

Basler IP Cameras Supported by Onssi
Basler Vision Technologies announced that they have teamed with On‑Net Surveil-
lance Systems to integrate the Basler IP camera series with Onssi’s Ocularis plat-
form for IP video control. Currently, all seven of Basler‘s IP camera models are sup-
ported by the company’s Ocularis. This intelligent IP video surveillance management 
platform is a solution for video detection, analysis, delivery, and response. In addi-
tion to the conventional security applications, the platform enables the use of video 
as an information resource for the corporate enterprise. Customers can choose from 
seven different camera models with VGA to two megapixel resolution and day/
night functionality.
www.onssi.com

Viasys Smart Analytics and Milestone IP Video
Milestone Systems and Viasys announce integration of the Smart Analytics solution 
that works both at the server and at the edge. This double capacity addresses the 
industry’s questions about which approach is best – the answer is having the option 
of both: together in one unified interface. Video content analysis (VCA) is an exciting 
area of innovation in security surveillance and Viasys is an advanced player with of-
ferings in next-generation motion detection that handles intruder detection, perim-
eter protection and alarms. These intelligent capabilities help to reduce false alarms 
in video surveillance, adding value to security monitoring in more relevant and faster 
responses to incidences. “Viasys has a strong focus delivering well-defined analytics 
solutions at very reasonable prices,” says Martin Kaufmann, MSP Program Manager 
at Milestone Systems.
www.milestonesys.com · www.viasys-iv.com

Certification Requirements Lifted on Pelco Endura Encoders
Pelco has removed the Endura certification requirement for selling Endura Net 5301 
T and Net 5308 T Encoders. Now, the company’s line of Endura IP video encoders is 
also available for use with non-Endura recording and management devices. This of-
fers more customer choices for keeping their existing analog dome cameras while 
migrating to IP video transmission and recording. The Net 5300-series of high per-
formance encoders generate two streams of MPEG4 compressed video, each at up 
to 4CIF resolution and 30/25IPS, from each camera input. The encoders feature bi-
directional audio support, built-in motion detection, and support the Pelco P, D, and 
Coaxitron PTZ protocols.
www.pelco.com

David Montague
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TELEFUNKEN Radio Communication 
System GmbH & Co. KG
info@tfk-racoms.com
www.tfk-racoms.com
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VIPeR® – Compact unmanned vehicle for 
multiple sensors and actions

MobileLight – Night vision for bad weather conditions 
when human eyes fail

interface for complicated combinations – open architecture

Earliest detection of threats
The best way to optimize Security
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Arecont Cooperates with Genius Vision Digital
Arecont Vision announces its collaborative effort with Genius Vision Digital. The joint 
effort confirms interoperability of Arecont Vision’s H.264 megapixel cameras, offer-
ing a highly efficient megapixel surveillance solution on GVD’s M630-1000 Enter-
prise Level HD NVR platform. “Our cooperative effort with GVD further accelerates 
the integration of our powerful H.264 megapixel cameras with their popular NVR 
solutions,” said Raul Calderon, Vice President of Strategic Relations, Arecont Vision. 
“We will continue to work closely with other industry leaders to make the imple-
mentation and operability of our advanced megapixel imaging solutions ultimately 
seamless across all platforms.”
www.vidicore.com · www.arecontvision.com

CCTV by CBC Beams Images Across River
The latest CCTV technology from CBC – and a microwave link across 500 m of open 
water – are helping to protect a regeneration area in Rochester, Kent, following a se-
ries of high-value thefts last summer. Ganz Infra-red illuminators and rugged  
C-Allview speed-domes are playing a key part in an upgraded surveillance system 
which has been deployed at key points around the 32-acre Rochester Riverside site. 
Images from one PTZ camera with Ganz IR lighting, mounted on a historic crane, are 
being transmitted across the River Medway via microwave, and from there carried 
back to the council’s 24-hour monitoring centre in Strood. Other points along the riv-
erside are being kept under surveillance with C-Allview cameras which were chosen 
because they can cope with both adverse weather and tough operating conditions. 
www.cbc-europe.com

Game and Match for Victaulic at Wimbledon
Wimbledon Centre Court’s 
latest asset was given a dry 
run at a special event to 
test its functioning before 
the famous tennis tourna-
ment fortnight got under-
way in June. Thanks to a 
feat of engineering, ‘rain 
stopped play’ will be a thing 
of the past this year, as ma-
jor refurbishment at the All England Lawn Tennis Club (AELTC) has given the court a 
state-of-the-art retractable roof. Behind its success is the partnership between lead-
ing mechanical and electrical services contractor, Skanska, and Victaulic. Not only 
did Skanska need to route 350 mm (14”) diameter chilled water piping and 100 mm 
(4”) heating piping in between the kilometers of steel struts that would support the 
retractable roof system, it also had to find a way of installing the pipework whilst 
keeping onsite hotworks to a bare minimum. In addition, due to the transference of 
weight of the 10 prismatic steel trusses as they open and close, expansion, deflec-
tion and rotation within the tight, curving roof space had to be accommodated in 
the design of the piping system.
www.victaulic.com

Dedicated for Sun Microsystems 
Digital, networked, CCTV solutions from Dedicated Micros, part of AD Group, includ-
ing its high performance DV-IP Servers, are playing a key role in allowing Sun Mi-
crosystems, headquartered in Santa Clara, California, to enhance the security of its 
offices worldwide, and to realize an impressive return on investment. With 34,440 
employees spread across more than 300 offices in over 100 countries worldwide, 
Sun Microsystems has a massive security challenge. The company needs to make 
sure employees feel secure, while at the same time protecting valuable assets and 
limiting liability. Most security cameras are placed at building entrances and exits, 
providing a facial view of people as they enter and leave the facility.
www.dedicatedmicros.com

Sony Cameras for Chicago Suburb 
The city of Burbank, which neighbours Chicago and has a population of more than 
28,000, has installed a new video surveillance system using 22 Sony SNC-RX Series 
IP network security cameras to aid the police department in preventing and solving 
crimes. Since completion of the upgrade in November 2008, images captured by the 
cameras have helped police make more than 13 arrests and recorded evidence for 
use in more than 45 cases. The cameras are programmed to patrol and move from 
position to position automatically to assist officers with 24/7 video monitoring in the 
control room. “It’s like having an additional 22 sets of eyes at your fingertips,” said 
Burbank Police Captain Joe Ford. “It is a force multiplier, enabling us to see areas not 
currently being patrolled while officers are concentrating on other assignments. Our 
ultimate goal is to enhance our law enforcement function with all the tools availa-
ble, combining good police work with advanced technology.”
www.sony.com/security
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The signs of the economic environment were not 
really the best but this year´s “Protection & 
Management Series” consisting of Ifsec, Firex, 
Safety & Health Expo and the Facilities Show 
still exceeded expectations. To quote a famous 
exhibitor´s slogan: The shows were “doing it 
better”. Better than expected. GIT SECURITY´s 
team was there with its own booth and with the 
motivation to look for all those news items and 
products that are or could be important for you, 
dear Reader. You will read about the products in 
this and the next editions of GIT SECURITY. But 
now take a look at some of the people of this 
years show.

Management

BIRMINGHAM REVIEW

Doing It  
Better
The Big Show in Birmingham  
Exceeded Expectations
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Perimeter Protection System
Future Fibre Technologies has launched a 
new world-class perimeter protection sys-
tem at Ifsec. Secure Zone is a mid range de-
rivative of FFT’s proven flagship product, Se-
cure Fence, and is designed to fill a need in 
the market for a highly reliable yet cost-ef-
fective zone based intrusion detection solu-
tion. It is equipped with FFT’s patented Arad 
technology to overcome the traditional 
problems of nuisance alarms that are so 
common with current solutions. The technol-
ogy uses signature recognition and ad-
vanced learning algorithms to “know” the 
difference between an environmental nui-
sance alarm and an attempted intrusion. 
Simple and intuitive to use, it has the ability to interface and activate CCTV systems, 
lighting, gates, email, plus a broad range of external devices and systems.
www.fft.com.au

Precise Iris Control
Axis Communications and Kowa introduced P-Iris, a precise iris control that allows 
fixed network cameras to deliver better image quality in both indoor and outdoor 
applications. A P-Iris lens, together with specialized software, can automatically and 
precisely regulate the iris opening to enable better contrast, clarity, resolution and 
depth of field. The advanced iris control will be especially beneficial for megapixel/
HDTV cameras and demanding video surveillance applications. DC-iris (auto-iris) 
control for surveillance cameras with fixed/varifocal lenses does not enable the cam-
era or user to know the exact position of the iris opening, which is needed in order 
to optimize image clarity. Axis saw a need to solve this and found Kowa, an innova-
tive optics manufacturer, to jointly develop a solution.
www.axis.com

Surveillance Technologies at Ifsec
Ifsec 2009 saw the debut of CBC (Europe)’s latest Ganz systems and Computar lens-
es, including the exciting new Night Vision and Thermal Vision systems and Thermal 
Dome camera. They lined up alongside the company’s C-Allview vandal resistant 
camera with its 36x optical zoom lens option, as well as the company’s Radar Vision. 
Night Vision combines the optical/operating advantages of the C-AllView camera 
with infrared lighting fully built-in to the camera housing. Add-on, external infrared 
lighting is therefore not required for this model, ensuring the correct nighttime illu-
mination is automatically provided for the camera operator. This feature also offers 
simpler and easier installation for day/night images. Night Vision combines low run-
ning costs without the need for extra bolt-on lighting of non-essential areas. The 
system’s ‘green’ LED technology provides comparatively low running costs with a 
power consumption of only 10 W.
www.cbceurope.com

Adoption of IP format
Sony Professional announced the launch of a new encoder series. Committed to en-
couraging the adoption of IP technology in the video security market, the new en-
coders can be used to convert signals from analogue to IP enabling customers to 
move from analogue to IP without having to replace their existing security infra-
structure. At Ifsec the company presented the new network video encoders that 
range from the basic one-channel SNT-EX101 model to the 12 blade, 48-channel 
rack-mount SNT-RS3U model. The complete range of encoders is capable of dual 
streaming video at 30 frames per second up to full D1 resolution in JPEG/H.264, 
JPEG/MPEG4 or MPEG4/H.264 configurations. This promotes much easier integra-
tion when migrating from an existing analogue camera system to an IP-based sys-
tem by eliminating the need to replace the existing security infrastructure.
www.sonybiz.net

Cost-Effective H.264 Video Server
Optelecom-NKF announced the release of its Siqura S-60 E, a triple-stream video 
server. Capable of streaming H.264, MPEG-4, and MJPEG simultaneously, the S-60 
E’s design makes it a cost-effective and future-proof encoder – well suited for instal-
lations intended for long-term use. The use of Open Streaming Architecture (OSA) 
ensures effortless third-party integration and guarantees compatibility with equip-
ment from other vendors. The S-60 E, with a separate hardware chip dedicated to 
the H.264 video stream, provides video quality unparalleled by any other server 
available on the market today. The encoder is available in two rack-mount versions 
as well as a stand-alone version. It has a web interface and is easily upgradeable in 
the field, making it a future-proof encoder.
www.optelecom-nkf.com

Wireless Security Solutions
RSI Video Technologies has developed a range of products securing residential, com-
mercial and difficult outdoor applications such as construction sites and critical in-
frastructure. The company integrates cameras, illumination and motion sensors in a 
single device. It has also developed a full complement of accessories including smoke 
detectors, sirens, arming devices and sensors that work together seamlessly as a 
complete security solution. Multi-path transmission of events over telephone, IP and 
the cellular network provide reporting flexibility. All system components are self-
powered and operate on batteries, allowing for totally wireless video security – de-
tection, illumination, video capture and transmission. The company’s “Videofied” 
concept – that has recently been presented at Ifsec – is a property protection alarm 
system, both for the private market (individual house or apartments), and for small 
businesses (commercial spaces and warehouses, etc.). In the event of a false alarm, 
confirmed by video, the monitoring station can remotely neutralize the alarm, with-
out bringing in a security team.
www.videofied.com

CCTV Product of Year Award
Sanyo’s VCC-HD4000P High Definition 
network camera has been voted CCTV 
Product of the Year by the Ifsec 2009 Se-
curity Industry Awards judging panel. 
Daniela Dexheimer, the company’s prod-
uct manager CCTV, said: “Our design en-
gineers deserve considerable praise for developing a camera which brings broadcast 
standard imagery to the CCTV industry. Since its launch in October 2008, the VCC-
HD4000P has generated considerable interest amongst installers, system integrators, 
end-users and specifiers and has been acclaimed as the future of CCTV.” The product 
is a full High Definition (HD) network camera equipped with the world’s first 4 mil-
lion pixel lens which has been matched with a 4 million pixel progressive scan sen-
sor to deliver incredibly sharp, crystal clear images.
www.sanyo.com

Thermal Imaging Cameras
Flir’s D-series are extremely afforda-
ble thermal imaging domes. They 
incorporate a thermal imaging 
camera, which produces clear, 
crisp images in total darkness. A 
thermal imaging camera can also see 
through smoke. The series incorporate the same 
thermal imaging technology found in many of the 
company’s most sophisticated systems, but is packaged for users who have indoor 
security and safety as their primary application. Contrary to other technologies, ther-
mal imaging does not need any light whatsoever to produce an image on which the 
smallest of details can be seen. The D-6 is equipped with a 6.3 mm wide-angle lens. It 
features an extremely wide field of view (52 °) so that a large area can be covered.
www.flir.com

Ifsec review



more info at www.pro-4-pro.com/security

GIT Security + Management 4/2009� 13

PoE IP Camera
JVC’s new PTZ network dome camera, the 
VN-V685U, was on display in Europe for the 
first time at IIPSEC 09. It is a Power over 
Ethernet (PoE) IP camera with 27x optical 
zoom and continuous 360 degree rotation. 
Its innovative direct drive PTZ mechanism 
features very accurate (± 0.03 degrees) and 
very silent pan/tilt movement, at speeds be-
tween 0.04, and 400 degrees per second. 
Its quiet operation makes it virtually unde-
tectable. The camera uses MPEG4 and Mo-
tion JPEG dual stream compression. True 
Day/Night functionality ensures excellent 
definition in low light, delivering images in light levels as low as 0.04 lux. Other 
features include 100 preset positions, intelligent auto tracking, hot swap functional-
ity, LCD mode, image stabilizer, motion detection and privacy mask. Digital zoom is 
32x (with 27x optical zoom).
www.jvcpro.co.uk

Fiber Optic Video
Comnet has introduced a new fiber optic video 
product line that can seamlessly restore a CCTV 
network. The Comnet SHR line consists of the 
FVT/FVR 1010 SHR single channel with data 
series, the FVT/FVR 4014 SHR series four video 
channels with four data channels and FVT/FVR 
8018 SHR series eight video channels with 
eight data channels. All models are digital fiber 
optic video transmitters and receivers with bi-
directional data that incorporate a unique self-
healing feature. In the event of a broken fiber 
connection the video and data transmission is 
seamlessly re-routed when the system is configured in a ring topology. This feature, 
combined with Comnet product’s exceptional reliability ensure a virtually failsafe 
CCTV network, the company says.
www.comnet.net�

Card Personalization Software
HID Global has launched its Asure 
ID 2009 card personalization 
software. A complete rethinking 
of the most effective ways to de-
sign and produce personalized 
IDs, the software enables users to 
control how data is sequenced 
and entered, greatly improving 
the speed and throughput of en-
rolling card holders and making 
smart card development and de-
ployment simple. Available in four editions with increasing functionality, the software 
is especially designed for organizations looking to complete multiple ID card projects 
and produce high quality ID cards in the most timely, secure and efficient manner. 
Incorporating a highly intuitive user interface that utilizes familiar Microsoft Ribbon-
like controls, it integrates extensively researched practices and user-tested tools that 
make ID card design, data entry and data management easy.
www.hidglobal.com�

Camera Portfolio Expanded 
Following the acquisition of the Extreme 
CCTV Group, Bosch Security Systems is 
extending its already extensive CCTV 
product portfolio with the launch of a 
new range of IP cameras. The Extreme 
IP200B Series effectively integrates Ex-
treme CCTV’s renowned environmental 
and low light performance with a Bosch 
IP encoder, providing full compatibility 
with all the company’s products. The 
product range has been designed to meet surveillance requirements not fully ad-
dressed by standard camera formats. The series includes the Ex 7 IP which can view 
directly along walls and ceilings at angles of up to 90 degrees, a known problem for 
99 % of dome cameras, and the Ex 36 IP, a corner mount camera which gives a clear 
unobstructed view of an entire room without blind spots.
www.bosch.com

Protection at Extreme Temperatures 
Videotec has presented new camera 
housings at Ifsec. From the most 
rigid cold to the sultriest 
heat, they ensure pro-
tection, thanks to the 
careful choice of materi-
als and special technical solutions 
that protect and isolate the internal electronic 
instruments, and at the same time allow for optimal operation of each function. 
“Verso Polar” offers global protection against temperatures down to –55 °. Made in 
techno-polymer for increased resistance to strong mechanical vibrations, it is 
equipped, like all products of the Verso line, with an internal heating system and 
cable glands in nickel plated brass suitable for the harshest temperatures.
www.videotec.com

Microwave Detectors for Perimeter Protection
The current versions of Sicurit´s “Digital Microwave” series represents a further 
technological step forward in perimeter protections. It has been designed for 
quick and easy installation and is suitable for any kind of environment situation 
that require medium-high standards. The major innovation is the implementation 
of the microprocessor that increases the capability performance of the system 
while reducing false alarm rates. With an additional board the products called 
“Dave” provide: CPU Connection for data analysis, settings of all the operational 
parameters from CPU, parameters analysis of each transmitter and receiver, pa-
rameters control, detection of crossing times, sensitivity adjustment, alarm stor-
age in log files, serial board RS485 and the possibility to install in series up to 15 
systems. The operation: Intrusion detection, using a modulated amplitude system, 
takes place within the invisible pattern microwave energy existing between trans-
mitter and receiver. Changes in signal amplitude at the receiver are directly relat-
ed to the object’s size and density, allowing the sensor to discriminate between 
objects. “Dave” is able to inform the user also on power and battery status, even-
tual interferences, over temperature and installation faults. The system still can be 
set and aligned in the traditional way, by using trimmers and dip-switch. If your 
job is protecting perimeter you should ask for more information about “Dave” by 
Sicurit Alarmitalia. Just send an e-mail with a “free info on Dave” notice to ex-
port@sicurit.it.
www.sicurit.it

Ifsec review
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COVER story

Video Management’s Best Kept Secret
Axxon Opens Its First European Offices to Sell the Most Complete Video and  
Security Management Software Suite

Complete Software Solutions for  
Security

In the security industry there are also leagues 
and categories as there are in the sports field. 
Just a few companies in the world can talk about 
handling tens of thousands of cameras using 
their management software. Axxon is one of 
them, being its flagship the Moscow SafeCity 
project: more than 80.000 cameras used to keep 
an eye over the 20 million population capital of 
Russian Federation. The Government relies on 
Axxon software to handle traffic monitoring, se-
curity surveillance, intelligent video analytics and 
other cutting edge features. We are talking here 
about premier league in video management soft-
ware.

Market leaders in a field of technology are supposed to be known and enjoy 

high brand awareness for most people in the marketplace. For Axxon this is only 

the case in Russia and Eastern Europe, where the origin of the company lays. The 

major software developer started in 2003 in Moscow, when his founder Murat 

Altuev assembled the industry’s most influential security software experts – 

leaders who had been around since the birth of the field – and formed Axxon. 

Since then Axxon has become No. 1 in Europe and No. 3 in the world in the Open 

Network Video Management Software category according to a report by IMS 

Research. Nevertheless there are great parts of the EMEA region where Axxon’s 

reputation still has to grow and this is the target during 2009. In these times of 

crisis and recession, Axxon has just recruited a professional management team 

to proof that having the best products and people makes anytime a good 

moment to invest.    

Cover Story



GIT Security + Management 4/2009� 15

Axxon’s solutions are very popular in Russia 
and Axxon has realised a safe city project in 
Moscow with over 80,000 integrated camer-
as. What are your plans to expand the compa-
ny’s presence in the EMEA region?

C. Angeles: Axxon managed to became market 
leader in Europe selling mostly in emerging 
countries. The plan consists in consolidating our 
position by reach the same market share, brand 
awareness and customer loyalty in western Eu-
rope, middle east and Africa. Axxon in Russia is 
the obvious choice for most of the installers. We 
have the same ambition in the territory under 
the new offices. 
T. Anstaedt: In these regions we will offer vari-
ous product trainings and webinars for different 
target groups. In Wiesbaden we have already in-
stalled demo rooms and a training center for 
product demonstrations. AxxonSoft will develop 
the market in the German speaking countries 
together with system integrators and installers. 
For us, system integrators and installers are a 
very important target group and we will offer 
not only a great product but also excellent con-
ditions and a good service.

On the market there are already several soft-
ware offerings that concentrate on video man-
agement and there are software tools that are 
specialised on security aspects like video anal-
ysis. What does the Axxon solution offer, that 
distinguishes it from the competition?

C. Angeles: Our competitive advantage are  
250 engineers, the world’s biggest CCTV system 
managed under single software, the financial 
stability to heavily invest on R&D and marketing 
activities, seven years enterprise level system ex-
perience, and the best price versus performance 
ratio in the market. 

T. Anstaedt: Our solution offers an extraordi-
nary high number of integrated cameras, ATM 
devices, access controll and POS systems. This al-
lows the system to cover all vertical markets like 
security, traffic, finance and retail with a broad 
variety of tools. We do not see a system on the 
market that offers such a complete solution as 
we can offer. Software from other vendors may 
also offer various tools, but the crux of the mat-
ter is that unlike our competitors we develop 
99% of our products inhouse and do not buy 
these products in addition. This give us an ad-
vantage in time during projects and a price ad-
vantage since we do not have to acquire third 
party knowledge and support.

Solutions that offer a broad variety of tools 
are expected to be expensive. Is that true for 
Axxon products?  

T. Anstaedt: We already mentioned the attrac-
tive pricing we offer with our products. We will 
accelerate the technology transfer from analog 
to IP through our distribution and price structure. 
This will also make our products very attractive 
for installers and producers of IP components. 

C.Angeles: Our solution is modular and can 
grow upon customer needs. Cost for the part-
ners grows linear as system grows, and extra 
features are charged at a flat rate. This is some-
thing that allows all customers to start with a 
common core system and add features and new 
channels at will. This pricing schema is appreci-
ated by our partners, and will be very hard for 
our competitors to match.

What will be in your focus in the near future?

C. Angeles: We will focus our efforts in grow-
ing fast in the whole space. I am sure you will 
hear from us everywhere in a short time from 
now.

T. Anstaedt: One development is also impor-
tant for our customers: Within the next days 
Axxon will be ONVIF contributing partner and 
will co-develop the new ONVIF pattform. Our 
two products on the market, „Axxon Smart“ for 
the professional and “Axxon Intellect” for the 
enterprise level are already cutting-edge prod-
ucts but we have already a brandnew product 
for the professional market in our pipeline that 
will be launched in October and it will be the 
first of a new generation of video management 
software products in terms of user-friendliness 
and designs. That is all we want to so say at the 
moment... 

Torsten Anstaedt (Managing director for Germany, Austria and Switzerland) and Carlos Angeles  
(Managing director EMEA)

During their press event in 
Birmingham Murat Altuev, board 
member and president of Axxon made 
clear that the success of Axxon is not 
only based on high quality products 
but also on an enthusiastic team that 
stands behind the products and 
service the company offers. To expand 
their business in Europe, Middle East 
and Africa Axxon did hire two security 
professional that will lead the 
company in that territory. We had the 
opportunity to talk to Carlos Angeles, 
managing director at EMEA 
headquarters in Barcelona and Torsten 
Anstaedt, managing director for the 
German speaking countries based in 
Wiesbaden about Axxons plans for the 
future.
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www.axxonsoft.com



16� GIT Security + Management 4/2009

HOMELAND SECURITY

Management of Diversity
Optimizing Inner Security Using Field-tested Total Video and Surveillance Technology

GIT SECURITY: Mr. Skubsch, would you please 
explain to us first of all what the technology 
introduced by Telefunken Racoms is all about?

U. Skubsch: I must go back to basics to do that. 
I‘ve been intensively involved for many years 
with video surveillance technology and have 
come to realize that a unified approach is often 
missing in this sector. There are companies that 
offer superb cameras but who do not have the 
ability to process, distribute or network the im-
age data - they‘re missing a good, functional 
management system. On the other hand, pre-
senting an open interface is often a big problem 
for providers of management systems, so the in-
tegration of cameras and other technologies is 
not possible just like that. 

But there is definitely a trend to offer solu-
tions from one source? 

U. Skubsch: That‘s true. A very few globally ac-
tive and often market-leading companies offer 
‚one-stop-shopping‘. Very often, however, it 
quickly becomes obvious that a customer-specif-
ic solution has to be developed and certainly 
cannot be delivered off the shelf. Video technol-
ogy is on the other hand still a niche technology 
in many cases that makes it difficult for the spe-
cific needs of users to be satisfied by one single 
supplier. Simultaneously there is a lack of spe-
cialists who are capable of digging out exactly 
what‘s required from all that‘s available in the 

The product palette of surveillance 

technology is as varied as all its 

suppliers. Networking their 

components together is therefore 

often difficult, so the realization of 

technically feasible applications often 

fails due to the lack of a unified 

approach. The long-established 

German company Telefunken Racoms 

in Ulm wants to change this and is 

looking, amongst others, at systems 

that that were originally developed 

for military purposes. Matthias Erler 

of GIT SECURITY spoke about these 

with Dipl. Ing. Ulrich Skubsch, a 

Management Consultant and 

recognized authority in the industry 

for over 30 years. He is currently 

advising Telefunken Racoms on the 

subject of Homeland Security. 

market. Prime contractor solutions do not al-
ways lead to the desired results.

How does the product range of Telefunken 
Racoms look here? 

U. Skubsch: Thanks to its contacts to a share-
holder from Israel, Telefunken Racoms is capable 
of transferring relevant military technology to 
civil usage. The company is therefore able to 
provide field-proven products that I could see 
for the first time during a technical information 
trip in summer 2008. I saw a management sys-
tem with really universal, open interfaces that 
are capable of integrating the most different 
systems, including video and diverse sensor 
technology as well as communications systems. 
The current migration of military technology that 
has only recently begun in some countries is al-
ready complete here and civil usage is already 
possible.

Can you give us some examples of the  
capabilities of this technology? 

U. Skubsch: In my past career the tactical use 
of video technology was always limited, for ex-
ample by poor visibility and weather. In Israel I 
was shown that one can see the details of a ship 
8 km away perfectly through fog and heavy rain, 
also at night, and even identify the ship. I have 
not yet seen a comparable system anywhere. 
Another example is an unmanned vehicle at the 
Ben Gurion airport. It checks the fence at a vari-
able speed and immediately reports any dam-
age, by day and night. Alongside the unique sen-
sor features that serve man so well here, the 
system functions only because the data of all 
other vehicles involved and all the other tech-
nologies are brought together in one manage-
ment system. This can also incorporate existing 
or older technologies and thereby integrate pre-
viously installed equipment. The Telefunken 
Racoms product portfolio includes the most var-
ied unmanned sensor carriers on land, in the air 
and on water. In my view that builds a complete 
system for the first time that can be sensibly and 
efficiently utilized by government administra-
tions, security organizations and industrial en-
terprises.

How could that look? 

U. Skubsch: Let‘s take the example of a town in 
which an important football match is taking 

Management
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place. A large number of the most different peo-
ple travel to the town for such an event. A small 
cadre of uniformed officers are paid for by the 
tax payer to police such operations that rarely 
correspond to the ideal image of a job with the 
police force. This is all about the required support 
technology. Those technologies mentioned be-
fore can of course be employed individually and 
separately by different operators, for example at 
the railway station, at the bus terminal and other 
important points. And it doesn‘t matter if all the 
control rooms are equipped today with totally 
disparate systems from different suppliers. Tele-
funken Racoms makes a solution available that 
not only links these infrastructures together but 
also makes it possible for a leading control room 
to be connected, regardless of location and at 
any time. The operation commanders can be at 
the railway station today and, with a click, at the 
airport tomorrow for example. Something like 
this has already been implemented in Zürich.

Is the European market ready for this  
technology?

U. Skubsch: The market has been ready for this 
technology for a long time and now a company 
is offering a field-proven management system 
for the first time that really is capable of net-
working the most varied systems exactly as re-
quired. In some countries, and in contrast to oth-
ers, there is the problem that the current 
generation of digital radio still does not permit 
the transmission of video images of a bank rob-
ber to a patrol car. According to the information 
available to me, this is not even a focus of the 
systems that have been chosen, such as Tetra 
and Tetrapol. Here it would be sensible to 
achieve a really international, uniform standard 
according to the state of the technology. The 
management system offered by Telefunken 
Racoms is capable of that - i.e., a digital BOS 
network can be simply integrated and, for exam-
ple, expanded with video transmission capabili-
ty. An important aspect is the fact that the tech-
nologies described here produce qualified jobs. 
These are not for low-paid watchmen, but in 
control rooms that are filled with decision mak-
ers and engineers.

Are the products already available? 

U. Skubsch: All the products are available after 
the necessary customer adaptation and do not 
have to be developed first. Market introduction 
in Germany is through Telefunken Racoms, 
whose 80 employees have started to build up 
relevant contacts and product specialists.

Many thanks for the conversation  
Mr. Skubsch. 

AT International 2009   
July 15~17, Booth# 4502, Yokohama,  Japan 

Introduction to Flat Panel Displays
“Introduction to Flat Panel Dis-
plays” by Jiun-Haw Lee, David 
N. Liu, and Shin-Tson Wu, de-
scribes the fundamental scienc-
es behind the various flat panel 
display technologies: LCD, PDP, 
LED, OLED and FED including 
carbon nanotubes. It contains a 
comparative analysis of the dif-
ferent display technologies in 
which detailed overviews of 
each technology are linked to-
gether so as to provide a com-
prehensive reference for stu-
dents and display engineers, 
alike. Solved problems as well 
as homework problems are pro-
vided in each chapter. Solutions 
are hosted on an accompanying 
website. Features include: the 
classifications and specifications of display technologies as guidelines for develop-
ing a display and judging its performance; principles for designing color displays 
with good color saturation and wide color gamut; basic operating principles of thin-
film transistors (TFTs) and their applications to state-of-the-art TFT-LCD and TFT-
OLED; and an overview of FED fundamentals comprising the physics of field emis-
sion, as well as FED structure and display mechanism. 
www.wiley.com
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cctv

Image Quality: Usability Is the Real Issue
How to Select the Right Camera System

When we think about a camera’s image quality, it’s not unusual to think in terms 

of pixels and megapixels. The consumer camera and mobile phone market is 

especially focused on image resolution as the main indicator of quality. As a 

result, the megapixel benchmark has carried across into the surveillance 

industry, and this means that network cameras are being selected based on only 

the narrowest criteria. This can mean the camera is incompatible with its 

function, and cannot provide the image quality required by the user.

More megapixels don’t necessarily mean clearer 
and more usable images. This is especially true 
in ultra low or high-level light, conditions for 
which cameras must be optimised. Megapixel 
cameras give varied results depending on what 
they are used for, and so, contrary to popular be-
lief, high-quality images cannot be guaranteed. 
This means that security cameras are likely to 
produce lower-resolution images than expected, 
making them less usable for activities such as 
face or registration plate recognition.

All This Talk About Image Quality – 
Isn’t Usability the Real Issue?
By far the most important consideration when 
purchasing a new surveillance camera is that 

Fig. 1: Goal Definition: Is it enough to detect people or do you need to identify faces?

Fig. 2: Goal Definition: Is deterrence a factor or discreet surveillance a priority?

Security
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the images it produces must be clear and usable 
– and don’t merely satisfy an arbitrary technical 
requirement. Users of surveillance cameras need 
the best image quality out there for their specific 
usages, and have been led to believe that the 
best is represented merely by pixel number. This 
just isn’t the case.

While megapixel cameras are perfect for 
overview surveillance (in banks and transporta-
tion hubs, for example), one of their current 
drawbacks is the large size of the recorded video 
data. Because of the size of the data, it is com-
mon to choose a limited frame rate or lower res-
olution in order to stay within the specified stor-
age limitations of an application. Furthermore, 
megapixel sensors contain smaller pixels than 
standard sensors, and are thus not as good at 
handling low light conditions. This has a negative 
impact on the video images, which become ei-
ther blurry or less detailed - so more megapixels, 
surprisingly, can mean reduced picture quality. 

The resolution technology the end-customer 
finally chooses should not depend on the 
number of pixels but upon a number of factors:

What type of surveillance system will be in-��
stalled?
Is overview or high detail required?��
Which area needs the surveillance camera to ��
cover?
What are the lighting conditions (e.g. day-��
light or night time, light sensitive areas, etc)?
Where is the camera mounted (indoor or ��
outdoor)?
Is overt or covert surveillance required?��
Is there a risk of vandalism?��

Only by carefully analyzing the video surveil-
lance goals can the exact requirements for the 
installation can be defined. To optimize an in-
stallation the whole system needs to be consid-
ered, as factors like video management software, 
network capacity and video storage require-
ments often set limits for resolution and frame 
rate. No single type of camera is optimal for 
every application. This is also true when it comes 
to image resolution.

Resolution Technologies for Superior 
Image Quality 
Whilst megapixels can contribute to greater im-
age quality, there are other resolution technolo-
gies available like HDTV or standard VGA that 
are greatly improving surveillance cameras.

High Definition TV (HDTV) Resolution
HDTV constitutes a tremendous leap forward in 
image quality by providing up to five times high-
er resolution than standard analog TV. This 
means sharper images, better color fidelity and 
a wide screen format, i.e. 16:9 ratio. Develop-
ments in HDTV are now starting to have an im-
pact on the video surveillance market, as cus-
tomers seek a higher image quality standard. 
The possibility of clearer, sharper images is a 
long sought-after quality in the surveillance in-

dustry, particularly in situations where objects 
are moving or accurate identification is vital. 
Working with progressive scan, network camer-
as with HDTV performance deliver true color 
representation and clear images even if the ob-
ject is moving fast. This makes it a highly attrac-
tive solution for surveillance operations where 
greater image detail is required, such as at retail 
stores, airports, passport controls, casinos and 
highways. This quality development has been 
long sought after, but it could not be realized 
until the video compression techniques were ef-
ficient enough. 

Standard VGA Resolution 
Even with the advantages provided by megapix-
el and HDTV cameras, there are many applica-
tion areas where standard resolution network 
cameras provide the best solution. Standard 
resolution is usually VGA (Video Graphics Array) 
resolution (640 x 480 pixels). It is a graphics dis-
play system for PCs originally developed by IBM. 
The VGA resolution is normally better suited for 
network cameras since VGA based video pro-
duces square pixels that match with those on 
computer screens. In scenes with difficult light-
ing, there are standard resolution cameras with 
extreme light sensitivity and wide dynamic 
range that provides image usability well beyond 
what an HDTV or megapixel network camera 
can typically achieve in those conditions. Some 
cameras provide frame rates higher than the tra-
ditional 25/30 frames per second offering the 
perfect solution to capture fast moving objects. 
When optimizing the video surveillance installa-
tion, it is critical to take the whole system into 
account, and not just the cameras. Video man-
agement software, network capacity and video 
storage requirements often set limits for resolu-
tion and frame rate, and standard resolution 
cameras can often become the most cost-effi-
cient solution. 

H.264 Compression Technology – A Key Ena-
bler for Superior Image Quality
One factor that is common to all three resolu-
tion technologies is video compression. Video 
compression reduces or removes redundant 
data, enabling a significant reduction in file size. 
In this way, video files can be efficiently sent 
over a network or stored on computer disks. 
H.264 is the latest and most efficient video com-

pression standard. H.264 reduces the size of a 
digital video file by more than 80% compared 
with the Motion JPEG format and as much as 
50% more than with the MPEG-4 standard. 
H.264 was a prerequisite for introducing HDTV 
in video surveillance and it is expected to accel-
erate the adoption of megapixel cameras since 
the highly efficient compression technology can 
reduce the large file sizes and bit rates generat-
ed without compromising image quality. This 
means that either much less network bandwidth 
and storage space are required for a video file, 
or much higher video quality can be achieved 
for a given bit rate.

Making the Right Choice
With high resolution follows huge amounts of 
image data, which more often than not leads to 
compromises on frame rate. A megapixel cam-
era alone is therefore not synonymous with high 
image quality – other factors such as the H.264 
compression standard are equally important.

Dominic Bruning, Marketing Director, EMEA 
at Axis Communications insists that surveillance 
requirements must inform the purchase of cam-
era equipment at every stage. “The selection of 
the right network camera must consider a 
number of different factors, including function, 
position, lighting and available bandwidth. 
Therefore, it’s more relevant to consider image 
usability – “do the images produced by this 
equipment satisfy my requirements?” – than im-
age quality or technical specification,” he ex-
plains. “That way, you’re always keeping the 
end-user’s needs at the forefront of the selection 
process.” For further reading on image usability 
and how to make the most of the unique bene-
fits of each different type of network camera he 
recommends having a look at: http://www.axis.
com/imageusability/

Fig. 3: Scene Analysis: Is daytime surveillance required or 24 hours surveillance?

Security

C o n t a C t2

Dominic Bruning
Axis Communications, Preston, UK
Tel.: +44 870 1620 047 · Fax: +44 870 7778 620
dominic.bruning@axis.com · www.axis.com



20� GIT Security + Management 4/2009

cctv

The Oldest New  
Company in Security
Comnet Establishes Operations in Europe

For most ComNet is a new name in 

fiber optic and Ethernet transmission 

products. Those in the fiber optic 

industry will recognize the name of 

Litchblau as the original founder of – 

International Fiber Systems (IFS). 

George Lichtblau started IFS in 1986 

and he eventually sold the company 

to GE in 2003. Lichtblau established 

ComNet in 2008 having observed a 

stagnation and decline in fiber optic 

product development coupled with an 

ever increasing technology gap. Many 

key former employees of IFS were 

ready and willing to join him in this 

new effort, and now ComNet consists 

of some very talented people in the 

fiber optic industry.

Comnet has established its headquarters and 
manufacture plants in Danbury, Connecticut, 
USA. ComNet produces state of the art transmis-
sion products used in the Security, Intelligent 
Transportation System and Communications 
market. ComNet’s main charter is to go back to 
basics, supplying superior products and superior 
service to all. To this end ComNet opened the 
European HQ Headed by Steve Clarke in Leeds, 
UK to service Europe, Middle East, Africa and 
Asia. Satellite offices have also been opened in 
Germany and Dubai.

Product Development in Close  
Cooperation with Clients
As part of the product development process 
ComNet spoke with many installers, integrators 
and consultants to get an understanding of what 
they and the market required. It became appar-
ent early on that there was a real need to reduce 
the number of components used in a system/ 
installation. In response ComNet developed their 
product concept, Comfit. The Comfit concept al-
lows a transmitter or a receiver to be wall (sur-
face) mounted or installed in a rack chassis. The 
obvious advantage of this concept means a low-

er number of product variants being held by 
maintenance teams and stocking distributors as 
well as a reduction in the number of product 
codes resulting in a simplified ordering process.

Another challenge posed by the customers 
and the system designers was to increase signal 
density in the fibers thus allowing users to free 
up fiber in existing systems. ComNet’s response 
was to develop product road map that utilised 
modern engineering and state of the art tech-
nologies. ComNet developed the majority of 
their product line to utilise a single fiber. This in-
novation alone will provide numerous savings to 
the end-user. It can either reduce the cost of the 
fiber media required or allow more functionality 
to be built into an existing fiber installation. All 
ComNet single optical fiber, video, data and Eth-
ernet products are priced competitively against 
the competition’s two fiber designs. By utilising 
ComNet products you have the potential to save 
up to 50% on the cost of the transmission me-
dia. 

Two New Product Lines
A company’s true value is how they are develop-
ing new technologies to overcome existing and 
new challenges. ComNet has introduced two 
new innovative fiber optic solutions to the mar-
ket. The first is the recently launched Ethernet 
suite of products all fully ruggedized for the 
tough environmental requirements of the Secu-
rity and ITS marketplaces. The ComNet line of 
managed/unmanaged Ethernet switches and 

media converters are all designed to operate un-
der extreme temperatures. These units are used 
in applications where the products are subjected 
to high levels of shock and vibration and are 
generally deployed in unconditioned environ-
ments. ComNet offers both a Fast Ethernet Man-
aged Switch and Gigabit Ethernet Managed 
switch to manage IP video networks. 

ComNet’s second new introduction is “the 
first self-healing ring, video product line using 
only 1 fiber”. This video and data transmission 
product has many of the same benefits offered 
by IP video without any of the inherent chal-
lenges. The FVT/FVR SHR series has the capabili-
ty to insert up to 8 full motion broadcast quality 
video channels onto the video network. The 
system directly supports either a linear add-
drop-repeat or self-healing ring topology. Either 
topology is accommodated with a single multi-
mode or single mode fiber. Transmission distanc-
es between field nodes of up to 2 km using mul-
timode fiber, and up to 55 km on single mode 
fiber. These channels can be dropped at an al-
most infinite number of monitoring “Head-End” 
locations. 

Compared to traditional Ethernet video/data 
fault tolerant systems, the ComNet FVT/FVR SHR 
system offers considerably simpler ease of in-
stallation and system integration. Unlike Ether-
net-based systems, trained IT or technical per-
sonnel are not required for the installation or 
maintenance of this system, reducing the initial 
installation cost as well as the life-cycle cost of 
the system. 
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“We now have one or more high perform-
ance speed dome to match any CCTV project 
from small shops and offices to large applica-
tions such as shopping centres, car parks and 
public spaces,” said Peter Ainsworth, Product 
Manager for Samsung Techwin’s professional 
security division. 

Seven models in the range share the same 
design and are suitable for use internally with a 
range of outdoor housing options for external 
operation in all-weather environments down to 
-40 °C. “Hot-swap” back boxes with integrated 
memory allow a site to benefit from a flexible 
surveillance solution where any of the seven 
models can be quickly relocated from back-box 
to back-box.

The World’s First 37x-Zoom
Continuous 360° rotation, privacy masking, DIS 
(Digital Image Stabilization), motion detection, 
multi-language on-screen display and preset, 
learn and group tour functions with 500° per 
second pan are all included as standard.

There new speed dome models are available 
with 27x, 33x, and the world’s first 37x zoom 
module options, ensuring that all viewing de-
mands can be met. Two models within the range, 
the SPD-3700T and SPD-3750T, benefit from 
Samsung Techwin’s automatic tracking function, 
which can automatically track subjects and 
zoom in on them for evidence gathering purpos-

es without any operator intervention. This func-
tionality can be essential for applications such 
as out of office hours surveillance and perimeter 
protection. Selected models have enhanced 
Wide Dynamic Range (WDR) functionality for 
use in challenging lighting conditions.

The eighth model in the range, the SPD-1000, 
offers 350° pan at 100° per second, shares many 
features of its counterparts and comes complete 
with a 10x optical zoom module. This makes it 
suitable for virtually any internal application. All 
models benefit from true day/night operation, 
integrated IR-cut filter and Samsung Techwin’s 
unique Samsung Super Noise Reduction technol-
ogy to eliminate image noise, ghosting and blur-
ring in low light conditions – which can save up 
to 70% hard disk recording and bandwidth 
space. All eight new models are now available 
to installers and users throughout Europe now.

CCTV

Speed Domes for Every Need 
Samsung Techwin Launches a Complete Range of Speed Domes

Speed domes have proven to be very 
advantageous for a lot of applications. 
They are extremely useful where one 
camera can be used to monitor a wide 
area and track moving objects e.g. in 
transport, retail and city centre 
installations. On the other hand in the 
past for a lot of installations speed 
domes were not used because they 
cost more than a fixed dome and 
speed domes have moving parts that 
can cause problems. Also there was a 
high need to man these PTZ cameras 
so that you do not miss any incidents.

Motion Detection and Lower Costs 
With video analytics tools and lower prices for 
modern speed domes, these cameras become 
more and more attractive. Object detection and 
motion detection are features that actively alert 
security personnel to incidents so they can turn 
their attentions to the relevant camera. In appli-
cations that are lightly manned, a combination of 
intelligent detection functionality and speed dome 
capability are even more advantageous when it 
comes to improving workflow. Samsung Techwin 
has now launched a complete range of new speed 
domes that take advantage of the new technolo-
gy and that are so reasonable priced that speed 
domes are the best option for a lot of projects. 

Samsung Techwin dome in optional weather-
proof external housing
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A Secure 
View on 
Business
Video Surveillance for a 
Restaurant Chain

with Dallmeier dates back to late 1999. “We 
were looking to move from analogue into digital 
products – they were just coming onto the mar-
ket at that point,” says Lane. The main concern 
was whether digital images would be allowable 
as legal evidence. “Dallmeier‘s products already 
had security features so that the image couldn’t 
be altered,” he adds.

Safe and Secure
Images are recorded locally whenever a camera 
detects movement. Some of the Dallmeier re-
corders are also linked into the company net-
work, which allows any incidents to be reviewed. 
„We are running alarm monitoring through a 
number of the systems as well,” adds Lane. „The 
monitoring station can view the cameras. It’s 
very good for reducing false activations.“ 

The UK has more than 1,000 
McDonald’s restaurants, with 
operations split into northern, central 
and southern regions. Tough demands 
are placed on the digital video 
recorders in McDonald’s restaurants 
and the machines must be robust 
enough to operate in a catering 
environment and flexible to allow 
upgrading if requirements change. 
They need to be easy to operate and, 
above all, they must provide evidence-
quality recordings, with no risk of 
anyone changing the settings or 
jeopardizing network security. 

The choice of Dallmeier recorders for the heart 
of the Southern Region’s systems has followed 
extensive – and continuing – testing of the Dall-
meier recorders against other makes. „One of 
the key things we always investigate is whether 
a product is as secure as Dallmeier’s,” says 
Southern Region Security Manager Andy Lane. 
”It’s by far and away the best product for the 
money that we have found,“ says fellow South-
ern Region Security Manager Robbie Hawes. Al-
though the organization has a long-standing re-
lationship with Dallmeier, „if we thought we 
could find a similar quality product at a cheaper 
price we would do so – we are a business. How-
ever we haven’t found one.“ 

Long-Standing Relationship
There are about 400 restaurants in the Southern 
Region and virtually all have CCTV. About half 
the restaurants are company owned, with the 
remainder being franchises. „We use only Dall-
meier recorders in the company-owned restau-
rants in the south,“ says Hawes. So far, almost 
80 percent of the region’s restaurants have a 
Dallmeier product, installed by Complete Securi-
ty Systems Ltd. The remainder are still using old-
er analogue units, which are being phased out. 
„And I believe that the majority of franchises 
put in a Dallmeier product. They know it’s ro-
bust, they know it’s reliable,” he adds. McDon-
ald’s was an early adopter of digital hard disc 
recorders and the Southern Region’s relationship 

Other companies regularly submit recorders 
for testing in an attempt to persuade McDon-
ald’s to make a switch. Security is one of the key 
concerns because of the links into the company 
network. The security and information services 
(IS) departments both try their best to expose 
weaknesses. „In the last 12 months we’ve prob-
ably looked at 10 or 12 different units,“ says 
Lane. None has passed the tests. The IS depart-
ment had already spent a good number of weeks 
trying to ’destroy’ a Dallmeier recorder and was 
unable to do so. “They were very complimentary 
and said it was very good.“

Vulnerable digital video recorders could pro-
vide an easy entry point into the company net-
work and introduce exposure to viruses or tro-
jans. Another aspect that is checked is the 
possibility of users getting into the background 

Security
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operating system and downloading material 
such as films from the Internet. 

Hawes points out, McDonald’s can put in a 
standard specification machine and then have it 
upgraded later with additional hard disc or 
channel capacity, or extra features such as re-
mote monitoring. ”A lot of the products we are 
sent to test are just a box – if you later want it 
do something extra, you have to buy a new 
box,” he says. „Technology does move on,“ 
agrees Lane, “but we know we can continue to 
use these products into the future.“ 

The selection of high-quality recorders is 
matched by attention to the cameras. „If you in-
vest in a decent product to record the images, 
you need to feed that product with decent im-
ages,” says Hawes. The cameras include Dall-
meier models, particularly ‘Cam_inPIX’ domes, 
which are designed for backlit situations such as 
looking out to a brightly lit exterior. These have 
been adopted as the standard solution for front 
doors in McDonald’s’ Southern Region.

Primary Focus
Staff safety was a prime reason for having a 
high-quality CCTV system. „We are open to any-
one who walks through the front doors,“ points 
out Lane. But McDonald’s’ investment in high-
quality CCTV systems brings further benefits. The 
restaurants’ prime locations mean that local po-
lice often turn to McDonald’s for images of crime 
or disorder in town centers. “The incident often 
has nothing to do with our restaurant but we 
may have images that can be of use,” says Lane. 
„Suspects may have met in one of our restau-
rants, or have claimed to have met there as 
some sort of alibi,“ adds Hawes. Disorder is also 
very prevalent on a lot of high streets, says Lane, 
and McDonald’s is a popular meeting place - of-
ten the last place that is open at night. „We 
build up a relationship with the police in the 

community,” he says. The cameras have helped 
in the enforcement of Anti-Social Behavior Or-
ders, proving that someone had breached an or-
der to stay out of a particular area.

Obvious Deterrent
Cameras, and sometimes monitors, are posi-
tioned overtly so that everyone knows they are 
being recorded. “There is a deterrent message 
and we want to encourage that,“ says Hawes. 
„We want people to know we’ve got CCTV; we 
want people to know we use it and we want 
them to know it works so that they will behave 
better as a result.”

The high-quality CCTV images can be sup-
plied to the police in the event of an assault or 
break in at the store. “We’ve had considerable 
success recently where the Dallmeier product 
has been linked to the alarm and monitored re-
motely and that has enabled the police to make 
a number of arrests for very serious crimes,” he 
adds. 

One of the culprits appeared to think that 
there was a simple way of getting rid of the evi-
dence. ”A machine was attacked and destroyed 
during one of these incidents,“ says Lane. The 
attack on the recorder ended with it being 
thrown into a sink of water. “I took the unit di-
rectly to Dallmeier‘s Pucklechurch UK headquar-
ters and the engineers spent some time during 
the day to get the images off the machine and 
we gave them to the police the next day.” The 
McDonald’s team was impressed by the level of 
service demonstrated by this incident. “We 
know that wherever possible they will go out of 
their way to help,” says Hawes. 

Keeping It Simple
A guiding principle of McDonald’s’ security 
products is that they should be standardized 
across as many stores as possible. „That cuts 

down on the training - managers do move areas 
and between stores,“ says Lane. 

Many people have access to each Dallmeier 
recorder and so it is essential to ensure that 
none can erase recordings or change the mode 
of operation. „One of the good things with the 
product is that you can set access levels,“ says 
Lane. „The stores are on the very minimum level 
needed to operate the recorders.” Managers 
simply need to know how to review images and 
how to burn them to disc if necessary. „It is so 
easy with the software that Dallmeier has devel-
oped,” says Hawes. 

Forward Planning
Mr. Lane welcomes Dallmeier’s willingness to 
carry out bespoke developments, including co-
operating with McDonald’s’ other technology 
suppliers. One idea under consideration is to link 
the CCTV to the till systems. Benefits could in-
clude confirming that an order is being given to 
the correct customer at a drive-through restau-
rant. Another idea is to use automatic number 
plate recognition technology to trigger rewards 
for regular customers.

„As you move to digital CCTV, the recorder is 
effectively a computer. It prompts you to start 
thinking differently. Why have a machine that’s 
just recording images when it can do so much 
more for you?” says Hawes. And when he thinks 
about security at McDonalds, he can lean back 
confidently and say „I‘m loving it.“
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) Reliability: Systems for critical environments in 24/7 opera-
tion

) Quality: Best image quality and high resolution

) Flexibility:  Real-time display of many different sources: 
IP video, analog video, RGB/DVI, LAN

) Connectivity: Compatibility with any system, open architecture

) Userfriendly: Flexible system management, easy administration

) One stop solution: DLP cubes and LC displays for video walls, graphics 
controller, wallmanagement software made in 
Germany

WHEN SECURITY MATTERS, YOU NEED PERFECT IMAGES FOR FAST REACTIONS.

NEW DLP™ CUBES WITH 
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Aha Included
A Digital Recorder with On-site Support and Individual Training Concepts

always available. As a user, you only need to 
look for a particular name via a special menu in 
the recorder and you are automatically regis-
tered. That makes the service always available, 
no matter where you are and without any spe-
cial training.

In what situations are the recorders ideal?

O. Nachtigal: The prime areas of application 
are simple surveillance tasks, for example in a 
domestic environment, in retail stores, at filling 
stations or for monitoring car parks and open 
areas. But the surveillance of smaller objects is 
also practical. Those are areas where there is 
currently a noticeable increase in crime and van-
dalism. Differences in inventory are an important 
matter in retail situations, and in public areas 
it‘s all about preventing attacks on people. The 
particular advantage of the Ecor series in all 
these scenarios is, above all, their compact size. 
This enables them to be simply installed almost 
anywhere and you don‘t need to employ an IT 
specialist to do so.

You are planning various roadshows and 
events this year – could you tell us the de-
tails?

O. Nachtigal: We will hold a number of events 
during the year, whereby the dates will be more 
freely chosen according to the wishes of our 
customers. The dates will be published in good 
time on our homepage. But there will also be a 
new infomail, the ‚InSide EverFocus‘, that you 
can subscribe to and in which subscribers will be 
informed concisely about technology, the spe-

Everfocus has launched a brand new 
series of digital recorders: the Ecor 4 
Series uses the latest compression 
technology, provides extended 
recording capacity as well as fast 
network transmission. The machines 
are intended for smaller premises and 
the home user – with the advantage 
that the devices are easy to 
understand, even without an expert at 
hand. Matthias Erler of GIT SECURITY 
spoke with Detlef Schreiber and Oliver 
Nachtigal about the recorders and the 
training concept behind them.

Mr. Schreiber, you have just brought out a new 
recorder series. What new technology is used 
here and what can the new machines do?

D. Schreiber: That‘s right – the Ecor digital re-
corder is available as a 4 or 8 channel version 
and, soon, also in a 16 channel version. A par-
ticular highlight is the new operation concept 
that is so simple that you can use it without 
even looking at the instructions. We have devel-
oped the graphic user interface further so that 
technical terms are not used but instead new 
symbols that we have created - for example, to 
program the machine, for the configuration and 
for the export function. The web interface also 
uses the same graphics, everything is easy to un-
derstand and can be operated with a click of the 
mouse. Data export is very simple via a USB 
memory stick, to a DVD or CD.

There is also a search function?

O. Nachtigal: That is the ‚Smart Search‘ func-
tion. It is used to find lost objects. If you notice 
an object is missing, you only need to mark the 
corresponding area and the recorder will look 
for it automatically.

Do the Ecor recorders have other highlights 
and innovations?

 
D. Schreiber: They have individual rights ad-
ministration: that means I can assign individual 
rights to each user. So for example, I can specify 
that standard users cannot alter the configura-
tion but are allowed to export videos. Or you 
can restrict password protection to specific user-
groups. The dynamic Domain Name Service 
(DNS) from Everfocus is also new. It works to-
gether with a specially created IP address that is 

cialties of the machines and new product inno-
vations.

What will be the content of the events?

D. Schreiber: On the one hand we will hold 
product training on various recorders and net-
work cameras in the form of workshops in which 
the customer will be able to put the machines 
into operation themselves. We will hold these 
individually according to demand together with 
our dealers and locally in their premises. Apart 
from that we are planning a series of half-day 
product presentations that we will organize in a 
sort of circuit training - there will be steps for 
cameras, recorders and network technology. We 
are planning these for the new Ecor series, in-
cluding very soon the new 16-channel version, 
but also for the new cameras. The absolute new-
est products are our infrared day/night external 
cameras and the new Speed Dome EPTZ 2700 
and 3600 series. And to complete the portfolio 
there will also be pure network training in which 
the basics of network technology will be simply 
explained: the PCs of the participants will be 
networked with one another.

That is a very open and customer-oriented 
training program. Do you follow a similar 
strategy with your customer support?

D. Schreiber: We have indeed found that prob-
lems often arise for our customers because IP 
products are increasingly being used. Therefore 
we have decided to provide more technical sup-
port on site. When planning projects or trouble-
shooting, the customer can get competent help 
at any time from someone who knows the prod-
ucts intimately. We also do this in cooperation 
with our dealers who can thereby respond more 
professionally to their customers. There will be 
special certificates for installers that they will 
receive in conjunction with the technical train-
ing. For the customer, this means savings in both 
time and money during installation: the installer 
is competent and the whole process goes quick-
er and more simply.

Mr. Schreiber, Mr. Nachtigal, thank you for the 
interview.

Detlef Schreiber (left) and Oliver Nachtigal (right)
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Presenting at the UN
Video Walls in the Room of Human Rights in  
Geneva, Switzerland

The new Room of Human Rights and the Alli-
ance of Civilizations – described as the Sistine 
Chapel of the 21st century - was inaugurated in 
November by Spain’s King Juan Carlos and 
Queen Sofia, Prime Minister José Luis Rodriguez 
Zapatero, UN Secretary-General Ban Ki-moon 
and the Swiss President Pascal Couchepin.

The massive conceptual artwork, a redesign 
of the 929 m2 dome which resembles a grotto 

The United Nations Office in Geneva (UNOG) is 
a UN representative office with more than 1,600 
staff. This is the biggest United Nations duty sta-
tion outside the headquarters in New York and 
provides critical support to the Organization’s 
efforts. UNOG hosts over 8,000 meetings every 
year, making it one of the busiest intergovern-
mental conference centers in the world and a 
focal point for multilateral diplomacy. 

with multicolored stalactites, took over two 
years to complete, used 35,000 kg of paint and 
the services of 20 assistants, among them a cook 
and a cave expert. The artistic project was 
launched in 2006 by Zapatero and his Turkish 
counterpart Recep Tayyip Erdogan to improve 
dialogue between the West and the Muslim 
world. The Spanish Foreign Ministry says the 
government is funding 40% of the costs, with 
the rest provided by private-sector donors.

A Wall of Information
Besides this gorgeous artwork the latest large 
screen technology from eyevis was also installed 
in this prestigious project. The delegates can 
now make use of two eyevis video walls to add 
visual information to their speeches, debates 
and presentations. The two video walls comprise 
2x6 EC-67-SXT+ DLP rear-projection cubes from 
the company‘s EC Series. The cubes provide out-
standing image brightness and contrast with 
SXGA+ resolution (1,400x1,050 pixels), and the 
wide viewing angle ensures visibility from every-
where in the room. 

The gaps between the 67 inch diagonal cubes 
of the video walls are almost invisible, thanks to 
their ‚seamless‘ design. They have internal split 
controllers and were integrated into the new AV 
media control technology of the room. The total 
size of each of the video walls is 4.1 x 2.05 m 
and automatic double-lamp systems, which 
switch to a spare lamp in case the operating 
lamp fails, guarantee the highest availability of 
the system. 
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Stick Your Finger Out
Integrating Video, Access Control and Fingerprint Readers

an economy built on gold and mining, so the 
very history of this country’s development finds 
its resources here.

Open Platform Solution
Camsecure has designed and implemented a to-
tal security solution with the open platform of 
Milestone XProtect Enterprise IP video manage-
ment software integrated with Paxton Access 
Net2 access control, Sagem Morpho biometric 
fingerprint readers, and 50 Axis network camer-
as. Axis 225FD vandal-resistant dome cameras 
are used on the street-side of the building, op-
posed to normal cameras that can be knocked 
out of place. In the parking lot, Axis 221 day/ 
night cameras have been installed in Videotec 
Verso polycarbonate housings with cable-man-
aged brackets so there are no exposed cables. 
The parking lot entrance camera logs all the ve-

A high-tech security solution for the 
safety of people and information by 
integrating Milestone IP video 
management software with access 
control, fingerprint readers and 
network surveillance cameras has 
been designed and implemented by 
Camsecure.

The National Union of Mineworkers is the larg-
est recognized collective bargaining agent rep-
resenting workers in the Mining, Construction 
and Electrical Energy Industries in South Africa, 
and the largest affiliate of COSATU (the Con-
gress of the South African Trade Unions) where 
non-racialism was a founding principle.

Downtown Crime and Political Threats
The NUM headquarters are located in a multi-
ple-story brick building in downtown Johannes-
burg, an urban area well known for its crime 
risks. The political nature of the union’s activities 
and strong relationships with the African Na-
tional Congress make the need for security even 
more intense. Kgalema Motlanthe, earlier Presi-

dent of South Africa, was also previously Secre-
tary General of the National Union of Minework-
ers (NUM), whose 380,000 members are the 
core of the nation‘s economic foundation. Jo-
hannesburg was known as ‘the city of gold’ with 

Data from the fingerprint reader is integrated into the security management software

Security

Thulani Tshozana, Risk Manager at NUM
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hicle number plates to keep track of the time 
each vehicle enters and exits. There are cameras 
in all the stairwells of the large building, inside 
and outside every door throughout the building 
and up on the roof. The fire escape at the back is 
also well covered by security cameras.

The NUM owns three buildings in the vicinity 
but have rented out two of them to the Depart-
ment of Correctional Services and the Johannes-
burg Water utility. These buildings will be added 
to the system at a later stage as the system 
grows. “There‘s a security risk because it‘s so 
close to neighboring buildings where people 
could hop over and come down the stairwell. 
However, each floor is a security unit on its own 
that has its own cameras and access control so 
although people who are allowed in the build-
ing can move vertically up and down the central 
stairwell, they cannot enter the offices on each 
floor without assigned access to the integrated 
systems that allow lateral movement in the 
building,” explains Francois Malan, Technical Di-
rector of Camsecure.

Integrated Security System
“It’s a complex site. For higher security there are 
cameras installed on both sides of each door, a 
finger reader on the inside and outside of each 
door, as well as an emergency button. There are 
cameras with views of the lifts as people enter 
each floor and the passageways. The reason for 
this is that if someone tries to sabotage a finger-
print reader or other equipment, knock out the 
glass on a door, or break emergency glass, we 
can see who it is,” explains Malan. He contin-
ues: “We also have another system in place 
whereby if a door is left open for more than 1 
minute, an alarm sounds with an irritating noise 
which forces them to close it, but at the same 
time it logs an alert in the access control system 
so we can see who left the door open through 
the Milestone video software link. Any door that 
is left open is a security risk and we need to 
know about it to correct it as soon as possible.”

Protecting the Union’s Leadership
One of the floors in the headquarters building is 
the Executive Wing for the union, which is par-
ticularly sensitive. “Our first challenge is in terms 
of access, to protect the union leadership. As 
part of the federation called COSATU, the NUM 
is in alliance with the ruling party, the African 
National Congress (ANC). All the Secretary Gen-
erals of the ANC come from this union, so if any-
one wants to threaten the ANC, they must first 
dilute this union. It is a target and that’s why it’s 
so important for us to have such strict control 
over the access to this building and Camsecure 
has helped us with this.” said Thulani Tshozana, 
Risk Manager at the NUM.

“There have been attacks in the past,” re-
lates Thulani. Strict access control brings greater 
safety and protection. Another security threat is 
to protect the information in the offices across 
the country. The role of NUM is very important: 

they control the heart of the labor that drives 
the nation’s economy – if there is a strike it can 
bring the country to its knees. The NUM is also 
responsible for raising the working conditions of 
their members – protecting their health and oc-
cupations. “The significance of adding the bio-
metric fingerprint readers lies in the ability to 
ensure that the person who goes through the 
door is who they are – people can lose access 
control cards or have them stolen. We need to 
be 100% sure who is passing a door. That‘s why 
the video is there as well, to double-check,” says 
Francois Malan. “It can also be an administra-
tive nightmare to deal with hundreds of thou-
sands of cards. So the fingerprint integration is 
more efficient and effective. It promotes ac-
countability.” Thulani remembers problems with 
more cards being issued than the number of 
people who should have access. 

“Being such a sensitive time in the country’s
political history with people changing par-

ties, information is of very high value. If anyone 
on the site is suspected for any reason, we can 
type in their name to track and analyze their 
movements in the system, if anything is re-
moved, etc.” says Francois. “This is one of the 
highest security systems implemented. If any-
thing happens, we can have an alarm alert is-
sued – both audible and on the system. In addi-
tion to the alarms when a door is left open, if 
someone sets off a fire alarm, it triggers an 
event on the system so we get an alert immedi-
ately in the Paxton Access software which is in-
tegrated with the Milestone so we can see the 
video evidence of the incidents. Through rules 
we’ve set up in the software, we can see the list 
of events easily. We know who has done any-
thing, when and where,” explains Francois Ma-
lan. Danie Malan, CEO of Camsecure, comments: 
“Prevention is better than cure. I believe that 
people will think twice before doing anything 
wrong now.“ ”Yet you can still have trust with 
the employees through making people account-
able: the cameras show when that trust has 
been broken. They also reassure the people who 
work here that they are safe,” adds Francois 
Malan. “I‘ve heard from staff that there is a new 
pride in the safe quarters we‘ve achieved with 
this new system,“ says Danie Malan. 

Old Security System not Effective
“Previously we only had a CCTV system that 
was not effective. It was operated from the Pres-
ident’s office and he would often be travelling 
on business, and others did not have access to 
the system if it was needed” says Thulani. “We 
are creating a whole new total security plan.” 
Edward Majadibodu is the Head of Production 
who deals with safety, education and women’s 
development. He is also the Chairman of the 
Procurement Committee who had to approve 
the purchase of the new security system. He 
says: “We have xperienced challenges in the 
past of theft and other practices so this new se-
curity system is a major improvement, especially 

with the strong access control, only for those 
who are approved to be here.” 

“We finished the new implementation end of 
Dec. 2008. The building underwent extensive 
renovations and we were installing at the same 
time,” recalls Malan. “I remember one incident 
when someone lost a cell phone in the bathroom 
by leaving it behind. When he realized this ten 
minutes later, he went back but it was gone. We 
were able to type his name into the system in 
the access control, see the Milestone video link 
at the time when he went through that door, 
then see who went in after him. He was one of 
the workers doing the building renovations. We 
followed that guy on the system with the camer-
as through the building into the basement where 
we apprehended him and got the phone back.“ 

“This new system is very effective,” states 
Thulani. “The fact that it can be viewed wherev-
er you are with network access and the proper 
access is good. Recordings are kept up to two 
months, so we can always find evidence. We are 
very pleased with the system that Camsecure 
designed especially for our needs.”

Biometrics, Access Control and Video
Every employee’s fingerprint is registered in the 
biometric enrolment unit that sends a code for 
them to the access control system. Security op-
erators and managers can go into the access 
software to look up any employee and see their 
activities, or look at event lists to analyze or 
check any alarms or incidences. They can click 
on the camera icon to link up to the Milestone 
video and see what occurred, or export evidence, 
if needed. The Milestone IP video software also 
manages the Axis cameras, their setups and re-
cording schedules, by groups and locations. “The 
system allows flexible searching by person, by 
door or camera locations, and by category like 
‘access denied’ to check a log of exceptions. The 
reporting capacity in Paxton Access is also very 
good, by person or event,” states Francois. Man-
agers on different floors are given individual ac-
cess by floor or by specific cameras groups, rele-
vant to their responsibilities. 

Security plans for the future include the in-
stallation of a metal detector at the main en-
trance of the headquarters. Camsecure will de-
sign this to link cameras with the detector 
through the video management software to trig-
ger an alarm in the Milestone interface and let 
security know that someone has gone through 
who is a potential threat. There was a stabbing 
in the past, in fact, and such an incident can 
now be avoided.
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A Special 
Kind of 
Dome Camera
Hemispheric Cameras to 
Monitor a Scene

a monitor. Virtual PTZ is available for each of the 
four views. Together with the 180° panorama 
the camera can deliver two more views simulta-
neously, making it possible to see the overview 
and to focus on two scenes at the same time. 

Distortion Correction Highly Efficient 
Image Transferring 
The full image from a hemispheric lens (Fisheye) 
is difficult to analyze. Mobotix solves this prob-
lem by perfectly straightening the uneven lines 
in the live image using the camera software. 
Since the image distortion correction of the hem-
ispheric view and the generating of the pano-
ramic view take place in the camera itself, no 
additional load is placed on the viewer PC, un-
like a standard camera. Thus, displaying a large 
number of panoramic cameras simultaneously 

When several cameras are monitoring 
a single room, it is often difficult to 
understand the room layout in its 
single view. This makes it hard to 
comprehend the overall setting. To 
work with hemispheric Cameras can 
be an alternative. A single hemispheric 
camera can monitor an entire room, 
replacing the time-consuming and 
expensive installation of several 
standard cameras.

Mobotix pioneered the market for hemispheric 
cameras with its Q22M model. This model is 
now replaced by the new Q24M hemispheric 
camera that includes a more powerful micro-
processor and an optimized system platform at-
taining twice the image frame rate as before. 
Even 3.1 megapixel camera images can now be 
transferred at a rate of up to 20 frames per sec-
ond and megapixel images at a rate of up to 30 
frames per second. In addition to a 3.1 megapix-
el color sensor, the camera also includes an in-
ternal DVR (digital video recorder) with a maxi-
mum memory capacity of 32 GB. The DVR is 
based on Flash memory technology for improved 
reliability and extended service life. The combi-
nation of a high-resolution sensor, hemispheric 
lens and internal DVR allow you to view an en-
tire room with just one Q24M camera and save 
the images in the camera as a high-resolution 
video sequence. The Q24M Secure comes with a 
4 GB MicroSD card that can record about 50,000 
panorama images or four hours of video. 

High-resolution 180°-Panorama 
The camera works without a motor, but with like 
a virtual PTZ and zooms in on details: The image 
of the Hemispheric camera can be continuously 
enlarged and any image section can be exam-
ined using a joystick, for example. While zoom-
ing into a section in the live image, a full image 
can be stored in the recording for later analysis, 
an option no PTZ camera that operates with a 
motor can do. The surround function of the 
Q24M (ceiling mounted) immediately replaces 
four conventional cameras and shows four dif-
ferent directions simultaneously in quad view on 

on a single PC is possible. While other camera 
systems always transfer the full images via the 
network for further analysis, a Mobotix camera 
sends only the relevant image sections. There-
fore, a Q24M panorama image needs only about 
1/6 of the original data volume or bandwidth. 
This means up to six times more cameras can 
transfer images over a network compared to 
‘standard’ cameras. One new feature of the 
Q24M is the ‘panorama correction’. In seconds, 
the user can independently fine-tune the live im-
age in the panorama image generated by the 
camera. 

Storage Options 
The Q24M stores high-resolution video with 
sound directly on the integrated Flash memory 
without using an external recording device or 

security
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PC, therefore using no additional network load. 
Flash memory is a sophisticated form of semi-
conductor memory without mechanical moving 
parts and represents the storage medium of the 
future thanks to its reliability, ease of use and 
low cost. Old recordings can be overwritten au-
tomatically or deleted after a predefined period. 
The storage capacity is sufficient for around 
400,000 panorama images or 33 hours of film 
(32 GB MicroSD). The system includes three im-

portant additional options that allow more data 
to be stored for a longer time:

Only the relevant image sections are stored ��
instead of the entire image ( e.g. sky or ceil-
ing is removed)
Video recording only begins when relevant ��
events take place (such as movement in the 
image) 
Temporarily increased frame rate during con-��
tinuous recording of events 

By connecting external memory over the net-
work (NAS), the system can be expanded with-
out limitations even while it is running. 

Virtual PTZ: The camera zooms in on detail. The image of the hemispheric 
camera can be enlarged and any image section examined using a joystick.

One camera, three simultaneous views. 

Sustainable Fire Protection
Siemens has expanded the Sinteso fire protection 
product line with additional innovative components 
and useful functions. The new solutions make flexible 
modernization concepts possible with increased safe-
ty and lower operating costs. In addition, the compa-
ny launches a new, very precise, multisensor detector 
for carbon monoxide, and the new video fire control-
ler, which automatically records images of a fire 
event. The product line provides a comprehensive 
package for the long-term protection of infrastruc-
tures and further expands its position as a leading system developer and provider in 
the global fire safety market. Since its introduction nearly three years ago, the com-
pany has integrated over a million Sinteso detectors in fire protection systems.
www.siemens.com

Intelligent Talking IP Camera
Compro Technology extends its product line 
to the network video security area. Compro 
IP Security products line offers full range of 
the intelligent network cameras with a fea-
ture rich professional grade Network Video Recorder (NVR) software. These camera so-
lutions provide maximum customer value through effective monitoring solutions, re-
duced costs and increase flexibility and performance. The IP 50 and IP 70 series provide 
the cost-effective & easy-to-install way for the indoor fixed camera solution. Combined 
with the real-time MPEG-4/MJPEG (IP50) and H.264/MPEG-4/MJPEG (IP70) video com-
pression formats, higher video performance is achieved with much smaller recording file 
size, which means much lower costs for data storage. The IP 530 and IP 550 series ena-
ble users to view Pan of 340 degrees, Tilt of 100 degrees, and both Optical (IP550) and 
Digital Zoom (IP530) control for remote security monitoring through LAN or Internet.
www.comprousa.com

Premium Video Solution
Lenel Systems International’s recently intro-
duced premium video surveillance solution, 
Skypoint, has been commercially released and 
is now available through the company’s global 
network of certified value-added resellers. The 
company is part of UTC Fire & Security, a unit 
of United Technologies. The solution offers 
customers a powerful video monitoring envi-
ronment with a highly intuitive and easily mastered user interface, using “advanced 
human engineering” technology. It presents innovative features such as dynamic re-
sponse, a kinetic scalable timeline, time and motion slicing and optional touch-screen 
support with extraordinary ease of use. The shorter learning curve and increased pro-
ductivity make it a cost-effective solution for advanced video surveillance.
www.lenel.com

Professional Remote Monitoring
Videcon’s Concept Pro VXM4B DVR 
Series is now compatible and able to 
be fully integrated with the Sureview 
Immix software platform. The Software is an open platform package that registers 
site activity through Detection, Access Control and Intruder Alarm installed devices 
and is provided with visual verification by on-site CCTV. The VXM4B DVR Series can 
now connect remotely to the Sureview platform, providing CCTV images and alarm 
triggered visual events. The platform creates daily reports by email, activity logs, floor 
plan outlays and is contained in a clean, fresh and stylish display, which is able to be 
viewed by the remote monitoring station and the client. The series now provides a 
more price-competitive alternative to other DVRs specified for installations that will 
link back to a remote monitoring station.
www.videcon.co.uk

security

C o n t a C t2

Manuela Strasser
Mobotix AG, Langmeil, Germany
Tel.: +49 631 3033 111 · Fax: +49 631/3033 190
sales@mobotix.com · www.mobotix.com



30� GIT Security + Management 4/2009

vide full connectivity to the camera and analyt-
ics through an open API.” Pelco analytics and 
third-party offerings starting with ObjectVideo 
analytics are also available.

Focus on Color and Low-light- 
Performance
Pelco dedicated their efforts to the development 
of innovative technology for network cameras 
that not only addressed, but resolved, many of 
the issues that industry professionals are pres-
ently experiencing. Sarix technology delivers 
several advantages  including innovation in im-
age science. Featuring both High-Definition 
(HD) resolution and Standard-Definition (SD) 
resolution, Sarix-based Mega-Performance Net-
work Cameras will deliver greater and more-
detailed recognition of objects near or far. By 
leveraging the latest sensor technologies to 
multiply and average light per pixel, Sarix tech-
nology promises advantages in low-light per-
formance and sensitivity. Furthermore, Pelco 
deploys color science techniques that allow the 
company to deliver consistent detailed color 
across all levels of camera products that deploy 
the Sarix platform. This consistency provides 
precise color reproduction in the entire installa-
tion regardless of the camera choice and allows 
for accurate subject tracking throughout the 
system.

Processing Power
Sarix technology delivers H.264 compression for 
optimized image quality, along with the flexibil-
ity to also use MJPEG compression to meet sys-
tem requirements. A use of higher performance 
processing will result in high frame rate options, 
multiple profiles including ‘high’ H.264 compres-
sion and real-time images. In addition, Sarix EP 
(Extended Platform) cameras offer the industry’s 
first H.264 High Profile. H.264 High profile com-

At the trade shows ISC West in the US, 
Ifsec in Birmingham, and in several 
webinars, Pelco has presented the 
new imaging and color technology 
platform Sarix. The new technology is 
rooted in the goal of delivering 
advanced lowlight capabilities in 
megapixel-class imaging, H.264 
compression, innovative features like 
Auto Back Focus (ABF) and consistent 
applications of color science. Sarix is 
built upon a flexible platform to adapt 
for the requirements of additional 
processing power for video analytics. 
In addition to amazing image and 
color quality, Sarix-based cameras 
feature a completely new industrial 
design, where the goals of improved 
aesthetics and ease of installation 
were paramount. 

pression results in minimized bandwidth and 
storage consumption up to 40%.
This additional processing power will also un-
lock the ability for options that will include on-
board use of analytics. 

Industrial Design
Pelco’s new camera design incorporates a 
number of innovative features and will be a 
large part of future offerings. With Auto Back Fo-
cus (ABF) Sarix addresses ‘focus shift’, one of 
the biggest issues in megapixel imaging, which 
causes significant loss of resolution and clarity.  
Sarix ABF can be accessed via push button on 
the camera during installation and remotely via 
browser. Auto Back Focus (ABF), combined with 
browser based configuration, standards based 
networking, local service jack for setup ease, 
and standard Power over Ethernet (PoE) ensures 
Sarix-based Mega-Performance Network Cam-
eras will be easy to install, easy to integrate and 
easy to focus. This new camera design also com-
plements contemporary and classic building ar-
chitecture, and features a modern, aesthetically 
pleasing design.

cctv

New Imaging  
and Color Technology Platform
Pelco Is Working on Its IP Product Range

New Industrial Design and an  
Open Architecture
“We developed the technology and the features 
that customers need today, and a platform that 
will allow us to efficiently provide even more so-
lutions in the future,” says Sara Scroggins, Pelco 
Product Marketing Manager. “The system was 
designed exclusively by Pelco Engineering for 
security and IT professionals.” The first product  
featuring Sarix technology is the new Pelco IX 
Series Mega-Performance Camera. “In our de-
sign cycles, we listened when our customers told 
us that they need solutions with an open-archi-
tecture,” says Scroggins. “Our intent was to pro-
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ACCESS CONTROL

A Lecture on Security 
City College Coventry Installs a Converged Security Solution

help find the best possible and 
cost-effective solution for today 
and the future. Looking at the col-
lege’s requirements, Jason Hiller, 
Head of Sales, proposed an inte-
grated and seamless solution that 
would combine both physical and 
logical access control. “City Col-
lege required a sophisticated and 
reliable solution that would cater 
to their needs not only today, but 
also in the future,” said Hiller. “We 
recommended a solution based on 
HID products, as HID is known not 
only for reliability, but also for 
quality and innovation, ensuring 
that City College will always have 
a solution up-to-date with the lat-
est standards.” 

They recommended HID Global’s 
networked access control solution 
in conjunction with an HID partner 
company, Dvtel, for physical access 
control. To meet the logical access 
requirements, the College selected 
HID’s Crescendo solution, a multi-
application smartcard and iclass 
R10 readers. “Having looked at sev-
eral logical access solutions that are 
currently available on the market, 
Crescendo was the only real option 
for the college. Crescendo allowed 
us to use the same card for physical 
and logical access control. It is com-
patible with existing MS ILM2007 
and Windows Vista and has a 
straight forward set-up,” said Satel 
Naik. As part of the solution, C700 
HID Crescendo cards were deployed, 
which have integrated middleware. 
Logical access is run on a virtual col-
lege server on a VM slice, running 
an SQL database and Windows 
2003 Server software.

Cashless Incentives
“Crescendo cards allow us to have 
card records initialized centrally 
through Microsoft Active Directory 
and use Microsoft’s Identity Lifecy-
cle Manager (ILM) to control the 
starters/leavers process in one 
record/account. The enrolment 
process is quick and easy, and is 
managed via HR by the Technical 

Bringing together a vision 
and the college’s mission of 
“Responding to Diversity; 
Raising the Standard; 
Taking Education Further” 
was something to be 
reflected in the develop-
ment and choice of a 
suitable logical and physical 
access control solution.

Satel Naik, Technical Services Man-
ager at City College in Coventry 
UK, explained that, except for a 
few door code locks, no access 
control had previously been used 
in the college and there was no in-
formation technology (IT) security 
solution in place. Satel’s vision for 
the future of City College was to 
bring security technology to the 
forefront by selecting the best pos-
sible solution and creating a truly 
intelligent building.

The college faced many chal-
lenges, including staff and students 
not wearing ID badges, not to men-
tion limited secure parking and no 
real physical access control. Some 
doors were being left open, there 
was only limited control of IT user 
accounts and some abuse of pho-
tocopying and printing privileges 
was also happening. Satel Naik ex-
plains that it was important for the 
college that current laborious and 
manual processes, such as library 
book inventory and fine payments, 
could also be automated and sim-
plified in the future and be part of 
the planned ID solution. For the 
safety and convenience of students 
and staff, the college was also keen 
on reducing cash handling on site 
by introducing a cashless payment 
solution for the canteen.

Making the Vision a Reality
A key requirement for Coventry 
College was the ability to control 
real estate, personnel and assets 
through one medium – a multi-ap-
plication smart card. City College 
Coventry asked the security consul-
tancy and integration company to 

can easily be identified by verifying 
that the person using the card 
matches the ID photo.

“Finding something that truly 
works in an environment such as a 
college is rare, as students do ‘test’ 
and ‘challenge’ equipment quite 
thoroughly,” explained Naik. “We 
rolled out Crescendo for all 12,000 
students by the end of 2008 and 
are very happy with the results and 
feedback we have received regard-
ing the new solution. Working with 
HID Global gave City College the 
assurance and trust in a solution 
that would be not only functional 
and according to current standards, 
but reliable and flexible enough to 
move with the college as its needs 
change and grow.

The college is also looking to 
add even more capability to their 
ID cards in the future. Some of the 
areas they are looking at include 
secure transactions of pay slips via 
PDFs on the mail system; the ability 
to prevent students from using 
personal laptops in college net-
works; meeting rooms and lecture 
room utilization; automation of en-
ergy systems – i.e. room automa-
tion, PCs, lights and projectors be-
come live when the lecturer logs 
in; and tracking of library stock.

team of the college,” said Satel 
Naik. “City College opted for Cre-
scendo Java C700 cards with 
16k/16 iclass 13.56MHz technolo-
gy, which provides enough memory 
for current application require-
ments and has enough space on 
the card to add future deploy-
ments,” said Naik. “Should we re-
quire even more memory on our 
cards one day we can always up-
grade to HID’s 32k cards.” 

Coventry College also has plans 
to implement a cashless catering 
solution, and currently promotes 
card carrying by offering their staff 
and students a 10 percent discount 
on all card purchases. The chosen 
system is server-based, which 
means the cash on the card re-
mains in the cardholders account 
should the card be lost or stolen. 
This gives students the confidence 
to use their cards without fear of 
losing money, while encouraging 
students and staff to carry their ID 
cards at all times. 

Multitasking
Additionally, the solution enables 
the storage of personal student in-
formation on the smart card, about 
allergies for example, helping can-
teen staff to only serve the card-
holder with food suitable to their 
condition. Because the smart cards 
are customized, the college can 
help to decrease crime within the 
premises as stolen cards can no 
longer be used at the tills and fraud 
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Access Control

A Coat of Many Colors
Changing the Appearance of Readers to Suit the Decor

range readers to enable use in garage/vehicle 
entry control systems.

Matching Appearances
A modular Chameleon set consists in each case 
of a reader, an optional tamper switch plate and 
the snap-on cover. The design ensures that sys-
tem specifiers and installers as well can choose 
freely from the classicprox, mifareprox, Legic-
prox or advancedprox products and still find a 
suitable cover to match the surrounding decor. 
Architects can specify the design of the reader, 
for example in a look of marble or stainless steel 
to match the building‘s internal decor even after 
the reader has been installed.

Readers and keypads can be flush fitted to 
standard square or round back-boxes. Surface 
mounting of the readers is also possible on solid 
walls using either the AP5 or FM5 frames. These 
give an aesthetically pleasing appearance to the 
installation and can also be used to cover larger 
holes in the wall or to hide previous installations. 
Status LEDs assist users by either confirming or 
denying access authorization and are visible 
through lenses in either the CCS or CCL covers.

The reader cores are square and have a width 
and height of 80 mm. Behind this the tamper 
switch plate is either 84 mm square and 7 mm 
deep for European installations or 84 mm x 
111 mm and 8.5 mm deep for the American and 
Japanese markets. Similarly, the snap-on covers 

A chameleon is known to change its 
colors according to the environment 
in which it finds itself. However, this 
small animal could not know how 
relevant its name is to a range of 
access control products. 

The Chameleon range of snap-on covers from 
deister electronic, a developer and manufacturer 
of electronic security and identification systems, 
can be fitted over the company‘s wall-mounted 
‚proxentry‘ card readers and numeric keypads to 
match – or indeed contrast with – the surround-
ing decor. The modular construction of the non-
contact readers and covers enables different 
combinations of hardware to be used according 
to need. The European standard electrical back-
box has different dimensions to those found in 
the USA and Japan. The range therefore includes 
universal readers and suitably sized S-series cov-
er plates to fit the European formats as well as 
the L-series for the USA and Japanese markets.

The proxentry title covers a range of access 
control and time and attendance recording prod-
ucts that include 125 kHz readers and trans-
ponders, smart cards working at 13.56 MHz as 
well as those built to the ISO 15693 standard. 
These latter can be combined with any chosen 
access control system that accepts either 
Wiegand or magnetic stripe data (Magstripe). 
There are also vehicle transponders and long-

are either 83.15 mm square or 83.15 mm x 
110 mm, according to country. With a depth of 
only 18.5 mm the whole unit does not protrude 
noticeably from the wall and maintains a sleek 
appearance.

Simple and Safe
Installation consists of just three steps. The first is 
to mount the optional tamper switch plate onto 
a single back-box. Then the reader is connected 
and fitted directly to the plate. Finally the cover is 
snapped onto the reader, completing a simple in-
stallation process that takes very little time. The 
Chameleon series continues deister‘s develop-
ment of innovative solutions for access control, 
time and attendance and vehicle recognition. Im-
portantly an optional detection consisting of a 
reliable magnet and reed switch combination 
puts the security manager‘s mind at ease by 
alerting to unauthorized alteration of the wiring 
or other attempts to bypass the system. The 
snap-on cover can be easily changed by using 
just a small screwdriver, but any further manipu-
lation attempts will result in an alarm being 
raised.
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events

Infosecurity Europe 2009
Industry Suppliers Meet Tough New Challenges

access management to state-of-the-art gateway 
security solutions that filter out malware before it 
can enter your network.

So, amongst the largest stands pulling in the 
crowds with demonstrations were the industry’s 
big-hitters including BT Global Services, Hewlett 
Packard, Juniper Networks, Kaspersky Lab, Mc
Afee, MessageLabs (now part of Symantec), So-
phos and Symantec itself. Leading off a compre-
hensive programme of thought-provoking talks 
and seminars involving some 140 experts, former 
UK Home Secretary the Rt Hon David Blunkett MP 
described to a packed audience key information 
security issues hanging over the 2012 London 
Olympics, including the possibility of total disrup-
tion and dislocation via precisely targeted infiltra-
tion. “Organised criminals could target a whole 
range of visitor requirements – from ticketing and 
transportation to the crucial area of hotel and 
other bookings, which would severely disrupt, or 
even wipe out, accommodation reservations.”

But Mr Blunkett stated that, globally too, 
“there still appears to be a woeful level of 
awareness of the threat of cyber attack, organ-
ised crime and the level of fraud, covering gov-
ernment, business and individual consumers and 
users of the internet”. Accordingly, with the po-
licing of the internet being so problematical, the 
onus is on companies and organisations to de-
fend themselves with the best means available. 
Yet the recession is likely to be a major factor in 
IT security purchasing decisions over the next 18 
months, with companies looking for less costly 

One of the definite growth industries 
in the current global trade recession  
is information security, amply 
demonstrated by the three-day,  
14th annual, Infosecurity Europe 
exhibition and conference, bigger  
and better than ever at its fresh  
venue in west London. The move this 
year from Olympia to Earls Court 1 
gave exhibitors and attendees 
increased educational content, two 
new theatres and additional visitor 
facilities.

Serving some 12,500 
visitors, more than 300 
exhibitors crammed 
over 6,500 m2 stand 
space with their prod-
uct and system solu-
tions to meet ever-
changing threats and 
challenges, from virus-
es, spyware, phishing 
and artificially intelli-
gent superbots to insid-
ers, fraudsters, identity 
thieves, hackers and 

spammers. More sophisticated attacks call for 
ever more advanced preventive measures and 
disciplines, ranging from high-level encryption for 
counteracting data leakage blunders to mobile 
phone pool security, from foolproof identity and 

solutions that still provide effective protection 
and a rapid return-on-investment.

Whilst there was the expected emphasis on 
dealing with external threats, this time many ex-
hibition stands at Infosecurity Europe themed 
on “managing the human factor” and “who do 
you really trust in your own company or depart-
ment”? That opened visitors’ eyes to the partic-
ular vulnerability and innocence of organisations 
under threat from, for example, former employ-
ees or secretly disloyal or rogue staff. Such sup-
posedly trustworthy individuals are ideally 
placed to misuse their inside knowledge of the 
IT system for reasons of financial gain in these 
difficult economic times, not to mention betray-
al, terrorism, devilment or out of sheer ignorance 
of the implications.

Informing not only all IT security profession-
als but also facilities managers with wide re-
sponsibilities for site or enterprise security at all 
levels, the Infosecurity Europe event will run 
from April 27 to 29 at the same venue in 2010. 
The only certainty is that, by then, the world’s IT 
security landscape will have altered considerably 
and thrown up many tough new challenges for 
the industry’s suppliers focussed on developing 
their products and services in response.
� Oliver Haines

Oliver Haines  
reporting
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Perimeter protection

Art on the Radar
An Intelligent Way to Protect a Perimeter on a Seaside

The architecture has been inspired by Islamic 
motifs, and not only is the Museum of Islamic 
Art one of the most important museums in Qa-
tar, it is also one of the most iconic and beautiful 
buildings in the Middle East. Designed by world-
famous architect Leoh Ming Pei, the Chinese-
American architect, who also designed the (con-
troversial glass) pyramid in the Louvre in Paris, 
the museum, which opened last year, is aimed 
as a major source of information on Islamic an-
tiquities

From the seafront the five floor building 
seems to raise straight out of the water. Welcom-
ing visitors with a reception hall, shops and res-
taurants on the first floor, the second, third and 
fourth floors include permanent exhibition halls 
with the general administration located on the 
5th floor. The 45,000 m2 building complex is situ-

Reaching a balance in protecting the 

valuable artefacts and making the 

Museum of Islamic Art in Doha, Qatar 

an open, friendly, and wonderful 

visual experience, to the visitors and 

scholars who use it, has been an 

interesting challenge for the project 

planners. The result is that they have 

chosen to implement one of the 

world’s most sophisticated state of  

the art surveillance and security 

technology systems. Approaching the 

new iconic building of the Museum 

from the seaside, you could therefore 

easily be forgiven for overlooking the 

four small radar pods on the wall of 

the building. Mounted approximately 

3 m above low tide water level,  

the pods blends so well into the 

architecture and colour scheme of the 

building, that only the trained eye 

instantly spots them.

ated on the southern part of Doha‘s seafront 
(Corniche) on an artificial island about 60 m off 
the coast of Doha. A crescent cape has been add-
ed to the Island to act as a northward tidal barri-
er and to block the eastward industrial buildings 
from the view. Exploiting nature‘s organic pat-
terns, combined with the minute man-made de-
signs of this artificial island, has rendered the lo-
cation an ideal one and visible from all directions. 
Overlooking Doha‘s lagoon from the west it even 
has its own marina providing mooring for guests. 
At night the entire complex is lit with flood lights 
20 m high which makes it visible from quite a 
long distance across the lagoon. 

Surveillance for Seaside Approach 
But how do you protect the museum and its 
valuable collections from intruders approaching 

Security

Dr. Stephen Clark of 
Navtech Radar

Senior Security  
Consultant  
Kevin Gausden,  
Arup Consulting

Navtech developed a new housing for the Radar 
in keeping with the architectural requirements
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from the seaside? Fencing is clearly out of the 
question and you need to take into account that 
the lagoon is also used for recreational purposes 
with lots of swimmers, surfers and jet skiers en-
joying the bay. The security design consultant 
turned to Navtech Radar – a company specializ-
ing in development and manufacturing of highly 
effective millimetre wave (MMW) radar sensor 
solutions for outdoor applications within securi-
ty and surveillance. Senior Security Consultant 
Kevin Gausden from Arup Security Consulting 
was previously employed by Quadrant Security 
Group during 2004/5 to work on the specifica-
tions for the project and he explains the design 
of the RADAR (RAdio Detecting And Ranging) 
System solution in more detail: “During the de-
sign phase of the Museum of Islamic Art, many 

aspects had to be considered. The Museum was 
constructed on reclaimed land and it was de-
tailed that sea water would surround the entire 
museum. This prevented any form of physical 
barrier such as fences etc. Proposals such as 

floating pontoons and boons were considered 
but were rejected by the Architects and the Gov-
ernment as they would not be in keeping with 
the design. The design process considered Laser 
Detectors mounted at high level on the exterior 

General Data about the Museum:

Total built-up area� 45 000 m²
Max height� 60 m2

Total Exhibition Area � 3 000 m²
Temporary Galleries � 870 m²
Study Galleries � 400 m² 
Library� 820 m² 
Conservation & Study� 400 m² 
Collection Stores � 1 800 m² 
Auditorium (167 seats) � 230 m² 
Restaurant:� 560 m² 
Shop � 300 m²
Marina � 4 boats

Radar on the edge of the building of Museum of Islamic Art

SICURIT Headquarter
Via Gadames, 91 
20151 MILANO - Italy
T : +39.02.380.70.1
F : +39.02.308.80.67
E: export@sicurit.it

outdoor protection
our profession

IMN200RS series
Concentration of digital technologies 
to assure maximum protection while 
drastically reducing false alarms due
to environmental agents

<Detection Mode:  MW + IR
<Range:  200 mt.
<Heights:  2.0 - 2.5 - 3.0 - 4.0 mt.
<Nr. of IR beams:  from 2 to 8
<Nr. of microwaves: 1 / 2
<Alarm signal:  Contact Relay and/or 

RS-485
<RS-485 output for remote 

programming and diagnostic 

Security

Radar on the edge of the building of Museum of Islamic Art
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walls, but as the sea was tidal the use of this 
type of technology would be problematic with 
false alarms”.

Quadrant Security Group was approached by 
Navtech and a demonstration of the Radar was 
set up in the car park at the Watford HQ. The 
demonstration was undertaken utilizing one PTZ 
(Pan Tilt Zoom) camera and one radar unit, and 
the demonstration was a complete success. 
However, the project needed four radar units 
and fourteen external PTZ cameras all to work 
together as one system so as to provide com-
plete 360 degree detection and CCTV coverage. 
This was discussed with Dr Stephen Clark and he 
agreed to review the development of the units 
to the specific project requirements. This devel-
opment was carried out over several months 
and the development was extremely successful. 
The system can track a Jet-Ski radar to radar and 
camera to camera around the total perimeter of 
the museum without loss of contact with the 
object being tracked.

The original radar housing design was not 
architecturally pleasing, so although the unit 
provided the right solution this aspect lead to 
further discussions with Navtech on the rede-
signing of the housing for the radar. Dr Stephen 
Clark and his team produced multiple design 
drawings until an agreed design was accepted 
by the project architects which is the housing 
that is used today by Navtech. So, not only did 
Navtech develop their product to meet the tech-

nical requirements but they redesigned the 
housing to meet with all the architect’s aestheti-
cal requirements and assisted with making this 
project a success. Although the radar requires its 
own front-end control computer and could not 
be operated by the Synergy Pro Computer the 
alarms from the Navtech system were integrated 
using High Level integration and were displayed 
and controlled by the Synergy Pro System. 
Navtech provided a standard RGB Video Output 
and this was connected to the Synectics Video 
Matrix and DVR which allowed the radar track-
ing images not only to be displayed on the video 
wall but also recorded on the DVR. Radar Sys-
tems are limited by line of sight; however the 
Radar system was the only solution that was a 
viable option on this project. 

Tracking Intruders in Zones
Dr. Stephen Clark of Navtech picks up the story. 
“The 4 radars each cover different detection 
zones and between them they control 14 CCTV 
cameras. If a single intruder is detected in a zone 
the radar will switch the nearest CCTV camera 
to follow that track. Should a boat or other in-
truder be detected in the overlapping area be-
tween 2 zones, both cameras will be directed to 
follow. If many intruders are detected in a single 
zone, the system has been configured to track 
them all, but direct the camera to follow the 
closest track to the museum. The rationale is 
that the closest track is probably posing the 

greatest threat. Each radar processor will gener-
ate ‘tracks’ for the objects that are moving in its 
field of view.”

Track information is available over the 3rd 
party interface to the Security Management Sys-
tem and includes track range, speed and head-
ing. Since the radar are on the edge of the build-
ing, the track range and bearing can also be 
used to find the distance to the building itself. 
This is helpful when the control room operator 
decides what response to raise. It is further pos-
sible to filter the tracks when raising alarms to 
the operator. This is done in order to minimize 
false alarms. Effectively the system ‘learns’ to 
distinguish between tracks heading towards the 
museum and tracks which are not. 

As for intercepting approaching intruders, we 
mentioned that the museum complex also in-
cludes a marina which is located to the north 
side of the building, primarily intended for VIP 
use. However, the docking area is also used for 
changeover of the personnel in the 2 rescue 
boats, which are constantly at sea during the 
Museums opening hours, so they can quickly be 
directed to the position of an intruder as flagged 
up in the control room. 

Security
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PERIMETER PROTECTION

Warning  
of Trouble
Perimeter Security from Spain 

tions. Bunker’s beam towers on the other hand 
are designed to be deployed rapidly. They have 
proven to be an ideal alternative for the protec-
tion of areas in which the emphasis is placed on 
detecting intruders before they get inside the 
area to protect, as opposed to systems, which 
set off an alarm only when intruders are already 
inside. The key here is that there is a longer time 
available for security guards, police and home-
owners to respond whenever an intrusion occurs 
as we are concentrating right at the primary line 
of defense. The system can, for instance, even be 
activated during the day while people are at 
home or at work, avoiding the nuisance of 
alarms resulting from people’s movement inside 
a house, a factory or other building while still 
protecting the perimeter. The beam towers cam-
ouflage the number and position of the infrared 
beams fixed inside, making it impossible for the 
intruder to locate them. The easy integration in 
any given environment where these enclosures 
are installed helps to provide a discreet but ele-
gant solution ideal for protecting perimeters 
around villas, warehouses, oil compounds, air-
ports and similar places. Bunker’s model PT dou-
ble sided beam tower can also be equipped with 
a special top (PT-LUX) that provides illumina-
tion, making its presence even more discreet in 
areas where aesthetics are highly important. The 
ability to fix CCTV cameras on top of the PT 
beam tower (PT-CCTV) adds even more value as 
it enables monitoring of the installation as well 
as being able to record and capture images of 
any attempted theft that may take place. 

Who are your main customers – in which  
industry sectors and markets are your major 
activities? 

F. Fuster: Bunker’s commercial emphasis lies in 
creating strong bonds with renowned security 
distributors and wholesalers that are oriented 
towards the anti-intrusion sector. Distributors, 
system integrators and installers who concen-

trate on outdoor perimeter protection represent 
the most demanding share of this particular 
market.

In which countries are your systems  
available? 

F. Fuster: The situation is constantly changing 
as projects that call for these solutions come 
from countries all around the globe. The Middle 
East has proven to be an emerging market for 
such security systems, and it is also worth men-
tioning the increasing demand coming from 
Asian countries.

Could you describe some typical applications 
of your security products? 

F. Fuster: Solar panel enclaves that have been 
so popular over the last 2 years across Mediter-
ranean countries have emerged as demanding 
sites where good perimeter protection is re-
quired. The expensive equipment employed in 
solar panels arrays, together with the fact that 
these are mostly unattended, calls for a security 
system that can detect real intrusions and avoid 
false alarms originated by other security systems 
that are not as exact as infrared detection. 

How is the distribution of your products or-
ganized? Where will your potential customers 
find your security products and solutions? 

F. Fuster: Major distributors have access to 
Bunker’s range. We are proud to say that our 
product range can already be found in the web-
sites and catalogues of leading security distribu-
tors in several countries around the world.

Perimeter security is a market 
seemingly without a growth limit  
and, with continually rising levels  
of breaking and entering, an 
increasingly important element of  
any comprehensive building or area 
security system. Matthias Erler of  
GIT SECURITY spoke to Francisco 
Fuster of Bunker Security about their 
products that provide an early 
warning of trouble.

GIT SECURITY: Mr. Fuster, could you give  
our readers an impression of the range of 
products and solutions that your company 
is offering? 

F. Fuster: Bunker is specialized in the manufac-
turing of enclosures in the form of towers and 
garden lamps that are fitted with active photoe-
lectric beam sensors. Our policy is to keep large 
stock levels that allow us both to meet customer 
orders immediately and also to be flexible to the 
demands of customized solutions for specific 
projects. Our clientele have freedom of choice to 
either mount their preferred photoelectric beam 
sensors inside our beam towers or to choose a 
completely integrated beam tower system 
equipped with the QBT200m Quad Beam sen-
sors. The company is therefore oriented to the 
perimeter protection niche by providing solu-
tions that allow our partners to enhance their 
business opportunities as well as providing in-
stallers with practical and effective products.

What are the main advantages and specialties 
of your systems? 

F. Fuster: Perimeter protection systems can of-
ten consist of expensive and laborious installa-

Security
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4-channel Video Encoder with H.264
Axis Communications introduced a high-
performance, four-channel standalone 
video encoder with H.264 video compres-
sion. The full-featured Axis Q 7404 Video 
Encoder integrates four analog CCTV 
cameras at a time into an IP-based video surveillance system. “Axis Q 7404 provides 
outstanding performance with multiple, full frame rate video streams in all resolu-
tions from all four video channels,” Baraa Al Akkad, Regional Manager Axis Com-
munications, ME. It “further delivers superb video quality and significant savings in 
bandwidth and storage with H.264. The video encoder provides a cost-effective way 
for analog CCTV systems to get the benefits of network video without having to re-
place analog surveillance cameras. Users gain remote monitoring capabilities, pow-
erful event management and improved scalability.“
www.axis.com

Video Recording Capability Added
Brivo Systems has completed a new addi-
tion to its Software-as-a-Service (SaaS) 
access control solution: an integrated, on-
line video recorder (OVR) that streams IP 
video from customer locations to a secure 
Web hosting facility. OVR Webservice was 
launched at ISC West, and entered into the SIA New Product Showcase. The company 
built the video hosting platform in response to what it sees as a large, under-served 
market for Video-as-a-Service, particularly among small businesses and geographical-
ly distributed enterprises with widely dispersed assets. “OVR WebService is the first 
and only fully integrated, online access control plus video service,” explained Steven 
Van Till, Brivo President and CEO.
www.brivo.com

Mobile Tool Chest
The combat-ready 0450 Mobile Tool Chest built by 
Peli Products specifically for the USA military as the 
GMTK (General Mechanics Tool Kit) is now being 
introduced for civilian use. The product’s structural 
grade, open-cell core, polymer construction will pro-
tect tools from the harshest conditions on Earth. 
With the ability to hold up to 45 kg, the case has 
been tested to meet and exceed 96 demanding mili-
tary standards that include high impact, extreme 
temperatures and submersion. The tool case com-
bines the flexibility of 7 removable tool drawers (6 
shallow and 1 deep) designed for a multitude of configurations with the mobility 
and benefits of a Peli Protector Case.
www.peli.com

Chemical Substance Identification
GE Security announced that its Homeland Protection business has introduced Street-
lab Mobile – a device that identifies unknown substances. The Raman Spectroscopy-
based device’s chemical substance identification capability will soon be comple-
mented by the addition of biological substance identification capability. The 
biological identification upgrade is expected to make the device the first combined 
chem-bio detector. It is handheld, portable and user-friendly. It will be able to reliably 
identify a broad range of chemical and biological substances in liquid, powder and 
solid forms when later completed with the bio component. Presently, it is capable of 
identifying more than one thousand potentially dangerous chemicals, including toxic 
industrial substances such as formaldehyde and liquid and solid explosives, as well 
as the chemical components of common explosives.
www.gesecurity.com

Polycarbonate Inlays for Security-critical Applications
KSW Microtec has presented its range of HF and UHF polycarbonate inlays for securi-
ty-critical applications in the government and enterprise ID sectors at CTST 2009 in 
New Orleans. Government applications and identification in general are fast growing 
markets for the company, that is seeing even greater future potential in this sector. 
Its technology and capacity for innovation has brought to market ultra thin HF and 
UHF pre-laminates, which are specially suited to government and security applica-
tions. As a result the polycarbonate inlay for Mifare family cards are increasingly seen 
in the production of ID cards. Unlike a traditional PET inlay, this new product is easily 
laminated into a polycarbonate card, ensuring a matching material connection.
www.ksw-microtec.de

Networked Video Surveillance
Genetec announced the release of a new version of its IP video surveillance solution, 
Omnicast. With this latest release of version 4.4, customers can experience the ad-
vantages of the integration with the Autovu Sharp, the company’s license plate rec-
ognition (LPR) device, full support of Axis’ H.264 product line and Sony’s 4th genera-
tion of IP cameras. Customers can also benefit from the integration of many other 
fully supported hardware extensions from numerous technology partners such as 
Optelecom-NKF, Panasonic, Arecont, Iqinvision, Pelco, GE, amongst others. One of 
new additions is its recent integration with Genetec’s LPR device, the Autovu Sharp. 
www.genetec.com

Intelligent PTZ Network Cameras
Sony Professional has announced its HD pan-tilt-zoom (PTZ) IP network security 
cameras. The cameras are part of the new SNC-RH series camera lineup and have the 
ability to pan 360 degrees, while capturing and streaming HD video at up to 30 
frames per second. The series is the most advanced range of the company’s IP-based 
network security cameras. The new models – the SNC-RH124P for indoor use and 
SNC-RH164P for outdoor use – are the first in their class capable of transmitting HD 
images using H.264 video compression technology. This allows the transmission and 
storage of digital video using less bandwidth than previous video compression solu-
tions. As a result images from the cameras can be easily connected to a network 
server, such as the company’s NSR-1000 Series, and displayed in high definition, of-
fering the highest quality image representation.
www.sonybiz.net

Fingerprint Access Control
Suprema’s Bioentry Plus is an IP based fingerprint access control device. Integrated with 
both fingerprint and proximity card, it covers a full range of access control applications 
from a simple standalone door control to complex networked access control systems. It 
features fast and accurate fingerprint identification with an award winning fingerprint 
algorithm: 1:2000 fingerprint identification in 1 second; easy installation and connectiv-
ity with an Ethernet interface for TCP/IP communication, a Wiegand output configura-
ble up to 64 bits, and an internal relay for direct lock interface. It has a built-in RF card 
reader for different user authentication modes (fingerprint and/or card).
www.supremainc.com

Approved from LPCB, BSI, and VdS
C-Tec is celebrating its new status as the only fire 
alarm panel manufacturer to obtain third-party prod-
uct certifications and factory process approvals from 
three major independent approval bodies, the LPCB, 
the BSI and the VdS. Approval by the British Standards 
Institute (BSI) was achieved in 2006 as a part of an 
assessment of the firm’s sounder isolator. This was fol-
lowed in 2008 by official recognition by the Loss Pre-
vention Certification Board (LPCB) during evaluation 
of the company’s XFP fire alarm panel and EP203 au-
tomatic extinguisher panel. Finally, in January 2009, 
Germany‘s independent testing and certification insti-
tution, the VdS, completed a successful factory audit as 
part of the assessment of a new range of EN54-
4:1997/Amendment 2:2006 compliant power supplies.
www.c-tec.co.uk�
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PERIMETER PROTECTION

A Pillar of the Community
Italian-made Perimeter Security 

S. Vento: I am tempted just to say „No“, for 
security reasons, but I can say that Sicurit is a 
trusted supplier of perimeter security products 
that have been installed in many highly sensitive 
areas. You will find our equipment in use at air-
ports, around government compounds, securing 
financial institutions, protecting electrical and 
nuclear facilities, surrounding military bases and 
correctional facilities but also in domestic instal-
lations. We can provide many references of use 
at government, military as well as industrial lo-
cations. In all these situations, we have ensured 
the maximum availability of our personnel, both 
pre and post sale. This has helped us to achieve 
the trust of major players in the security market, 
stretching from the U.S.A. to Australia, including 
all of Europe and also covering parts of Asia.

What special technology solutions do  
Sicurit use?

S. Vento: We have recently introduced a new 
system of synchronized, coded and bi-directional 
active infrared beams called IMN. This innova-
tion is used in the new Absolute Plus barrier, and 
because this represents a clear advance in the 
development of technologies at the forefront of 
perimeter security, we have patented the tech-
nique. The new IMN IR beams use a method of 
bi-directional optical code transmission with 
random secure codes. Each optics transmitter 
sends a continuous modulated beam to the op-
posite receiver which is tuned to recognize only 
its own signal. Once confirmed, an adjacent unit 
(a transmitter) will then send a new secure-code 
back to its receiver. The bi-directional property of 
the system enables IMN beams to be totally im-

The job of the buyer is often not one 

to envy. They are expected to source 

the best possible quality for the 

lowest possible price while ensuring 

speedy and reliable delivery. Skilled 

buyers of security equipment of 

course look outside their own country 

borders and will certainly already 

know of Sicurit Alarmitalia.  

For the rest of us, Matthias Erler of 

GIT SECURITY interviewed Sebastiano 

Vento to find out more about the 

Company and its products.

mune to direct sunlight, which is often the cause 
of nuisance alarms in traditional infrared beam 
barriers. The sophisticated analysis circuit can 
discriminate against false alarms with a far 
greater accuracy than in traditional systems.

Is there one product that you would specifi-
cally like to mention?

S. Vento: Yes. Sicurit constantly strives improve 
high-security perimeter protection by combining 
available technologies, as well as by developing 
new ones. This approach results in a very high 
detection capability and simultaneously a drastic 
reduction of nuisance alarms caused by environ-
mental aspects. We are proud to offer the results 
of our research in a highly sophisticated barrier 
called the Absolute Plus. This is a dual-technolo-
gy modular barrier that combines active micro-
wave and infrared systems within one unit. Dif-
ferent versions are available for ranges of 50 m, 
80 m and 200 m as well as to cover different 
heights and configurations, according to the re-
quirements of the particular site to be protected.

Thank you for providing us with this insight 
into Sicurit Alarmitalia.

GIT SECURITY: Mr. Vento, Sicurit Alarmitalia is 
one of the leaders when it comes to profes-
sional outdoor protection. What are the major 
benefits of your Company and your product 
range?

S. Vento: I would say there are three keywords 
to answer that question: quality, versatility and 
innovation. Sicurit has been a manufacturer of 
security equipment for over 30 years and, during 
this time, has grown and become respected as a 
very reliable and technologically advanced mem-
ber of this market. Today, we provide state-of-
the-art outdoor perimeter solutions for a large 
number of different applications all over the 
world. The security market demands the highest 
levels of manufacturing quality and support. The 
accumulated knowledge and experience of our 
engineers helps us to serve our customers very 
well. We pay detailed attention to our manufac-
turing processes, starting right at the choice of 
raw materials and carrying on through to our 
exhaustive quality testing. Sicurit maintains 
quality according to ISO 9001/2000 certification 
at our development and manufacturing base 
close to Milan in Italy. We strongly believe in af-
ter-sales support and are able to provide cus-
tomized technical advice according to need. For 
example, we can hold training sessions in our 
test field, or our engineers can provide supervi-
sion during the startup phase of a newly in-
stalled system. We know that our customers ap-
preciate this facility, and that makes them happy 
to work together with us.

Can you tell our 20,000 readers about some 
of the applications where Sicurit is installed?

Security

Sebastiano Vento
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Sicurit Alarmitalia Spa, Milano
Tel.: +39 0238070317 · Fax: +39 023088067
export@sicurit.it · www.sicurit.it
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Perimeter Protection

The Overlooked Aspect  
of Airport Security
Perimeter Protection as an Integral Part of a Security Concept 

passengers and incidents occurred in airports 
and airplanes across the world. While the major-
ity of these did not present major threats to the 
security of the aircraft, some did have the poten-
tial to do so. In December last year Stansted, 
London’s third airport was brought to a standstill 
after protesters belonging to the Plane Stupid 
environmental campaigning group breached se-
curity fences and occupied the runway. They had 
cut through the perimeter fence and wandered 
onto the runway unhindered, remaining on the 
tarmac for five hours. Scores of flights had to be 
cancelled and thousands of passengers had to 
make alternative travel arrangements. The air-
port is now facing huge fines, and in light of the 
breach the British Civil Aviation Authority has 
announced plans for a new system of penalties 
in an effort to improve services and security at 
Stansted. Another incident – this time in the US 
– resulted in the arrest of a man who climbed 
the perimeter fence and wandered onto one of 
the runways at Salt Lake International Airport.

In an unpublicised example at an internation-
al airport, ‘decorative’ work was carried out com-
pletely undetected overnight on parked planes by 
graffiti artists. The three Airbus sized aircraft were 
immediately quarantined while aircraft engineers 
inspected them both internally and externally for 
other physical damage before they were certified 
to fly to a maintenance facility for repairs. Repair 
costs and lost revenue were well in excess of a 
million dollars. Perimeter security systems were 
immediately installed. These examples of perim-
eter security breaches demonstrate how easily a 
potential danger and security risk can occur.

Passenger and Baggage Screening Is 
not the Total Security Picture 
It’s fairly obvious that the perimeter security of 
an airport would be considered both a funda-
mental and critical aspect of any airport security 
strategy. Yet the lack of progress in this area of 
security is completely at odds with the dramatic 
changes seen in passenger screening.  We need 
to question why it’s taking so long for airports 
to implement perimeter security measures to 
bring them up to a comparable standard of oth-
er protection initiatives. Globally, perimeter pro-
tection at airports seems to remain the ‘poor 
cousin’ to the passenger security and it’s a grow-
ing cause for worry, warn security experts.

According to USA Today, Governments and 
businesses worldwide increased their security 
spending to thwart terrorists nearly sixfold be-
tween 2000 and 2006, and security spending 
was expected to nearly double from 2006 to 
2010. During this time, airports have also found 
a variety of ways in which to increase profits. 
Aircraft landing charges now account for just 
10–20% of an airport’s revenue while 50–60% 
or more of an airport’s income, on average, is 
derived from car parking, retail outlets and rent. 
Could this disparity between the various sources 
of income for airports explain the corresponding 
difference between spending on the different 
aspects of security within airports?

Or are security managers being blocked by 
upper management in the misguided belief that 
perimeter security is a luxury and really not a ne-
cessity?  Between October to November last 
year, 39 incidents of sabotage, attacks, unruly 

Unprotected Perimeters Mean Unpro-
tected Planes, Pilots and Passengers 
The ramifications of direct sabotage and breach-
es such as the above, incur significant financial 
costs and penalties to the airport, plus an ongo-
ing loss of passenger confidence and trust. Such 
events will continue to occur in airports across 
the world, until a more holistic and complete ap-
proach to airport perimeter security is imple-
mented. Perimeter security is all about deter-
rence, detection, assessment and action and, as 
every airport is unique in its physical layout and 
surrounding terrain, the way in which the perim-
eters of airports are protected also needs to be 
specialised to suit each airport. Runway layouts, 
staging areas and terminal buildings differ in 
design and layout – all of which affect sensor 
and sight lines. The terrorist threat remains the 
prime concern at all major airports. Almost with-
out exception the threat is perceived to lie inside 
the terminal, where sophisticated security meas-
ures are in place to hopefully thwart any eventu-
ality. This notion ignores the larger, and possibly 
more terrifying threat outside. While security in-
side the terminal focuses on apprehending a ter-
rorist in the lead up, the physical security of the 
larger airport complex requires officials to catch 
terrorists in the act.

An Airport Perimeter Is too Great for 
Any Patrol to Cover Effectively
The flightline, airport complex, maintenance and 
sub-staging areas present a security concern 
that cannot be countered with security officials 
on the ground. Advanced wide area surveillance 

There is widespread agreement that the increased focus on security at airports all 
around the world since the terrorist attacks of 9/11 in the US is justified. A familiar 
scene in airports across the world is of people removing shoes, keys, laptops, liquids 
and aerosols in order to pass through security check points. Baggage is scanned and 
passengers are screened for explosives. Most people agree that these are all 
necessary security precautions and they contribute greatly to maintaining the 
travelling public’s confidence in the security and safety of air travel. 

Airport Security



systems using ground radar, thermal, fibre optics 
and CCTV cameras are the only answer. Security 
begins beyond the fence. Traditional methods of 
protection include fence systems and fence 
alarms. The major flaw in these systems is that 
when a fence alarm sounds the security breach 
is either in progress or has already occurred. This 
technology is also prone to false alarms and 
most systems provide no tracking, assessment 
or situational awareness capabilities, making it 
impossible for ground staff to identify point of 
access or egress until too late!

A diverse range of technologies is currently 
available for perimeter security at airports, vary-
ing greatly in the effectiveness, affordability and 
accuracy. The major requirements are:

	Ability to accurately pinpoint the location of ��
intrusion (ideally to within 25 metres)
	Immediate intrusion notification to allow se-��
curity personnel to assess the threat, track 
movement and react 
	Minimal nuisance alarms��
	Minimal reliance on manpower��
	Ability to work with other (perhaps existing) ��
technologies

Regardless of the system in place, the need for 
adequate warning and a response mechanism for 
an unwanted intrusion is essential and it is not 
sufficient to simply know a breach of the perime-
ter has occurred. There are a number of solutions 
available to support airport perimeter protection:

Radar and thermal imaging: Radar and ther-��
mal imaging technologies are newly devel-
oped detection and tracking solutions. The 
two technologies work in very different ways, 
but a key benefit of both is that they allow 
suspects to be spotted and tracked as soon 
as they enter pre-defined zones. This means 
that potential intruders can be monitored 
while they are still beyond the perimeter, and 
they can be tracked if they cross it.
Taut Wire: Taut wire signals movement or ��
tampering.
Fibre Optics: An ideal perimeter protection ��
solution for airport perimeters is a fence 
mounted fibre optic detection system, linking 
back to the main security centre and ideally 
interfacing to CCTV cameras to provide visu-
al confirmation to staff so they can deter-
mine the exact nature of the intrusions or 
threats they face. Fibre optic cable is often 
fence-mounted and is designed to detect and 
pinpoint the location of intrusion anywhere 
on the airport perimeter fence. Fibre optic so-
lutions can work with a Graphical User Inter-
face (GUI) command and control system that 
provides real-time reporting of intrusion. The 
technology can integrate with existing secu-
rity systems, such as access control and CCTV, 
to centralise security monitoring for the en-
tire facility. Importantly, fibre optic technolo-
gy operates in all weather conditions with no 
change in sensitivity and virtually no nui-
sance alarms. As well it requires no electron-

ics or power in the field. It is easy and eco-
nomical to install or expand and no field 
maintenance required is an added bonus. Fu-
ture Fibre Technologies (FFT) has two fibre 
optic security solution products – Secure 
Fence and the newly launched Secure Zone. 
The Secure Fence system is installed at many 
international airports and FFT expects strong 
interest also for Secure Zone. Both products 
works with the company’s patented Alarm 
Recognition and Discrimination (ARaD) tech-
nology. They are able to detect a fence climb, 
cut or lift – even when they occur during 
natural events, such as storms, strong winds, 
and tropical downpours, thereby virtually 
eliminating the incidence of nuisance alarms. 
An ideal perimeter protection solution for 
airport perimeters is a fence mounted fibre 
optic detection system, linking back to the 
main security centre and ideally interfacing 
to CCTV cameras to provide visual confirma-
tion to staff so they can determine the exact 
nature of the intrusions or threats they face.
CCTV: CCTV refers to the video system of a ��
collection of CCTV cameras and surveillance 
that act as virtual barriers and assess the sit-
uation. The use of television cameras for 
close scrutiny and observation allows for ac-
curate identification of threat.
Access Control System (ACS): ACS manages ��
various combinations of entry, exit and move-
ment within sterile and non-protected areas. 
ACS is a subsystem that supports intrusion 
detection systems.
Volumetric Sensing: Volumetric Sensing mon-��
itors the physical space adjacent to fence 
lines for system penetration.

Conclusion
In the Future it is predicted that the increase in 
efforts and budgets to combat security threats 
and protect airport perimeters will see more 
large system integrators entering the security 
market and forging partnerships with smaller 
niche companies to offer airport operators 
greater benefits. Like all security systems, they 
are only as strong as the weakest link. For this 
reason, it is pointless to have the Government 
via Dotars spending millions of dollars per year 
in passenger screening whilst perimeter security 
consists of little more than a chain mesh wire 
fence. Without adequate perimeter protection 
systems in place, airport operators are leaving 
themselves open to significant financial risks. 
Should a more serious event occur resulting in 
loss of life or property, there could be substan-
tial legal implications – especially if it could be 
shown that the airport operator and/or Govern-
ment was negligent in this area.

With intelligent 
access control, 
it doesn’t matter 
who or what comes 
your way.

www.winkhaus.com

BlueChip TimeLine
Electronic access control 
for the future.

+ Key-activated

+  Localised, time-limited access 
authorisation

+  Fast, inexpensive upgrades and 
modifications

+  Maximum convenience, 
minimum effort

Airport Security

C o n t a C t2

Richard Mayhew
Future Fibre Technologies, Chertsey, UK
Tel.: +44 1932 895 317  · Fax: +44 1932 895 318
info@fft-emea.com · www.fft-emea.com



42� GIT Security + Management 4/2009

AIRPORT SECURITY

Integrated Total Solutions
How to Protect Infrastructures in a Changing World

quirements thus require flexible management 
systems for secure and efficient operation at air­
ports.

As a response to these requirements, the 
Building Technologies Division (BT) provides a 
broad portfolio for security and building auto­
mation. “Our solution competency when it 
comes to integrated technologies is at the center 
of our offering,“ explained Matthias Rebellius, 
CEO Fire Safety & Security Products, to numer­
ous trade journalists from throughout Europe 
during their visit to the Siemens Airport Center 
in Fürth near Nuremberg. “Because the ap­
proach of using consistently networked system 
worlds keeps investment and maintenance costs 
to a minimum and ensures secure efficient op­
eration,“ Rebellius continued.

The world is affected by the four 
megatrends demographic change, 
urbanization, climate change and 
globalization. Building Technologies 
Division provided answers at the 
Siemens Airport Center to questions 
as to how people, the environment 
and important infrastructure facilities  
can be protected.

Personal security as well as the proper function­
ing of private and public infrastructures are 
gaining importance in our globalized world. This 
is especially true at airports, in which high stand­
ards of mobility, security and optimum work­
flows are expected. Airport operators bear tre­
mendous responsibility for proper functioning of 
the operating processes and ensuring the secu­
rity of passengers, staff, the infrastructure and 
transport of goods. The increasing automation of 
many complex processes and meeting legal re­

Protection Without Gaps
Security plays an important role in almost all ar­
eas of modern air transport. It is the prerequisite 
for people feeling safe throughout their entire 
journey and for the airport operators to be able 
to protect all operating and value chain pro­
cesses without gaps. This ranges from efficient 
and transparent passenger, luggage and cargo 
check-in procedures to air transport manage­
ment and general airport operation. BT provides 
comprehensive solutions and services for all 
functions within buildings including systems for 
fire protection, evacuation, access control, video 
surveillance, alarm management, energy man­
agement, automation systems to control HVAC 
(Heating, Ventilation, Air Conditioning) in rooms 
as well as electrical installation technology. 

Biometric Passenger Process

Airport Operation Center SAC

Airport Security

Matthias Rebellius, 
CEO, Fire Safety &  
Security Products, 
Building Technologies 
Division

Peter Loeffler,  
Head Lifecycle Securi-
ty, Security Solutions 
Building Technologies 
Division	
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These combined solutions (Total Building Solu­
tions) are ideal for airports, in which technology 
competency from a single provider generates 
exceptional customer benefits.

Wide distribution of video surveillance de­
vices has caused an increased need for intelli­
gent image analysis and display methods. BT 
has developed an intelligent security platform 
within the Siveillance line to record, analyze and 
combine with command and control features all 
safety relevant data in an automated manner. 
The system recognizes specific and predefined 
events on its own and displays all relevant im­
ages and support required to make decisions in 
a targeted way. As compared to conventional 
video surveillance systems, security personnel 
can reliably assess events in real time and trig­
ger suitable measures immediately. “We are 
thus paving the way for new situational aware­
ness of all security related risks,“ explains Peter 
Loeffler, Head Lifecycle Security, “because sur­
veillance is made much more efficient and re­
quires less personnel.“

Recent Projects in Norway and India
This type of solution was implemented last year 
in the Bodø airport in northern Norway. The air­
port authorities use this to monitor all critical 
zones including the check-in and security check 
areas and to record critical events on video. In 
addition to this, the solution controls access au­
thorization for transportation vehicles in the 
protected airport area using license plate recog­
nition.

For the recently opened “Bengaluru Interna­
tional Airport“ in Bangalore, India, Siemens pro­
vided an integrated solution for building and 
security management, luggage conveyor sys­
tems, air strip lighting, power supply, IT and 
communication. Building Technologies was sig­
nificantly involved with an order volume of 
around three million euro. The installed systems 
include building automation systems for efficient 
HVAC control, a fire alarm system (with 1,800 
smoke detectors and alarms), an access control 
system, video surveillance, intrusion alarm sys­
tem and an intercom and voice alarm system. 

The systems are integrated in an overall man­
agement system, which serves to inform staff of 
all alarm and error messages for targeted inter­
vention.

An airport is attractive for the operator and 
investors if passengers and staff members feel 
comfortable and safe, and systems and operat­
ing procedures work without problems. Integrat­
ed operating and service activities from Siemens 
provide maximum availability of all systems dur­
ing the entire lifecycle of the building. This serves 
to practically reduce system downtime and idle 
times to zero. This is important to airports be­
cause system failures can cause many inconven­
iences such as frustration, stress, overtime, loss 
of image and can cause enormous additional ex­
penses for airport operators and airlines alike.

Security Management Software Packages
Maxxess Systems has unveiled two security man­
agement software packages designed to create new 
business opportunities for installers. Eyxxess equips 
installers and integrators to be able to offer their 
clients cost-effective and easy to implement inte­
gration of access control, badging and CCTV sys­
tems. A key benefit of the CCTV integration is the simultaneous connection, control 
and display of DVRs, NVRs and IP cameras. Eaxxess allows end-users to choose a 
DVR which has the features and functions they need, regardless of who the manu­
facturer is, and still enjoy the full benefits of integration. Integration plus, the com­
pany’s latest security management software package, will benefit security system in­
tegrators involved in large or complex projects. It comprises a growing number of 
security application software modules.
www.maxxess-systems.com

Dynamic Workspace
Dvtel announced the release of the intelligent Security Operations Center (iSOC) Ver­
sion 6.0. The company is now promoting a new concept in the physical security 
space – The Dynamic Workspace. Its Isoc V6 management platform and plug-in ar­
chitecture allows for the customization to meet the exact needs of customers. In to­
day’s demanding environments, it is necessary to quickly respond to security threats 
and breaches. Situational awareness and agility can only be obtained through a dy­
namic workspace solution. The dynamic workspace will allow specific users within 
the organization to tailor their security operation center to their specific objectives 
and allow immediate intelligent action while reacting to a threat or situation.
www.dvtel.com

Fiber Transmission Solutions
American Fibertek is unveiling a host of new products to complement the company’s 
comprehensive line of fiber optic transmission solutions designed specifically for 
video surveillance and security applications here at ISC West 2009. Highlights in­
clude new video transceivers with features like 10-bit digital video transmission, in­
tegrated digital fiber optic and UTP transceivers, enhanced Ethernet transceivers, bi-
directional communications, multi-channel capacity for video with data, Ethernet 
and audio with remote monitoring capabilities, as well as unique new contact clo­
sure systems that do not require any soldering. “Building on our core foundation of 
fiber optic technologies, these new additions offer a greater variety of transmission 
tools that are essential for today’s advanced IP, analog and hybrid video surveillance 
and security installations, ” said the company’s President and CEO Jack Fernandes.
www.americanfibertek.com

Fixed Thermal Imaging Camera
From fog to foliage to total darkness, there’s nowhere to 
hide with the new Pelco TI 2500 fixed thermal imaging 
camera. Delivering 24/7 video security and protection, 
the system is suited for the most critical applications. 
“Pelco’s range of thermal imaging cameras are an ideal 
choice for any installation that requires the ability to secure an area irrespective of the 
lighting conditions,” says Pelco Product Manager Alex Doorduyn. “Furthermore, it offers 
the additional benefit of avoiding the need for good lighting to secure an area, saving 
the user energy bills and prevents ‘highlighting’ those assets that require protection.” 
With the ability to look at any structure and see the slightest shift in temperature, the 
system instantly spots leaks, ruptures, hotspots, animals, or intruders.
www.pelco.com

Dunsfold Park Deploys Radar Vision CCTV
Dunsfold Park, a large 600-acre aerodrome site near Guildford in Surrey that’s home to a 
wide range of tenant businesses and the location for a variety of aircraft operations – as 
well as filming work including the BBC’s popular Top Gear programme – is being protected 
by Ganz’s dual-purpose Radar Vision system. This combines compact, high performance 
radar detection with any Ganz Allview CCTV camera. The Radar Vision system provides 
early detection and monitoring of trespassers, along with 360°/second camera tracking.
www.cbcuk.com

Flight Management System Updated 
GE Aviation announced the Federal Aviation Administration (FAA) certification of the 
flight management system (FMS) software Update 10.8 for Boeing Next-Generation 
737s. The new software is standard fit for all 737 production airplanes starting Febru­
ary 2009. “GE‘s flight management system is an example of how we‘re helping op­
erators to reduce costs, while improving performance as it relates to on-time arrivals 
and less fuel, emissions, noise and less through-life cost,” said Lorraine Bolsinger, 
president and CEO of GE‘s Aviation Systems. “We continue to work with customers 
and government bodies around the world in order to implement the technology and 
procedures necessary to reduce an airplane‘s impact on the environment.”

Airport Security
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conduct risk assessments to identify potential 
hazards associated with its field of activity. These 
risk assessments may identify potential gas, va-
pour or Oxygen deficiency hazards and a sug-
gested risk reduction method may be the use of 
gas detection equipment. As Honeywell Analyt-
ics’ Strategic Marketing Manager for Industrial 
Products, Kevin Dean is well-versed in helping 
prospective end-users find the best gas detec-
tion solutions to meet their needs. “Although 
there might be similarities between applications, 
a variety of other variables mean that each plant 
has unique needs. The key to helping a customer 
select the right equipment comes down to ask-
ing the right questions and ensuring that every-
thing has been considered.”

Identifying the Prime Objective
Gas detection equipment is used to detect flam-
mable and toxic gas releases and also to protect 
plant and personnel. This type of equipment can 
undertake a number of tasks including activating 
audible and visual alarms for building evacua-
tion or initiating plant / process shutdown. De-
pending on the processes being undertaken and 
the gases being detected, remote or offsite alarm 
notification plus event data logging / reporting 
may also be required for Health and Safety man-
agement records. Another factor impacting on 
the need for enhanced reporting functions might 
be regulatory compliance or a condition of insur-
ance. Knowing the prime objective and motiva-
tion for having such equipment is the first step 
in selecting the best solution.

Ask the Right Questions
Having identified the primary objective, the suit-
able equipment is selected by asking a number 
of key questions. These fall into three broad cat-
egories:

The gases to be detected and where they ��
may come from 
The location and environmental conditions ��
where detection is to take place
The ease of use for operators and routine ��
servicing personnel

The answers to these questions will have a di-
rect impact on the proposed solution and the as-
sociated costs to supply and maintain that solu-
tion.

The Gases to Be Detected and Where 
They May Come From
The gases to be detected should be identified by 
risk assessment, although experienced gas de-
tection equipment manufacturers are often able 
to help in this process, based on their experience 
of similar applications. However, it is important 
to remember that it is the end user’s responsibil-
ity to identify all potential hazards.

There are three main types of gas risk:
An explosion from a flammable gas��
Poisoning of personnel from a toxic gas��
Asphyxiation from an inert gas��

Kevin Dean explains the process used to identify 
the risks associated with certain gases. “The gas 

Gas Detection

Choosing the Right Gas Detection System
Closer Inspection of Specification, Functionality and Features Reveals Major Differences

There are many gas detection 

products on the market that  

might appear to be the same, but a 

closer inspection of specification, 

functionality and features reveals 

major differences in what products 

can do and the potential benefits  

they can offer.

Similarly, individual applications, plants and 
businesses are also unique in their respective 
designs, unique in their specific needs and proc-
esses undertaken and unique in the type of safe-
ty system they choose to implement. Any com-
pany employing personnel has the obligation to 

Fire Protection

Gemma Bayless
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detection vendor uses published data to identify 
whether a gas is flammable, toxic or an asphyxi-
ate and the relative levels at which it could 
cause a hazard. An ideally suited gas detection 
solution aims to detect and alarm prior to dan-
gerous levels being reached. The same published 
data gives information as to whether the gas or 
vapour is lighter or heavier than air, as this will 
affect the selection of sensor positioning at the 
points of detection.” It is also essential to iden-
tify the potential source of a gas release as this 
helps determine the number and location of de-
tectors required for a fixed gas detection system. 
In instances where the source of gas release is 
not known, portable gas detection equipment 
worn by site personnel may offer a better solu-
tion.

Some typical gas sources include:
Natural occurrence, e.g. Methane and Hydro-��
gen Sulphide from the decomposition of 
waste
Leakage from a supply pipe or storage tank, ��
e.g. piped natural gas supplies
Emissions from a combustion process, e.g. ��
Carbon Monoxide from a car exhaust or a 
boiler flue
Emissions from a production process, e.g. ��
solvents in the printing and coating industry 
Emissions from manufacturing plant, e.g. 
Ammonia from refrigeration plant or Nitro-
gen from Nitrogen supply plant

The Location and Environmental  
Conditions Where Detection Is to 
Take Place
The performance, accuracy and reliability of any 
gas detection equipment will be affected by the 
environmental conditions it is subjected to. Tem-
perature, humidity and pressure levels at the lo-
cation all have a direct bearing on the type of 
equipment that should be selected. Additional 
factors such as potential variations resulting 
from a production process itself, diurnal / noc-
turnal fluctuations and seasonal changes may 
also affect the type of device which is suitable.

It is important to consider whether the equip-
ment will be used inside or externally as this can 
greatly affect the design of the device. For exam-
ple, an external location that is exposed to ele-
ments such as wind, rain and salt spray, will re-
quire equipment which is resistant to the 
corrosive affects of that environment. Although 
indoor locations typically require less robust 
housing, consideration should be made for inter-
nal areas which are hosed down on a frequent 
basis.

IP Rating
In locations where water / moisture, dust and 
dirt are prevalent, it is important to get a device 
that is protected by water / dirt ingress. There is 
a categorisation for this type of protection 
known as an IP Rating (Ingress Protection) fol-
lowed by three digits denoting the actual pro-

tection it features. Aside from natural environ-
mental conditions such as weather, there may 
be other materials in the environment that can 
have a potential effect on the type of equipment 
that is chosen. For example, there may be other 
compounds such as Hydrogen Sulphide which 
have corrosive properties or other airborne ele-
ments which could have an adverse effect on 
the reliable operation of some sensing technolo-
gies, e.g. Silicones poisoning catalytic bead sens-
ing technologies.

Hazardous Locations
Another important consideration is a device’s 
suitability for use in certain hazardous locations. 
Hazard areas are classified according to their 
perceived likelihood of hazard, graded from 
Zone 0 (an area featuring a continuous hazard) 
to Zone 2 (an area featuring a possible hazard). 
In a Zone 1 location (where there is an intermit-
tent hazard), it is essential to use equipment 
that will not cause the “spark to the bang.” 
What this means is that the device must pose no 
threat in terms of its potential to ignite a gas 
cloud. With this in mind, equipment that is In-
trinsically Safe (Ex i) or Explosion Proof (Ex d) 
has been created to provide enhanced safety. 
The information gathered in this initial evalua-
tion will help determine which sensing technol-
ogy is most likely to provide a reliable solution, 
as Kevin Dean comments. “A competent gas de-
tection equipment supplier will have a range of 
different sensing technologies available that can 
be applied to a given application. In addition, 
the environmental conditions start to determine 
the best mechanical configuration of the final 
solution”.

Product Functionality
The next area of consideration relates to addi-
tional product functionality. As a rule, high-spec 
devices tend to cost more money, but some of 
the additional features themselves often provide 
long-term benefits regarding the ongoing cost 
of ownership. There are many variations when it 
comes to functionality. Aspects like wiring con-
figuration are important, especially when retro-
fitting into an existing system. If the apparatus 
is being integrated into a separate safety sys-
tem, certain communication protocols may also 
be required such as HART, Lonworks or Modbus. 
Consideration will also need to be given regard-
ing the requirement for local displays on trans-
mitter units and local configuration of the unit 
and gas displays. Kevin Dean comments that a 
holistic approach needs to be adopted when 
looking at the functionality of a device. “There 
are a large number of variations in products in 
terms of the spec they offer and their individual 
functionalities. As you would expect, there is a 
cost implication with increased functionality. 
Again, this is where working with a gas detec-
tion specialist can help by enabling your busi-
ness to identify the additional spec that will 
complement your needs. Things like local dis-

plays, local user interfaces, software compatibil-
ity, the number of relays and outputs required, 
remote sensor mounting capabilities, on-board 
diagnostics, cartridge hot swapping and event 
logging abilities provide additional benefits to 
the user and make one product more applicable 
than another.”

The Ease of Use for Operators and 
Routine Servicing Personnel
Routine maintenance is an important considera-
tion. Some gases and vapours can be detected 
with a number of different sensing technologies, 
e.g. flammable gases with catalytic beads or 
non-dispersive infrared (NDIR). Catalytic beads 
do not provide fail-to-safety operation and 
therefore require a high frequency of routine 
maintenance, however NDIR based solutions 
tend to have a higher initial purchase price, but 
require less routine maintenance. In-house re-
source to undertake such routine maintenance 
needs to be identified and in the absence of 
such a resource, budgeting for third-party main-
tenance is an important factor in selecting the 
right equipment. Detection equipment down-
time during routine sensor replacement can lead 
to the loss of production. If this is a concern, 
some solutions can provide a fast, simple and 
safe method of sensor exchange without need-
ing to down-power the system or the plant. A 
good gas detection equipment supplier should 
be able to offer a range of service packages to 
help maintain equipment. It is worth checking 
the number of personnel they have and their 
ability to respond to an incident or emergency 
call out.

Work with the Experts in Gas Detection
Gas detection equipment can play an important 
role in reducing the risks to personnel and plant. 
Careful understanding of the plant and its proc-
ess is essential to selecting the most appropriate 
solution. As the definitive Experts in Gas Detec-
tion, Honeywell Analytics offers products suited 
to all types of applications from small boiler 
rooms to large plants and offshore platforms. 
Their range has been specifically designed to 
meet the varying demands of businesses in a 
wide array of industries and they have options 
to suit every budget.

Fire Protection

C o n t a C t2

Honeywell Analytics 
Tel.: 00800 333 22244 or
Tel.: 0041 44 943 4300
gasdetection@honeywell.com
www.honeywellanalytics.com
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ABUS Security-Center GmbH & Co. KG
Linker Kreuthweg 5, D-86444 Affing 
Tel. +49 (0) 8207 / 9 59 90 - 333
Fax +49 (0) 8207 / 9 59 90 - 100
info.de@abus-sc.com · www.abus-sc.com
ABUS Security-Center is one of the leading manufacturers 
of electronic security technology. As a full-line distributor, 
ABUS Security-Center consistently markets an internatio-
nal range of products and services for the market  
segments of intrusion detection and video surveillance.

Security Management

Advancis Software & Services GmbH
Monzastraße 2 · D-63225 Langen
Tel.: +49 (6103) 80735-0 · Fax: +49 (6103) 80735-11
info@advancis.de · www.advancis.de
WinGuard – Integral system for security and buil-
ding management, control and visualization, alarm 
management, video management, communication

Security Management

DORMA Holding GmbH + Co. KG
Division STA (Security, Time, Access)
DORMA Platz 1 · D-58256 Ennepetal
Tel. +49 (0) 2333/793-0 · Fax +49 (0) 2333/793-495
info@dorma-time-access.de · www.dorma.com
Intelligent Door Management, Security Technique, 
Escape Route Security, Smoke Detectors for  
Homense, Access Control, Time Capture

Security Management

Funkwerk plettac electronic GmbH
Würzburger Straße 150 · D-90766 Fürth
Tel. 0911/75884-0 · Fax 0911/75884-220
info@plettac-electronics.de
www.cctv-systeme.com
CCTV, system solution, system integration,  
video monitoring security, building management

Security Management

	

Honeywell Security Deutschland

Novar GmbH
Johannes-Mauthe-Straße 14 · 72458 Albstadt
Tel.: +49(0)74 31/8 01-0 · Fax: +49(0)74 31/8 01-12 20
www.honeywell.com/security/de
E-Mail: info.security.de@honeywell.com
Biometrics, video surveillance systems,  
access control, time recording

Security Management

LAMPERTZ GmbH & Co. KG
Industriestr. 24 · D-56472 Hof
Tel . 02661/952-0 · Fax 02661/952-99
info@lampertz.de · www.lampertz.de
IT Security, Data Processing Centre, Safety Cell, 
Risk Management, Certified Security, IT Security 
Room, Risk Analysis

Security Management

Schille Informationssysteme GmbH
Goseriede 4 · D-30159 Hannover
Tel. +49(0)511/542244-0 · Fax +49(0)511/542244-22
info@schille.com · www.schille.com
Facility and building management and security 
technology, fault and hazard management systems, 
OPC development, video surveillance systems

Security Management

Be Part of the Section

Just send a mail to 
heiko.baumgartner@wiley.com

We will be glad to advise you!

Senstar GmbH
Riedheimer Strasse 8 · D-88677 Markdorf
Tel. +49 (0) 7544 9591-0 · Fax +49 (0) 7544 9591-29
info@senstar.de · www.senstar.de
Perimeter security systems, video motion detection, 
alarm management systems, consulting, commis-
sioning, service

Security Management

ATRAL-SECAL GmbH
Service Daitem
Thaddenstr. 4 · D-69469 Weinheim
Tel. +49(0)6201/6005-0 · Fax +49(0)6201/6005-15
info@daitem.de · www.daitem.de
Radio-controlled burglary alarm systems, radio-
controlled fire warning devices, distribution via 
security suppliers

Alarm Management

Digisound Electronic GmbH
Oststraße 54 · 22844 Norderstedt
Tel. +49(0)40/526869-0 · Fax +49(0)40/526869-13
info@digisound.de · www.digisound.de
Acoustic buzzers, piezo-electric sounders,  
electronic beacons, speakers, and transducers

Alarm Management

TAS Telefonbau  
A. Schwabe GmbH & Co. KG
Langmaar 25 
D-41238 Mönchengladbach
Tel. +49 (0) 2166 858 0 · Fax: +49 (0) 2166 858 150
info@tas.de · www.tas.de
Manufacture and development of: alarm and con-
ference units, VoIP- or ISDN emergency technology, 
alarm transmission systems

Alarm Management

tetronik GmbH
Angewandte Elektronik und Nachrichtentechnik
Silberbachstr. 10 · D-65232 Taunusstein
Tel. +49-6128-963-1 · Fax +49-6128-963-499
info@tetronik.com · www.tetronik.com
Alarm and conferencing systems, ACD-systems, 
VoIP Gateways, emergency calling systems

Alarm Management

Dictator Technik GmbH
Gutenbergstr. 9 · 86356 Neusäß
Tel. +49(0)821/24673-0 · Fax +49(0)821/24673-90
info@dictator.de · www.dictator.de
Drive units, hold open systems and smoke detectors, 
door control solutions

Facility Security

GEZE GmbH
Reinhold-Vöster-Str. 21-29 · D-71229 Leonberg
Tel. +49(0)7152/203-0 · Fax +49(0)7152/203-310
vertrieb.services.de@geze.com · www.geze.com
Automatic door systems, security systems,  
security locks

Facility Security
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SimonsVoss Technologies AG
Feringastr. 4 · D-85774 Unterföhring
Tel. +49(0)89/99228-180 · Fax +49(0)89/99228-222
marketing@simons-voss.de · www.simons-voss.de
Digital locking and organisation systems with  
optional access control and time recording

Facility Security

ABUS Security-Center GmbH & Co. KG
Linker Kreuthweg 5, D-86444 Affing 
Tel. +49 (0) 8207 / 9 59 90 - 333
Fax +49 (0) 8207 / 9 59 90 - 100
info.de@abus-sc.com · www.abus-sc.com
ABUS Security-Center is one of the leading manufacturers 
of electronic security technology. As a full-line distributor, 
ABUS Security-Center consistently markets an internatio-
nal range of products and services for the market  
segments of intrusion detection and video surveillance.

Video Technology

Video Technology

Aimetis GmbH
Am Prime Parc 7 · D-65479 Raunheim
Tel. +49(0)69/9750 3167 · Fax +49(0)69/9750 3200
info@aimetis.com · www.aimetis.com
Intelligent Video Analysis, Integrated network video 
recording NVR, Classify objects such as cars and 
people Tracking cars and people, Automatic PTZ 
control

Powered by Vision
TM

|

Axis Communications GmbH
Lilienthalstraße 25 · D-85399 Hallbergmoos
Tel. +49 (0)811 55508-0 · Fax +49 (0)811 55508-69
info-de@axis.com · www.axis.com
Network video equipment – the AXIS IP-Surveil-
lance allows remote access video management

Video Technology

BWA Technology GmbH
Frankfurter Ring 193a · D-80807 München
Tel. +49 (0)89/327088-0 · Fax +49 (0)89/327088-29
info@bwatech.com · www.bwa-technology.de
Compact network DVRs for mobile and peripheral use.

Video Technology

Hardened Fiber Optic & Ethernet Transmission Products

ComNet Europe Ltd.
8 Turnberry Park Road, Leeds, LS27 7LE, UK
Tel.: +44 113 307 6400 · Fax: +44 113 253 7462
sales-europe@comnet.net · www.comnet.net
fiber optic transmission for video and data, drop and 
insert, self healing ring for video and data, hardened 
100/1000 Mb media converters and managed switches

Video Technology

Convision Systems GmbH
Gablonzstraße 9 · D-38114 Braunschweig
Tel. +49(0)531/26450 - 0 · Fax +49(0)531/26450-10
info@convision.com · www.convision.com
Remote video transmission with long term and event 
driven recording. Live video image transmission, alarm 
messages or status reports can be send by Email, SMS 
or FTP. Display via standard internet browser.

Video Technology

Be Part of the Section

Just send a mail to 
heiko.baumgartner@wiley.com

We will be glad to advise you!

Dallmeier electronic GmbH & Co. KG
Cranachweg 1 · 93051 Regensburg
Tel. +49(0)941/8700-0 · Fax +49(0)941/8700-180
info@dallmeier.com · www.dallmeier.com
Video: digital storage systems, image transmission, 
available through specialized retailers

Video Technology

DEKOM Video Security & Network GmbH
Hoheluftchaussee 108 · D-20253 Hamburg
Tel. +49(0)40/4711213-0 · Fax +49(0)40/4711213-33
dekom@dekom.de · www.dekom.de
Offices in Cologne/Erkelenz, Stuttgart, Munich,  
Bremen, Schönewörde/Magdeburg and Berlin.
Future-oriented video monitoring systems with 
digital recording facility and transmission in LAN, 
WAN and ISDN networks

Video Technology

Eneo is a registered trade mark of Videor  
E. Hartig GmbH, Rödermark. Distribution via 
authorized dealers and installers.

info@eneo-security.com · www.eneo-security.com

Products and solutions for video security applications

Video Technology

Everfocus Electronics AG
Albert-Einstein-Str. 1 · 46446 Emmerich
Tel. +49(0)2822/9394-0 · Fax +49(0)02822/9394-95
info@everfocus.de · www.everfocus.de
Digital video technology, video remote surveillance, 
video surveillance

Video Technology

eyevis GmbH
Hundsschleestr. 23 · D-72766 Reutlingen
Tel. +49(0)7121/43303-0 · Fax +49(0)7121/43303-22
info@eyevis.de · www.eyevis.de
Large surface displays of security information in 
control rooms

Video Technology

Genetec 
Alfred-Nobel Blvd
Suite 400, Saint-Laurent · Quebec, H4S 2A4, Canada
Tel. +1/514 332-4000 · Fax:+1/514 332-1692 
sales@genetec.com · www.genetec.com 
IP Security Solutions for Video Surveillance,  
Access Control and Licence Plate Recognition

Video Technology

HeiTel Digital Video GmbH
Stuthagen 25 · D-24113 Molfsee/Kiel (Germany)
Tel. +49(0)4347/903-0 · Fax +49(0)4347/903-400
info@heitel.com · www.heitel.com
Digital Video Transmission and Recording,  
Video Management, Monitoring Station Integration

Video Technology

KINGTEK CCTV ALLIANCE CO., LTD.
8F, No. 35, Ciao-An St., Zhonghe City,  
Taipei County 235, Taiwan
Tel: +886-2-2242-4888 · Fax:+886-2-2248-5555
kca@ms7.hinet.net · www.kca.com.tw
KCA is a leading CCTV equipment supplier of CCD 
board cameras, dome cameras, box cameras, IR 
Day/Night cameras, speed dome, and stand-alone 
DVRs, and welcomes OEM/ODM projects.

Video Technology

logiware gmbh
Alfred-Mozer-Str. 42 · D-48527 Nordhorn
Tel. 05921/7139920 · Fax 05921/7139929
info@logiware.de · www.go1984.de
Software, video transmission systems, security, 
video, video surveillance systems, digital video 
surveillance, networking

Video Technology
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Milestone Systems
Banemarksvej 50G
DK-2650 Brondby · Denmark
Tel.: +45 88 300 300 · Fax: +45 88 300 301
sales@milestonesys.com · www.milestonesys.com
The market leader for open platform video surveillance 
software. XProtect solutions support the widest choice in 
network hardware: over 500 different types of cameras 
from more than 50 manufacturers can be combined via 
the Milestone software.

Video Technology

MINTRON ENTERPRISE CO. LTD.
No. 123, Wu-Kung 1 Rd., Wu-Ku Industrial Park,
Taipei 248, Taiwan
Tel. +886 2 22990277 · Fax +886 2 22989375
service@mintron.com · www.mintron.com
Skype: mintron3601
Manufacturer of extensive range CCD cameras 
and board type cameras. OEM & ODM projects are 
welcomed.

Video Technology

MOBOTIX AG
Security-Vision-Systems
Kaiserstrasse · D-67722 Langmeil
Tel. +49 (0) 6302/9816-0 · Fax +49 (0) 6302/9816-190
info@mobotix.com · www.mobotix.com
HiRes Video Solutions – high resolution, digital & 
cost effective recording

X
MOBOTIX

Security-Vision-Systems

Video Technology

MONACOR International
Zum Falsch 36 · 28307 Bremen
Tel. +49(0)421/4865-0 · Fax +49(0)421/488415
info@monacor.de · www.monacor.com
Video monitoring components and systems

Video Technology

opto-system-technik  
Video-Vertriebsgesellschaft mbH
Planiger Straße 34 · D-55545 Bad Kreuznach
Tel. +49(0)671/4830-10 · Fax +49(0)671/4830-11
info@opto-system-technik.de
www.opto-system-technik.de
Distributor of SONY, SANYO, Pelco,  
Dedicated Micros and EverFocus

Video Technology

PENTAX Europe GmbH
Security Systems Division
Julius-Vosseler-Str. 104 · D-22527 Hamburg
Tel. +49(0)40/561 92-109 · Fax +49(0)40/561 92-334
ssd@pentax.de · www.pentax.de
CCTV lenses for video surveillance, image proces-
sing, accessories for CCTV lenses

Video Technology

Video Technology

PIEPER GMGH
Binnerheide 8 · D-58239 Schwerte
Tel. +49(0)2304/4701-56 · Fax +49(0)2304/4701-77
info@pieper-video.de · www.pieper-video.de
System suppliers of general and industrial video 
technology, focussing on the security and surveil-
lance sectors, as well as quality control and pro-
cess control applications.

SANYO VIDEO Vertrieb AG
An der Strusbek 31 · D-22926 Ahrensburg
Tel. +49(0)4102/4798-0 · Fax +49(0)4102/4798-10
info@sanyo-video.com · www.sanyo-video.com 
Video monitoring technology, video-over-IP, 
outdoor IR sensors, industrial video technology, 
planning, services

Video Technology

V.A.S. GmbH
Werner-Heisenberg-Str. 4 · D-63263 Neu-Isenburg
Tel. +49(0)6102/364668 · Fax +49(0)6102/364680
info@vas-gmbh.com · www.vas-gmbh.com
Intelligent video sensors (3D, direction, sensitivity), 
reliable alarms, especially outdoors, connection to 
Alert Centre

Video Technology

Verint Systems UK Ltd.
241 Brooklands Road · Weybridge, Surrey KT13 0RH · UK
Phone: +44(0)1932 - 83950 · Fax: +44(0)1932 - 839501
marketing.emea@verint.com
IP fixed & on-board CCTV solutions, reliable wireless 
video systems, IP cameras, Ethernet encoders & deco-
ders, scalable & IT friendly video management software 
& intelligent video analytics. Complete Transit Video 
Solution to enhance the security of Public Transport.

Video Technology

VIDEOR E. Hartig GmbH
Carl-Zeiss-Str. 8 · 63322 Rödermark/Germany
Tel. +49(0)6074/888-300 · Fax +49(0)6074/888-100
security@videor.com · www.videor.com
Distribution of complete product ranges for video 
security and video networking

Video Technology

vin-videotronic infosystems gmbh
Lahnstraße 1 · D-24539 Neumünster
Tel. 04321/879-0 · Fax 04321/879-97
info@videotronic.de
www.videotronic-infosystems.de
Full-range supplier and manufacturer of innovative 
video surveillance systems

Video Technology

Vivotek Inc.
6F · No. 192 · Lien-Chen Rd.
Chung-Ho · Taipei County · Taiwan ROC
Tel. +886 2 8245-5282 · Fax +886 2 8245-5532
sales@vivotek.com · www.vivotek.com
Vivotek is a leading Provider of Network  
Cameras, Video Servers and Recording Software

Video Technology

VTQ Videotronik GmbH
Grüne Straße 2 · D-06268 Querfurt
Tel. +49 (0) 34771-5 10 · Fax +49 (0) 34771- 2 20 44
main@vtq.de · www.vtq.de
systems for digital and analogue wireless video, 
audio and data transmission, COFDM modulation, 
MPEG2 compression, directional radio systems, 
Diversity systems

Video Technology

Ident Technologies GmbH
Rudower Chaussee 29 · D-12489 Berlin
Tel. +49(0)30/63922568 · Fax +49(0)30/63922569
info@identtechnologies.de · www.identtechnologies.de
We create biometric Systems, to make our life 
easier – the fingerprint will be our key.

Biometrics

Cichon+Stolberg GmbH
Wankelstraße 47-49, 50996 Köln
Tel. +49(0)2236/397-200 · Fax +49(0)2236/61144
info@cryptin.de  www.cryptin.de
Operational data collection, time recording,  
access control

Time + Access
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deister electronic GmbH
Hermann-Bahlsen-Str. 11
D-30890 Barsinghausen
Tel. +49(0)5105/516-01 · Fax +49(0)5105/516-217
info@deister-gmbh.de · www.deister.com
access control; vehicle identification;  
biometric verification; guard tour systems;  
storing and management of keys and valuables

Time + Access

DORMA Time + Access GmbH
Mainzer Straße 36-52 · D-53179 Bonn
Tel. +49 228 8554-0 · Fax: : +49 228 8554-175
info@dorma-time-access.de
www.dorma-time-access.de
Access control, time recording, terminals

Time + Access

FEIG ELECTRONIC GMBH
Lange Straße 4 · 35781 Weilburg
Tel. +49(0)6471/3109-44 · Fax +49(0)6471/3109-99
obid@feig.de · www.feig.de
Electronic locking systems, identification, access 
control, access road control

Time + Access

Gantner Electronic GmbH
Montafonerstraße 8 · A-6780 Schruns
Tel. +43 5556 73784-542 · Fax +43 5556 73784-8000
info@gantner.com · www.gantner.com
access control solutions/biometrics,  
time management, data capture, locking systems

Time + Access

HID Global
Michael Wanka
Sales Manager Central European Region
mwanka@hidglobal.com · www.hidglobal.com
Mobile : +49 (0) 172-1644397
Michaela Martin
Sales Manager Northern Germany
mmartin@hidglobal.com · www.hidglobal.com
Mobile: +49 (0) 172 61 79 252
Access control solutions, biometrics, RFID Technology, Smart Cards

Time + Access

ISGUS GmbH
Oberdorferstr. 18–22
78054 Villingen-Schwenningen
Tel. +49(0)7720/393-0 · +49(0)7720/393-184
info@isgus.de · www.isgus.de
Operational data capture, personnel scheduling, 
time management, access control

Time + Access

LEGIC Identsystems Ltd
Binzackerstrasse 41 · CH-8620 Wetzikon
Switzerland
Phone +41 44 933 64 64 · Fax +41 44 933 64 65
www.legic.com · info@legic.com
Designer and manufacturer of 13.56 MHz 
contactless smart card technology (read/write chip 
sets, security modules and transponder chips)

Time + Access

MIDITEC Datensysteme GmbH
Anne-Conway-Str. 5 · D-28359 Bremen
Tel. +49(0)421-175 81-0
Fax +49(0)421-175 81-30
info@miditec.de · www.miditec.de
hardware and software for access control, visitor 
administration, time recording

Time + Access

Be Part of the Section

Just send a mail to 
heiko.baumgartner@wiley.com

We will be glad to advise you!

PCS Systemtechnik GmbH
Pfälzer-Wald-Straße 36 · 81539 München
Tel. +49(0)89/68004-550 · Fax +49(0)89/68004-555
intus@pcs.com · www.pcs.com
time recording, access control, BDE/MDE, biometric, 
video, SAP, Infor-Baan

Time + Access

phg Peter Hengstler GmbH + Co. KG
Dauchinger Str. 12 · D-78652 Deißlingen
Tel. +49(0)7420/89-0 · Fax +49(0)7420/89-59
datentechnik@phg.de · www.phg.de
RFID components for access control, timekeeping, factory 
data collection, canteen data, leisure applications, surface-
mounted devices, flush-mounting components, biometrics, 
identification media and accessories

Time + Access

primion Technology AG
Steinbeisstraße 2-4 · D-72510 Stetten a.K.M.
Tel. +49(0)7573/952-0 · Fax +49(0)7573/92034
info@primion.de · www.primion.de
Time management, access control and  
management, staff deployment planning ,  
graphic alarm management, SAP communications 
solutions, pass and ID card production, Biometrics

Time + Access

TRAKA-KeyManagement
Leibnizstr. 3 · 53498 Bad Breisig
Tel. 02633/200 360 · Fax 02633/200 361
info@traka.de · www.traka.de
Network-based key management to satisfy the 
strictest security requirements.

Time + Access

Wanzl Metallwarenfabrik GmbH
Bubesheimer Str. 4 · 89340 Leipheim · Germany
Tel. +49(0)8221/729-6416
Fax +49(0)8221/729-90416
zutrittskontrollen@wanzl.de
www.wanzl-zutrittskontrollen.com
Personal guidance systems, barriers, security 
turnstiles, electronic entrance systems

Time + Access

Fire Protection

C-TEC (Computionics Limited)
Stephens Way, Wigan, WN3 6PH United Kingdom
Tel. +44(0)1942/403810 · Fax +44(0)1942/829867
sales@c-tec.co.uk · www.c-tec.co.uk
Fire Panels, Fire Alarm Accessories, Voice Alarm 
Systems, Fire Telephone Systems, Call Systems, 
Power Supplies

Fire Protection

detectomat GmbH
An der Strusbek 5 · D-22926 Ahrensburg
Tel. +49(0)4102/2114-60
Fax +49(0)4102/2114-670
info@detectomat.de · www.detectomat.de
Fire alarms, Fire warning systems, Fire protection, 
security systems

Fire Protection

Novar GmbH a Honeywell Company

Dieselstraße 2 · D-41469 Neuss
Tel. +49(0)2137/17-600 · Fax +49(0)2137/17-286
info@esser-systems.de · www.esser-systems.de
Fire alarm systems, security systems
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Dear Readers,
Who is Who in Security: 
BusinessPartner is the purchasing section of qualified companies for direct contact. Under the 
supplier’s logo you will find the company name, telephone number, fax, e-mail, web address and 
the core competence.

BusinessPartner on the internet: 
www.PRO-4-PRO.com/security.  There you will find all companies as well – with links to their web-
sites. You belong to the most qualified suppliers as well and set great store by 20,000 opinion 
leaders reaching with each print issue? 

Evac+Chair International Ltd
Paraid House, Weston Lane, 
Birmingham B11 3RS, UK
Tel +44 (0)121-706-6744
Fax +44 (0) 121-706-6746
info@evacchair.co.uk · www.evacchair.co.uk
Info: +49 (0) 6238/984 6810
Evac+Chair Training Solutions

Industrial Safety

Borchardt Luftfrachtspedition GmbH
Fasanenweg 7c · D-65451 Kelsterbach
Tel. +49(0)6107/96776-0 · Fax +49(0)6107/96776-20
info@borchardt-luftfracht.de
Your Partner for dangerous goods handling:  
Import – Export – Transport – Storage

Hazardous Goods

DÜPERTHAL Sicherheitstechnik GmbH & Co. KG
Mainparkstr. 6-10 · 63801 Kleinostheim
Tel. 0 60 27 / 403-0 · Fax 0 60 27 / 403-121
info@dueperthal.com · www.dueperthal.com
Fire protection rooms, hazardous materials storage, 
safety cabinets, environmental safety, fire protection

Hazardous Goods

Köttermann GmbH & Co KG
Industriestr. 2-10 · 31311 Uetze/Hänigsen
Tel. +49(0)5147/976-0 · Fax +49(0)5147/976-844
systemlabor@koettermann.de
www.koettermann.com
Hood equipment, laboratory furnishings, media 
connections (supply and disposal)

Hazardous Goods

Euchner GmbH + Co.
Kohlhammerstraße 16 
D-70771 Leinfelden-Echterdingen
Tel. +49(0)711/7597-0 · Fax +49(0)711/753316
www.euchner.de · info@euchner.de
Automation, safe and secure operation of machines, 
safety systems

Plant Safety

Pepperl+Fuchs GmbH
Lilienthalstraße 200 · 68307 Mannheim
Tel. 0621/776-1111 · Fax 0621/776-27-1111
fa-info@de.pepperl-fuchs.com
www.pepperl-fuchs.com
Security sensors, inductive, capacitive, opto-
electronic and ultrasonic sensors, vision sensors, 
identification systems, interface modules

Plant Safety

Sick AG
Erwin-Sick-Str. 1 · D-79183 Waldkirch
Tel. +49 7681 202-0 · Fax +49 7681 202-3863
Vertriebszentrale Deutschland
Willstätterstr. 30 · 40549 Düsseldorf
Tel. +49 211 5301-0 · Fax +49 211 5301-100
info@sick.de · www.sick.com
Industrial Sensors, Industrial Safety Systems,  
Auto Ident, Analyzers and Process Instrumentation.

Plant Safety

Fire Protection

Hekatron Vertriebs GmbH
Brühlmatten 9 · 79295 Sulzburg
Tel. +49(0)7634/500-0 · Fax +49(0)7634/6419
info@hekatron.de · www.hekatron.de
Fire alarm systems, Smoke switch systems,  
Smoke alarms, Safety linkage systems

Kidde Brand- und Explosionsschutz GmbH
Harkortstraße 3 · 40880 Ratingen
Tel. +49/(0)2102/5790-0 · Fax +49/(0)2102/5790-109
info@kidde.de · www.kidde.de
Fire detection and extinguishing technology ·  
high sensitive smoke detection · fire protection  
systems for server cabinets and IT rooms ·  
explosion suppression systems 

Fire Protection

Notifier Sicherheitssysteme GmbH
Berliner Str. 91 · D-40880 Ratingen
Tel. +49(0)2102/70069-0 · Fax +49(0)2102/70069-44
info@notifier.de · www.notifier.de
fire alarm systems, early fire detection

Fire Protection

Teckentrup GmbH & Co.KG
Tel. +49 (0) 5246/504-0
Fax +49 (0) 5246/504-30
www.teckentrup.biz · info@teckentrup.biz
Safety doors, fire protection doors, noise control 
doors, smoke protection doors, fire protection gates

Fire Protection

Wagner Group GmbH
Schleswigstraße 1-5 · 30853 Langenhagen
Tel. +49(0)511/97383-0 · Fax +49(0)511/97383-140
info@wagner.de · www.wagner.de

Hamburg · Berlin · Leipzig · Hannover
Mülheim/R. · Frankfurt · Stuttgart · München 
Fire alarm systems and extinguishing technology, 
fire prevention, integral security

Fire Protection
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