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Please visit www.arecontvision.com for more information. Copyright 2013 Arecont Vision.

Made in the USA

Celebrating 10 Years of Leading the Way in Megapixel Videowww.arecontvision.com

+1.818.937.0700  |  877.CAMERA.8  |  avsales@arecontvision.com

Integrated
Microphone

Dual Encoder
H.264/MJPEG

Wide Dynamic Range Available
on Some 1080p and 3MP Models

True Day/Night 
with IR Cut Filter

Ultra Low Profile
Design

Pixel Binning Mode
on 3 and 5MP Models

All-in-One
PoE and Integrated Lens

Casino Mode™

Maintains at Least 30fps

World’s Smallest All-in-One H.264 Day/Night
1.3–5 Megapixel and WDR Dome IP Cameras.

Arecont Vision introduces MicroDome™ megapixel IP cameras.

These small, ultra low profile cameras offer the great features of

Arecont Vision megapixel technology like superior image quality, 

excellent compression and fast frame rates. An innovative spring arm 

design makes installation a snap: simply slide the camera through 

the hole and secure the magnetized cover ring with a single screw. 

Every model comes equipped with a mechanical day/night switcher, 

and pixel binning on 3- and 5-megapixel models deliver excellent 

low-light capabilities. Add optional true Wide Dynamic Range and 

difficult lighting conditions are overcome with MicroDome™. 

Sometimes smaller is indeed better!
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We hope all of you had a good start this 

year. Our team wishes you all the best 

for 2014.  

Every year we organise GIT 

SECURITY AWARD to promote inno-

vative products in the safety and se-

curity industry. Unlike other awards 

in the industry there are no charges 

involved for companies to submit their 

products. Unlike most other awards,  

not a jury but our readers select the best 

products. 

Only three products in each of the 

five categories could win GIT SECURITY 

AWARD 2014. On page 32 in this issue 

we present the winners that did get 

the most votes from our readers via 

fax, letters or online voting on www.

PRO-4-PRO.com. We would like to 

thank all participants. Thank you all 

for voting and congratulations to the win-

ners!

We will hand over the first trophies at Inter-

sec in Dubai in January. Epoc Messe Frankfurt, 

organiser of Intersec in Dubai, is expecting the 

2014 edition to be the biggest yet. The show 

looks set to break all previous records in terms 

of both participation and attendance. Almost all 

of the world’s largest security companies have 

confirmed attendance along with 150 exhibitors 

making their regional debut. If you are visiting the 

show make sure to have a look at the show pre-

view in this issue and do not forget to visit us in 

Dubai at stand 536P in hall S3. 

 Editorial 

Innovation  
First

Enjoy reading this issue!

Heiko Baumgartner
For GIT’s Safety and Security team

Es stehen viele Varianten zur Verfügung.

deister electronic GmbH
Tel: +49 (0) 51 05 - 51 60 1

www.deister.com
www.proxsafe.com

Now in Arabic Language

Electronic Solutions 

for Innovative

Access Control and 

Key Management

Perfect Management
Electronically recorded control of keys 
and valuables. proxSafe® key safes with 
innovative Touch Terminal - now in 
Arabic Language - are the preferred 
choice for airports, universities, public 
utilities, hospitals and office complexes, 
which require a combination of key 
management, asset management and 
fleet management while providing 
access for employees with transponders, 
such as ISO cards, and/or PINs. 

Our solutions at Intersec, 

19 - 21 January 2014, Dubai, 

Hall: S3, Stand No: S3-630P



4     GIT Security 1/2014� www.GIT-SECURITY.com
www.GIT-SECURITY.com

REGISTER NOW for our free NEWSLETTER

COVER STORY
Protection, Monitoring – and 
Smartphones Open Doors
Door Monitoring in three minutes – 
Smartphones opening doors: NFC access 
solution MobileKey from SimonsVoss

INTERVIEW
A Decade of Innovation
Arecont’s Approach to the EMEA 
Market

AIRPORT SECURITY
A Constant Flow
An interview with Erich 
Keil, Head of Corporate 
Security Fraport AG

42 12 24

1

79
 8

24

GIT
EMEA Edition

Volume 10
January 2014

GIT SECURITY AWARD Winners

Perimeter Protection

Security for Public Transportation

Fire Safety

Intersec 2014

NFC for Access Control

COVER: SimonsVoss
Protection In A Flash – 
And Smartphones Open Doors

K
ey found

.

D
ecrip

tion:

Valid
 from

: 09.01.2014 00:00

Valid
 until: 09.03.2014 00:00

R
enew

 K
ey

 Management 

INTERVIEW
A Decade of Innovation
Arecont’s Approach to the EMEA Market� 12

CONTROL ROOMS
Smooth Perfection
Videowall Equipment for Lugano  
Police Control Room� 14

CCTV
Revellers Repair Bike Rack
Reverse Vandalism: CCTV Footage  
Shows that CCTV Surveillance  
Isn’t Always About Crime� 15

EVENT
China Public Security Expo:  
Successful Ending
CPSE Ends with Intended Transaction  
Volume over RMB 23 Billion� 16

A New Record for Dubai?
Organizers Expect the Biggest Intersec Ever� 18

AIRPORT SECURITY
A Constant Flow
An interview with Erich Keil, Head of Corporate 
Security Fraport AG  
Frankfurt Airport Services Worldwide� 24

 Security 

DISASTER PREVENTION
Operation Taranis Monitored
Europe’s Largest Ever Disaster Response  
Exercise Was Expertly Monitored by Grundig�30

GIT SECURITY AWARD 2014 – the Winners
Only three products in each  
of the five could win� 32

EDITOR’S NOTE
Innovation First
Heiko Baumgartner          3



www.GIT-SECURITY.com� GIT Security 1/2014     5

FIRE DETECTION
A Resolution to 
Reassess

COOPERATION
Joint Success 
Bosch Celebrates  
10 year Cooperation  
with Wagner

4038

COVER STORY
Protection, Monitoring –  
and Smartphones Open Doors
NFC access solution MobileKey  
from SimonsVoss� 42

KEY MANAGEMENT
Who, Where and When
Control of Key Possession  
Ensures High Security� 46

ACCESS CONTROL
Pave the Way for NFC-based ID Services
NFC Technology Is Ready to Play a  
Major Role in Security� 48

PERIMETER PROTECTION CONGRESS
Integrated, Practical, Innovative
Focus on Quality in Projects –  
and Video Security� 50

Cost-Saving with  
Thermal Imaging Cameras
Perimeter Protection of Solar Parks� 52

BRANCH FOCUS
Security for Public Transportation
Advances through Intelligent Systems� 54

SECURITY FOR PUBLIC TRANSPORTATION
High Flying
King Abdulaziz International Airport Secures  
Public Areas with Avigilon High-Definition  
Surveillance System� 56

Transport Security Expo 2013
A Window onto High-tech Security  
Solutions for Air, Sea & Public Transport &  
the Supply Chain� 58

VIDEO SURVEILLANCE
Keeping an Eye on Students 
CCTV Upgrade at the University of London� 60

 Sections 

News . . . . . . . . . . . . . . . . . . . . . . . . . . . . .                             6

Security Products . . . . . . . . . .          20, 45, 59, 63

Fire Protection Products . . . . . . . . . .          39, 41

BusinessPartner . . . . . . . . . . . . . . . . . . . .                    63

Company Index / Imprint . Inside Back Cover

 Fire Protection 

COOPERATION
Joint Success 
Bosch Celebrates 10 year Cooperation  
with Wagner� 38

FIRE DETECTION
A Resolution to Reassess� 40

ACCESS CONTROL
Pave the Way for  
NFC-based ID Services
NFC Technology Is  
Ready to Play a Major 
Role in Security

48 



Access Controll Integrated
Ambar Systems, a Salto Cer-
tificated Partner based in Antrim, 
Northern Ireland, has developed a 
plug-in integration that combines 
Salto Systems access control with 
XProtect software. The plug-in in-
tegrates the system directly into 
XProtect Smart Client and allows 
the user to control access and 
monitor video surveillance from 
one unified interface, eliminating 
the need to run two separate appli-
cations. The plug-in integration en-
ables the user to open doors while 
simultaneously viewing video foot-
age of the doors. The plug-in cap-
tures critical events from the soft-
ware and registers them as alarms 

in XProtect Smart Client. These 
alarms are automatically linked to 
relevant video footage from cor-
responding cameras. Users can 
seamlessly control cameras in their 
surveillance system, such as start-
ing/stopping recording, changing 
video frame rate and moving cam-
eras to focus on a door. Monitoring 
events are automatically registered 
as alerts within the alarm manager 
in XProtect Smart Client. Full de-
tails of the event, card holder, lo-
cation and time are captured along 
with the video footage to provide 
a complete package of surveillance 
information.
	 www.saltosystems.co.uk

Messoa Lauches New Website
Messoa has a new look: The com-
pany has launched a new website, 
featuring simplified, user-friendly 
layout and richer content.
	  www.messoa.com 

Safety for Italian Motorsports Park
Autodrome di Modena is a Mot-
orsports Park and located in a fa-
mous area called “Motor Valley” 
in Modena. It is not only offer-
ing facilities, high speed cars, but 
also professional instructors who 
come from the real race world to 
give driving training. The circuit 
length of the park reaches 2.7km. 
and the pit lane is with 21 boxes, 
new telemetric system and a well 
equipped paddock. Both of the 
well-knowing high risks of racing 
and its open outdoor environment 
pile up the difficulty and complex-
ity for Autodrome di Modena in 
terms of security. During the design 
phase, two requirements were on 
the table, one was for the sake of 
security control, the other one was 
to offer checking on the racing of 
cars & motorbikes. 24 network 
megapixel cameras are installed in 
the most important position of the 
track and also some speed domes 

in the open areas. The finally ap-
plied camera models include Da-
hua 2-megapixel full HD network 
cameras (IPC-HF3200) & speed 
dome cameras (SD6982A-HN), the 
storage device is Dahua 128 Chan-
nel Super NVR. With Dahua VMS, 
this set safeguards the venue with 
superb image quality with every 
detail captured, along with flexible 
and convenient management; most 
of all, the open architecture of su-
per NVR makes it possible for a 
further implementation in the long 
run.	 www.dahuasecurity.com

London Gallery Expands Dallmeier Video System 
The National Portrait Gallery in 
London has been using Dallmeier 
Video technology for many years. 
The system has now been mod-
ernized and expanded. The Gallery 
holds the most extensive collec-
tion of portraits in the world. The 
collection is displayed in London 
and in a number of locations 
around the United Kingdom, in-
cluding several houses managed 
by the National Trust. Like other 
national museums, the Gallery is 
supported both by government 
and increasingly by a large num-
ber of individuals, companies and 
foundations, as well as by the re-
ceipts from shops, events and tick-
eted exhibitions. The system had 
consisted of surveillance cameras 
and recorders – now the security 
concept was to be expanded to 
encompass other areas such as 
the shop, entrances and lifts. Some 
of the existing analogue cameras 
were also replaced with high-reso-
lution HD network cameras. Roger 
Noakes, account director with the 
NPG security contractor OCS, was 
involved from day one of the ex-
hibition planning, and worked 
closely with Adrian Jackson, Head 
of Visitor services and Security at 
the National Portrait Gallery. A 
trial and test of the IP/HD cameras 
in the shop area was enough to 
demonstrate the superior capa-
bilities of the manufacturer’s HD 
technology, and plans were put in 
place to commence with the CCTV 

system upgrade. One element that 
proved to be a significant advan-
tage – and particularly in financial 
terms – was the flexibility of the 
recording equipment, the record-
ers already installed did not have 
to be replaced. They could be pre-
pared for the HD cameras quickly 
and easily with a simple upgrade. 
This meant that the existing ana-
logue cameras and new IP cam-
eras could be operated in a single 
system without difficulty.
	  www.dallmeier.com 

Top Marks for C-Tec’s Touchscreen Technology 
C-Tec’s ZFP touch-screen 
controlled addressable fire 
panel has scored top marks 
with students and staff at 
one of the Government’s 
pioneering new University 
Technical Colleges. Located 
in the heart of Wigan’s town 
center, the Academy offers 
14 to 18 year olds the op-
portunity to gain technically ori-
entated qualifications in practical 
and vocational subjects such as 
environmental technology, food 
production and manufacturing. The 
building’s reception area features a 
flat screen television and two ZFP 
compact controllers. Specifically 

created to enhance a building’s 
interior design, the state-of-the-art 
touch screen units not only provide 
information at a glance on all fire 
alarm system activity in the con-
verted Victorian mill but also add a 
touch of style to the entrance area.
	 www.c-tec.co.uk
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Vivotek and DVS Sign Distribution Agreement 
DVS has signed a distribution 
agreement with Videotec. DVS 
managing director Shaun Bowie 
said the Italian company’s products 
were an ideal addition to DVS’s 
portfolio of CCTV equipment. DVS 
will stock all of Videotec’s stand-
ard housings, LED lighting range 
and accessories. The Company 
will also supply Ulisse position-
ing units, a range of pan and tilt 

units able to be driven by ONVIF IP 
protocols, carry an IP Camera (HD 
or Megapixel) with a large lens, 
and maintain 360 degree rota-
tion whilst carrying LED IR Lights. 
In addition, DVS will stock all of 
Videotec’s specialist housing range, 
which includes marine housings 
and housing systems/PTZs for use 
in the oil and gas industries.
	 www.vivotek.com 

Honeywell Panel Integrated with Nedap’s Aeos
The Galaxy 520 intrusion panel 
from Honeywell is now fully in-
tegrated with Aeos – the open 
security management platform 
of Nedap. Thanks to this integra-
tion, you can make optimum use 
of previously made investments. 
Aeos enables you to easily add 
access control and video manage-
ment functionality to your Galaxy 
intrusion detection system. As the 
functionalities of the Galaxy in-

trusion panel are now fully inte-
grated in the web-based graphic 
alarm handler of Aeos, they can 
be armed and disarmed remotely. 
Alarms can also be fully processed 
in Aeos, and you can link video 
images to them. This considerably 
reduces the number of unneces-
sary alarms. Thanks to the central 
storage, all the data are accessible 
in a single database. 
	 www.nedapsecurity.com 

Milestone’s X Protect for Copenhagen Suburb 
The city of Alleroed, in a suburb 
north of Copenhagen in Denmark, 
aims to stop vandals and violent 
individuals before crime is com-
mitted. A key tool for the munici-
pality is X Protect IP video surveil-
lance software from Milestone 
Systems. Mobile access means 
faster response and proactive in-
tervention before situations can 
escalate. The staff at a daycare 
center, located some distance 
away from inhabited areas, had 
complained that a young group 
was destroying things on the in-
stitution grounds after hours. The 

vandals had free rein for their 
misdeeds because no one was in 
the area after dark. To solve the 
problem, Alleroed decided last 
year to install video surveillance in 
the institution in cooperation with 
Milestone certified partner Atea. 
In total, the municipality now has 
more than 100 cameras in seven 
locations – most of them Sony 
SNC network cameras, which are 
controlled with X Protect Enter-
prise IP video management soft-
ware (VMS) and accessed using 
the Milestone Mobile client.
	 www.milestonesys.com

Milestone Acquires Connex International 
Milestone Systems is purchas-
ing all outstanding shares of the 
surveillance training, certifica-
tion and consulting company 
Connex International, based out 
of Minneapolis, Minnesota. The 
Company was already a majority 
stakeholder from an initial invest-
ment in July 2010. For years the 
Connex teams have set up, man-
aged and performed Milestone 
channel partner training in many 

languages with proven success 
across all regions. In recent years, 
the Company has added rigorous 
certification testing and docu-
mentation of Milestone Solution 
Partner integrations with the X 
Protect open platform, such as ac-
cess control, analytics, geo-spatial 
positioning, video synopsis, 360Â° 
camera view de-warping, network 
video storage and more. 
	 www.milestonesys.com

Media Relations at Geutebrück 
Ellen Kreitz (45) recently took over 
responsibility for media relations 
at Geutebruck. Having had a sup-
porting role in the company’s com-
munication team for some years, 
she is well prepared for the task 
ahead and already familiar with 
press liaison work at this German 
video security specialist. She brings 
to the post a range of relevant 
experience from previous employ-
ment in a prominent German ad-
vertising agency as well as in other 
marketing and sales positions. 	 www.geutebrueck.com

Eyevis Solutions for Visualization at Intersec 2014

From 19–21 January 2014, Eye-
vis presents high-quality displays 
and solutions for visualization in 
control rooms and security centers 
at Intersec in Dubai. Besides their 
60-inch LED-lit DLP rear-projection 
cubes and modular 46-inch LCD 
screens the Company presents ad-
ditional solutions for professional 
control and signal transmission 
for video wall systems. With the 
EC-60-LHD-CP-1000 with 60-inch 
screen diagonal, full HD resolution 
and Cluster-LED technology for 
high brightness display, the Com-
pany presents it’s rear-projection 
cubes for seamless video wall 
installations for reliable 24/7 op-
eration at Intersec. The flicker-free 
display and the very good color 
and brightness behavior enable an 
ergonomically optimized viewing. 
Thanks to the use of DLP technol-
ogy there is no danger of burn-in 
effects for the cubes caused by the 
prolonged display of static image 
contents. Long-life LED technology 
and a heat-pipe cooling system 
without moving components en-
able an almost maintenance-free 
operation. As an alternative tech-
nology for video walls the Compa-
ny provides robust and stackable 
super narrow bezel LCD screens. 

The showcased displays type EYE-
LCD-4600-M-USN-LD provide full 
HD resolution on a 46-inch screen, 
Direct-LED backlight technology for 
best brightness and contrast, and 
a minor resulting bezel between 
neighboring display in a video wall 
of only 5.7mm, which makes them 
suitable even for larger video walls 
in demanding applications. The in-
ternal matrix functionality allows 
display configurations up to 10 x 0 
devices in a video wall. The robust 
design and the optionally available 
stacking frame allow for a simple 
and precise installation of video 
walls. For the professional control 
and administration of video wall 
systems the Company also pre-
sents the latest generation of the 
Netpix 4800 graphics controllers 
and the new version 5.1 of the 
Eyecon wall management soft-
ware. The Netpix controller creates 
a combined desktop surface for 
the display of all kinds of network 
data, video and graphic sources. 
Eyecon is a universal software so-
lution for the control and adminis-
tration of the large screen system, 
the connected signal sources and 
the distribution of these signals in 
various locations for control and 
presentation.	 www.eyevis.de
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Video Moving into Perimeter Security Segment
According to a recent report pub-
lished by IHS, the global market 
for intelligent devices in perimeter 
security applications is forecast 
to top 200 million US-$ in 2013. 
Historically, sensors have been the 
primary means of detection for 
perimeter security applications. In 
recent years; however, there has 
been a growing trend for cameras 
and analytics to be used in addi-
tion to sensors on a perimeter. The 
perimeter security industry has al-
ways been based on layers, so the 

addition of video only reinforces 
this ideology, the research compa-
ny says. Video and especially video 
analytics has been the fastest 
growing portion of the perimeter 
security industry since before 2010. 
Prior to this time, perimeter secu-
rity applications mostly offered 
detection without verification or 
identification. Perimeter security 
integration with video is proving to 
be a great enhancement in terms 
of efficiency and the reduction of 
false alarms. 	 www.ihs.com 

CEM Systems: Integrated Security for Malaysia Airlines 

CEM’s AC2000 Security Manage-
ment System secures the offices 
of the 5-star Malaysia Airlines. The 
manufacturer “has a long history 
of working with aviation custom-
ers to find the right solution to 
meet their specific needs,” said 
Andrew Fulton, Senior Director, 
Global Sales, CEM Systems. “We 
have maintained our position in 
the aviation market by continually 
developing AC2000 and by stay-
ing ahead of the industry. Malaysia 
Airlines key requirement was for 
one integrated security platform 
for access control, video and in-
trusion, as well as integration to 
an external visitor registration 
system.” AC2000 met the require-
ments for high level integration us-
ing the DSC SIA Intruder Interface 
and the American Dynamics TVR 

video interface. These modules al-
low the access control system to 
act as the security management 
system (SMS), with DSC intrusion 
and American Dynamics range 
of digital video recorders visible 
from one unified platform. The AED 
(Alarm Event Display) applica-
tion forms a single user-friendly 
interface were administrators can 
centrally monitor access control, 
intruder and video systems, all in 
real time. In addition, an Applica-
tion Programming Interface (API) 
has been provided to allow the 
seamless integration of an external 
visitor registration system to the 
AC2000 system visitor’s module. 
This allows Malaysian Airlines to 
transfer critical data from an exist-
ing visitor system for operational 
efficiency.	 www.cemsys.com 

New SimonsVoss Production and Logistics Center
SimonsVoss moved into its new 
production and logistics center in 
Osterfeld. The Company invested 
around six million Euros in the 
site. A new manufacturing facil-
ity was urgently required since the 
former site had already reached 
the limits of its production capac-
ity. The new premises boasts more 
than 3,650m² overall and features 
an incoming goods area, a manu-
facturing workshop, a warehouse, 
a shipping department, qual-
ity management and an after-sales 
centre. “We will be even more ef-
fective for our clients thanks to 
greater availability of product vari-
ants, shorter delivery times and a 
faster after-sales service. With the 

introduction of a warehouse man-
agement system, automated ware-
house lifts and carousel racks, we 
will also achieve much faster, much 
more efficient production,” states 
an enthusiastic Operations Manag-
er Peter Heimbürge, pleased with 
the new manufacturing site. “The 
new plant enables us to double 
our manufacturing capacity for our 
digital cylinders, our digital Smart 
Handle door fittings and Smart 
Relay. This is another step towards 
ensuring sustainable growth for 
our company and expanding our 
market position”, explains Bern-
hard Sommer, Chairman of the 
Company’s Management Board.
	  www.simons-voss.com

Abus Security-Center Growing
With the opening of a new build-
ing at the company headquarters 
in Affing, Abus Security-Center 
provides space for up to 100 new 
employees with offices, testing 
laboratories, conference rooms, and 

room for events and exhibitions. 
The manufacturer of complete elec-
tronic security solutions wants to 
commit itself for the coming years 
to further growth in the economic 
region of Augsburg.	www.abus.com 

Memoori on Global Security Market
The total value of world produc-
tion of Security Products at factory 
prices was $23.4 billion in 2013; 
predicts Memoori, who have just 
published a new definitive report 
for security market research & in-
vestment analysis. The Company 
is forecasting a Growth Rate of 
8% over the next five year period 
with the market reaching $32.2 bil-
lion by 2017. The two major driv-
ers have been a 12 % aggregate 

growth in video surveillance and 
higher levels of demand in Asia, 
which has increased its share to 
over 39% for all physical security 
systems. Growth has been much 
more modest in North America and 
Western Europe; currently the de-
veloped markets of Europe, Scan-
dinavia and North America take 
some 47 % of the value of the busi-
ness, 2 % down on last year. 
	 www.memoori.com 

Open Standard for Smart Homes: ABB, Bosch, Cisco, LG 

ABB, Bosch, Cisco, and LG aim to 
set up a consortium to provide 
a software platform for smart 
homes. The companies have now 
signed a memorandum of under-
standing to this effect. The plan is 
subject to approval by the antitrust 
authorities. The parties intend to 
develop an open architecture for 
data exchange. The software plat-
form would allow diverse devices 
and services to interoperate, and 
to exchange information with each 
other. Application software distri-
bution will also be enabled. This 
will allow appliances and devices 
made by different manufacturers 

to be part of home automation, 
security, healthcare, and entertain-
ment services. A common platform 
such as this has not been available 
up to now, making it a challenge 
for appliances and devices such 
as light switches, motorized roller 
blinds, washing machines, multi-
media equipment, smartphones, 
and tablets, to communicate with 
each other or to simply exchange 
information over the internet in a 
standardized way. The common 
platform is one more step toward 
the internet of things for the home, 
in which physical objects will be 
networked.	  www.bosch.com 
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A reliable networked visualization solution is indispensable to 
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ible way to securely distribute any information to any location. 

The result: faster and smarter decision-making.
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Major Australian Retailer Upgrades with Geutebruck
Australian retailer Harvey Nor-
man is upgrading its video secu-
rity systems with Geutebruck IP 
technology. Franchisees at around 
a third of stores in Australia and 
New Zealand are now using the 
manufacturer’s systems with their 
high quality images and ease of 
use. With 250 stores trading as 
‘Domayne’ and ‘Joyce Mayne’ 
as well as ‘Harvey Norman’, this 
franchise operation sells electri-
cal, computer and entertainment 
equipment, furniture and bedding. 
Franchisees handle their own day-
to-day security operations but 
Harvey Norman supports them 
with security hardware and high-
level specialist technical exper-
tise. When aging DVR and analog 
systems needed replacement, the 
Company’s technology was cho-
sen on a number of criteria. Top 
of the list was good image qual-
ity, but important too was 90-day 

storage capacity, hybrid operation 
with existing analog cameras, and 
easy-to-use client software. – Easy, 
intuitive operation being particu-
larly significant here because store 
managers have no specialist skills 
or knowledge.
	  www.geutebruck.com 

Dallmeier: Security for Poker and Backgammon 

Sand, sea and twelve days of top 
quality poker: The necessary over-
view of the “World Poker Tour” 
at the Merit Crystal Cove Hotel & 
Casino in the Turkish Republic of 
Northern Cyprus was delivered 
courtesy of a video system from 
Dallmeier. The backgammon tour-
nament that was held almost con-
currently in the Merit Park Hotel 
& Casino next door also featured 
the manufacturer’s technology. 
“We have been using Dallmeier 
products at the Merit Crystal Cove 
for many years now,” says Malik 
Oguz, Surveillance Manager of 
the Merit Casino. The video system 

was originally installed by local 
partner Ni-Ti Elektronik Güvenlik 
Sistemleri, and has been updated 
to reflect the state of the art regu-
larly since then. “The equipment 
is totally reliable, and we are very 
satisfied with the service we re-
ceive from Dallmeier and Ni-Ti. In 
recent years, we have absolutely 
no problems with the system up-
dates and expansions, which have 
been carried out regularly so that 
the video technology has grown 
in keeping with our requirements. 
That is important for safeguarding 
our investment,” declares Malik 
Oguz.	 www.dallmeier.com

TDSi: New Staff Appointments
TDSi has appointed Paul Ford to 
the role of Export Sales Technical 
Engineer. The company is already 
working on extensive market re-
search of both African and South 

East Asian security markets, with 
the assistance of the UK Trade & In-
vestment (UKTI). It plans to recruit 
new Export Business Development 
Managers in 2014.	 www.tdsi.co.uk

Ernitec SX Cameras Certified by Milestone
The entire Ernitec SX camera range 
is now fully supported and certified 
by all Milestone Xprotect products 
with the release of Milestone De-

vice Pack 6.9. All possible features 
are included and everything works 
intuitive and uncomplicated.
	 www.ernitec.com 

IP Video Seminar Series from Vivotek
Vivotek has started a seminar se-
ries under the theme “Designing 
IP video surveillance systems”. The 
seminars, convened by the compa-
ny’s official distributor Alarm Au-
tomatika in Croatia, will run until 
March 2014. Organized in partner-
ship with the Croatian Chamber of 
Electrical Engineers, the events are 

an opportunity for their members 
to acquire theoretical and practical 
knowledge on the design and ap-
plication of IP surveillance systems. 
The Croatian Chamber of Electrical 
Engineers is a professional organi-
zation with more than 1,500 Croa-
tian electrical engineer members.
	  www.vivotek.com 

Idesco EPC at Veolia Bus Gate
Global access control and secu-
rity system supplier, GPP Perim-
eter Protection AB, was selected 
recently to deliver an automatic 
vehicle identification (AVI) sys-
tem for bus transportation ser-
vices provider, Veolia, in Hurva, 
Sweden. Veolia had requested 
a reliable stand-alone bus iden-
tification system to control mo-
torway access of their gated 
private motorway ramp, to dis-
pense with drivers needing to 

disembark to open the gate. 
Veolia˙s resultant new AVI system 
not only saves time but reduces 
fuel costs by allowing windshield-
tagged buses to transit gates 
without stopping. This is also safer 
and much more convenient for 
their drivers. The manufacturer’s 
fast-installing and wireless plug-
n-play package was comprised of 
EPC readers, passive (unpowered) 
tags, an ICU reader receiver and a 
DCU gate controller.	www.idesco.fi 

Euralarm: Remote Services Guideline for Alarm Systems 
Euralarm has launched a document 
providing guidance and recommen-
dations relating to Fire & Life Safety 
and Security alarm systems where 
remote access is required. These 
recommendations are intended 
for Euralarm members and other 
stakeholders of these systems. The 
guideline contains the company’s 
expertise with intent to lead to 
standardization throughout Europe. 
It provides advice regarding the 
design, installation, operation and 
maintenance of the alarm systems 
which require remote access, along 
with recommendations concerning 

the systems used for such remote 
access. The document consists of 
pre-standardization recommenda-
tions for contractual responsibilities 
as well as recommendations for the 
alarm system, the secure computer 
platform, the information transmis-
sion system and the operation of 
remote services. The guideline also 
provides specific recommendations 
for use of remote services with fire 
& life safety alarm systems and with 
security systems. The document is 
completed with the environmental 
essentiality of these recommenda-
tions. 	 www.euralarm.org

Nedap to Organize Welcome Party at Asis Europe 2014
Nedap will organize the Welcome 
Party of the Asis 13th European 
Security Conference & Exhibition 
in The Hague. The event will take 
place from 1 to 3 April 2014. The 

Company will sponsor and organ-
ize the party for all conference 
delegates on Tuesday 1 April at the 
World Forum in The Hague. 
	 www.asisonline.org/thehague 
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Abus in Switzerland
Abus Security-Center has acquired 
the company Trigress Security. The 
acquisition is the outcome of an 
increasingly close cooperation be-
tween the manufacturer and it’s 
long-term, exclusive sales partner. 
The two companies have enjoyed a 
successful partnership for 12 years. 
All employees of Trigress Security 
have been retained. All partners 

of the company will therefore be 
retaining their trusted contact per-
sons, while at the same time profit-
ing from direct access to the prod-
ucts made by Abus. This includes 
alarm and video surveillance prod-
ucts, intercom systems and detec-
tors, as well as a retail portfolio of 
products for self-installation.
	 www.abus.com 

DVS: Distribution Agreement with LG
DVS has signed a distribution 
agreement with LG Electronics that 
will see it provide LG’s full offer-
ing of video surveillance products 
to UK installers and integrators – 
including Full HD IP cameras and 
recorders. The manufacturer’s re-
cording solutions assist users with 
the transition from analogue to 
full IP-based systems. Their hybrid 
recorders run on software which 
manages individual camera chan-
nels, allowing end users to replace 
analogue cameras with IP mod-

els as the need arises, switching 
off analogue channels and on IP 
channels. David Hammond, man-
aging director of European Secu-
rity Partners, LG‘s UK and Europe 
representatives, said: “Appointing 
DVS as a distributor of LG products 
was an easy decision, as they are a 
highly knowledgeable, experienced 
security distribution organization, 
and able to provide the highest 
levels of technical support and cus-
tomer care for installers and inte-
grators.”	 www.dvs.co.uk 

Mirasys: Agile Virtual Matrix and Geospatial Mapping 
Mirasys has launched 
its Agile Virtual Matrix 
and Geospatial Map-
ping applications. De-
signed for the need 
of large surveillance 
systems, they make it 
easier to design and 
run large scale security 
centers. Agile Virtual 
Matrix allows large scale video 
surveillance systems to use a mul-
titude of monitors arranged in a 
synchronized matrix. The monitors 
managed via operator console can 
be used to view thousands of static 
and dome cameras, camera tours, 
IP cameras, analog cameras, I/O 
devices and virtual cameras in an 

adaptable and user-friendly envi-
ronment. Agile Virtual Matrix is a 
powerful and easy-to-use solution 
for intelligent video surveillance 
of corporate networks, industrial 
processes, commercial centers, and 
multi-office environments – both 
locally as well as remotely.
	 www.mirasys.com

Fingerprint Readers – 
A Comment from John Davies at TDSi
Looking at the new Apple iPhone 
5C and 5S, it’s not the funky 
colors of the 5C that have caught 
my eye but the fingerprint reader 
that has been introduced on 
the new 5S. Whilst fingerprint 
readers are nothing new, I be-
lieve the inclusion of this tech-
nology on a smartphone is an 
important indication that biom-
etric security is becoming more 
mainstream than ever before. 
For the last few decades PIN se-
curity has been ubiquitous, so it 
was an obvious step that smart-
phones would also use this tech-
nology. But there can be compli-
cations, it’s easy to forget a PIN 
and equally it can be possible for 
a quick-witted individual to learn 
this and use it for unauthor-
ized entry without the rightful 
owner necessarily being aware 
anything is amiss! Fingerprints 
(and indeed anything that uses 
the unique properties of the hu-
man body, such as facial recog-

nition or iris recognition) have 
great advantages. They won’t be 
forgotten or mislaid and can’t 
be replicated by any simple 
method. So the user will never 
struggle to prove their identity! 
Biometric security is already a 
very significant element of the 
security industry so it’s interest-
ing to see the publicity with the 
launch of such a high-profile 
consumer product. It’s right that 
consumers will be able to choose 
biometrics as an alternative to 
technologically and practically 
inferior methods of identification. 
In a fast moving world, people 
don’t want inconvenience they 
want to be able to securely use 
what they are entitled to with a 
minimum of fuss, whilst main-
taining full security. I suspect this 
will be an important landmark in 
the wider adoption of biometric 
security and will encourage the 
majority of people to call for it 
elsewhere in their daily lives.

▶ Comment the comment: e-mail us at gsm@gitverlag.com

COMMENT

Abus with New Headquarters
With the opening of its new build-
ing Abus Security-Center’s head-
quarters in Affing, Germany, en-
hances working conditions for up 
to 100 new employees with offices, 
testing laboratories, conference 
rooms and space for events and 
exhibitions. The manufacturer of 
complete electronic security solu-
tions commits itself for the com-

ing years to further growth in the 
economic region of Augsburg. The 
building has 2,300m2 of gross floor 
area and space for up to 100 new 
employees – including a showroom 
with a permanent exhibition of the 
company’s products along with 
several conference rooms for con-
tacts with security specialist com-
panies.	 www.abus.com 

Avigilon Launches Global Partner Program
Avigilon announced a global part-
ner program to its network of re-
sellers and systems integrators. 
The Partner Program recognizes 
commitments and rewards ef-
forts made by partners to ensure 
their success and facilitate busi-
ness growth. The Company offers 
it’s partners enhanced marketing, 
sales and support efforts and pro-

vides the opportunity for increased 
revenue. The Partner Program is 
based on a tiered structure that 
categorizes partners according 
to average annual sales volume, 
credit history and training certifi-
cations. Partners who participate 
in the program are then eligible to 
receive numerous benefits. 
	 www.avigilon.com 

Raytec Lighting Integration with Milestone VMS
Raytec has announced their inte-
gration with Milestone’s X Protect 
video management system. Their 
range of Vario IP network illumi-
nators is the first range of CCTV 
illuminators in the world ever to 
be integrated into a video manage-
ment system. The integration al-
lows the highest level of flexibility, 
management and control over your 
lighting in conjunction with all 
other network technologies in your 
security system, from one central 
platform. Controlled individually 

or in groups, Raytec network illu-
minators can be easily configured 
using the Milestone Management 
Application, to create a smart 
system designed to provide event 
driven lighting triggered by alarms 
from a camera, detector or other 
network device. Such illumina-
tion on demand e.g. on detection 
of a subject, is highly effective at 
deterring crime and reducing the 
system’s running cost and environ-
mental impact..
	  www.rayteccctv.com 

www.GIT-SECURITY.com� GIT Security 1/2014     11

 Section 0 + + +  n e ws   + + +  n e ws   + + +  n e ws   + + +  n e ws   + + +  n e ws   + + +  N E W S  + + +



Interview

A Decade of Innovation
Arecont’s Approach to the EMEA Market

GIT SECURITY: A lot has happened in the last 
10 years since Arecont was founded. How is 
the business going at the moment?

Ivo Drent: Just to give you an impression: Some 
days ago during a phone conference with our 
CEO he mentioned that in September this year 
we had as much revenue as in the whole year 
five years ago.

I assume that a big part of the success is the 
megapixel cameras and panoramic systems 
you offer. Where do you see the advantages 
these systems offer the customer?

Ivo Drent: There are two main fields where our 
systems are especially strong. In a lot of applica-
tions megapixel cameras do now replace several 
fixed analog or low resolution IP cameras to sur-
vey large areas. Customers get a better system 
performance at lower costs plus a higher image 
quality they can use to identify the face of a 
suspect or to read a license plate number of a 
passing vehicle. The second segment where we 
are very successful at the moment are custom-
ers who previously relied on pan-tilt-zoom cam-
eras to cover larger areas. As a PTZ camera can 
only point in one direction at a time, this cre-
ates a significant risk for missing an important 
or security-threatening event in another part of 

the coverage area. The wider views delivered by 
megapixel cameras provide a much stronger so-
lution. Multi-megapixel cameras provide a more 
complete coverage and users can do “virtual” 
PTZ in live or archived video without the risk of 
missing crucial events. This does also help op-
erators not to “panic” in case of an incident and 
concentrate on the right actions to be taken.

What is new Arecont’s product pipeline?

Ivo Drent: We have just launched a unique new 
addition to our line of SurroundVideo. The new 
SurroundVideo Omni cameras feature four mul-
ti-megapixel sensors that can be individually ad-
justed to capture different fields of view within 
a full 360° range. This allows a single camera 
to provide detailed coverage of a wide area in-
cluding the ability to provide views directly un-
der the camera or multiple fields of view using 
a variety of different lens options. The cameras 
set a new benchmark in wide area surveillance 
by simultaneously focusing on multiple areas of 
specific interest within a scene using a single 
camera solution. The cameras will be available 
from 5 MP up to 20 MP configurations and fea-
ture our Wide Dynamic Range technology in the 
12 MP configuration. It delivers a dynamic range 
of up to 100 dB at full resolution without lower-
ing the frame rates.

There are other panoramic cameras in the 
market. What makes this series so unique?

Ivo Drent: The fact that every sensor can be 
individually adjusted is new, so each sensor 
is directed in exact the direction needed for a 
specific scenario. All signals from the sensors 
are aligned within the system and deliver a pic-
ture that gives the user a perfect overview of 
the whole coverage area. Having four sensors 
means the resolution is optimized across the 
entire image. With a single-sensor camera, you 
would typically use a fish-eye lens that has less 
resolution as you move toward the edge.

It seems like Arecont likes to combine differ-
ent technologies in one system?

Ivo Drent: You are right. Combining as many 
valuable technical features into one system as 
possible is a good concept as we move forward 
with IP technology. We combine Megapixel tech-
nology with Wide Dynamic Range and low light 
capabilities in the SurroundVideo Omni cameras. 
Customers no longer accept IP cameras with 
high resolution that do not allow you to see fast 
moving objects or are underperforming when it 
gets dark. Another good example for the combi-
nation of different technologies in one product 
is our micro dome where the customer does not 

In 2013 Arecont celebrated its 10 years anniversary. Within these ten years the 

company was a major driving force in the industry‘s transition from analog to IP video 

surveillance systems. The transition to IP is one of several market factors stimulating 

the deployment of megapixel cameras for mainstream video surveillance applications. 

Better performance at lower cost has always been Arecont’s approach for this chal-

lenge. As the EMEA market was an early adaptor to megapixel video imaging and 

IP network systems it is a natural move for Arecont to further strengthen its position 

within this market. Heiko Baumgartner had the opportunity to talk to Ivo Drent, 

Arecont’s Vice President of European Sales at their new European headquarter 

in Frankfurt, Germany.
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need to decide between a small dome, Mega-
pixel technology, WDR or low light performance. 
He gets everything in one product.  

Product performance is an important issue 
but integration into the surveillance system 
is important too. Does Arecont offer its own 
video management software?

Ivo Drent: No, we believe in the “best-of-breed” 
concept, so we concentrate on developing great 
cameras and leave the software part to our VMS 
partners. There are so many opportunities to im-
prove high performance video surveillance sys-
tems. Details are important like our new dome 
bubbles that enable clear pictures for 10 MP 
dome cameras or the quality of lenses. Integra-
tion is also crucial like for example the integra-
tion of 180° IR beamers we developed with 
Raytec or the cooperation with storage partners.

How does the cooperation with your partners 
look like?

Ivo Drent: We work very close together with 
our VMS partner to make the integration of 
our cameras as easy as possible and ensure a 

high level of integration. The thorough testing 
facilities at our MegaLab in Los Angeles ensure 
smooth integration of megapixel cameras with 
third party systems. Quality assurance engineers 
oversee the MegaLab integration and load per-
formance testing. As we are more present in 
the EMEA region now, it is easier to cooperate 
with European VMS partners that operate with a 
more regional focus. Establishing one new Meg-
aLab in Europe will help us to cooperate with 
software, storage and integration partners in the 
EMEA region.

How do you see the EMEA market and what 
can we expect from Arecont in our region?

Ivo Drent: The EMEA market was an early adap-
tor to megapixel video imaging and IP network 
systems and it is a market that still has great 
potential for growth. The different countries are 
in different phases of their adoption to IP tech-
nology and we adjust our service to regional 
requirements. In the UK for example we are 
structured by regions while in France we con-
centrate on key verticals like city surveillance 
and logistics. In general establishing stronger 
relationships with key distributors and system 

integrators in the different countries is our key 
task and will be crucial to accelerate our growth 
in Europe. I am looking forward to contribute to 
that together with the European sales team. At 
the moment we expand our sales and service 
team in all key countries and we aim to have 14 
people located in Europe by the end of this year. 
With our new headquarter in Frankfurt we have 
the opportunity now to host customer trainings 
and integration workshops. We will expand our 
service and technical hotline so that every cus-
tomer gets help in his language and we will es-
tablish the first MegaLab outside the US here in 
Frankfurt.

Ivo Drent
Arecont Vision, Frankfurt, Germany
Tel.: + 49 69 6 95 34 600 · www.arecontvision.com
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Control Rooms

Smooth Perfection 
Videowall Equipment for Lugano Police Control Room 

Over the years the technological equipment of 
the old operations center became more and 
more complex through many new requirements 
without having a suitable integration concept to 
simplify and standardize the handling. Operative 
process changes and numerous new tasks ad-
ditionally lead to an increase of the number of 
operators in the center.

The latest example of this trend is the project 
of the new tunnel Vedeggio-Cassarate which 
forced the city of Lugano to redesign their road 
and traffic light control system. In addition 118 
emergency calls recently have to be received and 
processed for the whole canton. To face those 
tasks, conditions and the control concept as well 
as the ergonomic situation of the operations 
center appeared to be more and more over-
strained – a solution had to be found. Lugano 
City Police in the framework of an advertise-
ment decided to go with the “Wey-Distribution-
Platform”, since it meets the requirements of the 
advertising criteria for the new operations center 
with its comprehensive integration concept.

Now the operators have seven workstations 
with up to six monitors available that can each 
be controlled with a single multifunctional key-
board. All integrated systems as well as large 
scale image displays are conveniently controlla-

Lugano is situated in the very south of 

Switzerland idyllically at the shore of the 

lake that owes his name to the city. As 

with everything else, people in Switzer-

land place great importance on smooth 

perfection. For this reason the “Polizia 

Città di Lugano” has integrated numer-

ous different information, process and 

alarm systems into a functional unit. In 

this process a secure and ergonomically 

exemplary solution was created which 

is easy to handle and future-proof. Like 

with many other projects Wey as the 

integrator is relying on Eyevis large scale 

video technology.

ble from any workstation. Thanks to Wey-Event-
Management-Systems all results (alarms, system 
reports, failures etc.) are automatically displayed 
at the workstation and/or on a large scale video 
display.

Also new: all computers of the integrated 
systems are now placed in a central, air condi-
tioned system room and the computer signal 
distribution of video, keyboard, mouse and au-
dio is handled by the “Wey-Distribution-Plat-
form”. Due to that, noise and heat emissions in 
the operations center are reduced, ergonomics 
at the work stations are increased, maintenance 
is facilitated and CO2 emissions are reduced 
considerably.

Large Scale Video Screen
For the large scale screen six Wuxga-LED rear 
projection Cubes in 56“ (2×3 configuration) 
were put into operation. With this the large 
scale video screen provides an almost bezel-free 
total image area of 3.63 × 1.51 m. Currently the 
large scale video screen is used to display the 47 
available video cameras. In the near future 200 
more video cameras are supposed to be added 
for the surveillance of pedestrian zones and 
parking lots (Project Security). Besides the video 
camera images computer video images from the 

Control Room of the Lugano 
Police with Eyevis Videowall
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“Wey-Distribution-Platform” are connected to 
the large scale video screen as well.

The large scale video screen is controlled by a 
high-performance Netpix graphic controller with 
five eyevis-IP-Streaming-Video-Decoder-Boards. 

The IP-Decoder-Boards allow for the simultane-
ous depiction of up to 40 video streams of dif-
ferent origin. The management of camera and 
computer video sources on the large scale video 
screen is assumed by the eyecon wall manage-

eyevis, Reutlingen, Germany
Tel.: +49 7121 43303 0
info@eyevis.de · www.eyevis.de

▶ C o n t a C t

Alarms, system reports, failures etc. are automatically displayed at the workstation and/or on a large 
scale video displayw

ment software. The special feature: the Wey-IP-
Remote-Extenders are completely integrated 
into the eyecon wall management software. In 
this way the signals of the IP-Remote-Transmit-
ters can already directly be used by the eyecon 
wall management software for controlling and 
depiction of the large scale video screen. A net-
work of redundant versions of the large scale 
video wall and the controllers, as well as of the 
Distribution-Platform-Components, guarantee 
for a high failure safety.

CCTV

Revellers Repair Bike Rack
Reverse Vandalism: CCTV Footage Seen by Millions of People around the World Shows that  
CCTV Surveillance Isn’t Always About Crime

In July, facilities management and security 
company, OCS, updated the Boston CCTV cam-
era system to future-proof it for years to come.  
Removing the old analogue cameras and leased 
fibre lines, they utilised Wavesight’s transmis-
sion products and expertise to provide a wire-
less solution using the latest in IP cameras sup-
plied by Panasonic. 

Steve Pittom, MD for Wavesight, comments: 
“This is a very powerful image for us. It clearly 
shows the quality of the images that can be 
transmitted wirelessly in real-time. It is often 
said that a picture paints a thousand words, 
and this was never so true as when the CCTV 
operators in Boston witnessed the un-vandalis-
ing of a piece of street furniture.  For it to make 
headline news, due not only to the nature of 

A few months ago in Boston, Lincoln

shire, the myth surrounding the idea that 

CCTV is used only as a deterrent to stop 

crime was well and truly exploded.  On 

prime-time television, viewers around 

the globe witnessed a group of youths 

bending a previously vandalised bike-

rack back into position, with CCTV im-

ages broadcasting the whole incident 

with crystal-clear quality. 

what was happening, but also on account of 
the quality of the images broadcasting this 
impressive DIY repair job to the masses, is a 
testimony to our skills in ensuring that wireless 
CCTV technology really works and provides an 
excellent solution that meets client needs.”

The footage, which has already received over 
two million views from around the world and 
was also aired on BBC and ITV evening news, 
can be seen on GIT-SECURITY.com using the 
following link: www.git-security.com/webcasts/
cctv-footage-reverse-vandalism-revellers-repair-
bent-bike-rack

Steve Pittom
Wavesight Ltd., Luton, UK
Tel.: +44 1582 578160 
steve.pittom@wavesight.com · www.wavesight.com

▶ C o n t a C t

Reverse vandalism:  

CCTV footage  

of the revellers  

webcast on GIT-SECURITY.com

Unknown to revellers and onlookers alike was 
the fact that impressive quality CCTV images 
were being transmitted wirelessly back to the 
town’s security control room using equipment 
supplied by specialist outdoor wireless CCTV 
company, Wavesight. Operators at the new 
control room can clearly be seen zooming in on 
the youths and watching them as they carefully 
bend the bike rack into position.
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Great Business and Big Projects
Business during the show was exceeding expectations so that for exam-
ple during the expo, Tsinghua Tongfang company added an extra reception 
table due to the soaring orders. The S1 Megapixel Network HD Camera, a 
new product released by Tsinghua Tongfang on the expo, priced 199 yuan, 
was popularly welcomed. In just three days, Tsinghua Tongfang received 
more than 3,000 orders. The market of civil-use surveillance became one of 
Tsinghua Tongfang‘s focuses on cloud security & protection.

Merely in the first two days, Ui-Max had got several 2-million-plus 
projects of intelligent community and parking lot surveillance. During the 
expo, they contacted with lots of core customers from Jiangsu, Sichuan, 
Hunan and Guangdong, and had achieved cooperation intention with them 
on projects of intelligent residential district and parking lot, with a pre-
dicted order amount of over 30 to 40 million yuan.

Utepo is a company specialized in security and protection signal trans-
mission. With the ever-deepening trend of HD and networking in video 
surveillance industry as well as the popularization of network monitoring, 
Utepo released E&P-link products, and a solution to HD network transmis-
sion application. On the expo, many high-quality core customers turned 
to Utepo, with the intended transaction volume reaching 40 million yuan. 

Pedro Duarte, Vice President of Samsung Techwin Latin American, 
founder of the Latin American Security Association, concerned Chinese 
market eight years ago. He said that the CPSE 2013 was the biggest se-
curity expo he had ever seen. There were a large number of attending 
enterprises with their highly advanced products, many of which he found 
interesting. He was looking forward to launch in-depth cooperation with 
Chinese security enterprises.

The 14th China Public Security Expo (CPSE 2013) came to a successful conclusion on November 1st. According to the latest statistics 

released by the Organizing Committee, there were over 150,000 professionals attending CPSE 2013 with more than RMB 23 billion 

(€ 2,8 billion) intended transaction volume. All of the statistics hit a record high.

Event

China Public Security Expo:  
Successful Ending
CPSE Ends with Intended Transaction Volume over RMB 23 Billion

Intelligent Secure Cities
The above mentioned examples are just some spotlights of CPSE 2013. 
With the theme of „integrating the power of enterprises and capital, jointly 
promoting the construction of intelligent secure cities“, it comprehensively 
showcased the most cutting-edge technology and innovative development 
security industry. A number of famous international enterprises, including 
Intel, Honeywell, Aptina, Schneider, Tyco, Ingersoll Rand, Bosch, Legrand, 
Sony, Panasonic, Samsung, LG, Hitachi, Sanyo, Siemens, Texas Instruments, 
Pohang, Tamron, as well as well-known domestic security enterprises, in-
cluding Hikvision, Vimicro, Huawei, Changhong, Haier, TCL, Dahua Technol-
ogy, Hisilicon, Skyworth, Tongfang, Fiberhome, Digital China, CSST, Jieshun, 
Jinpeng, ZNV, Suzhou Kedacom, Netposa, Tiandy, Phoenix Optics, Fujian 
Forecam, brought in the most advanced security technology, solution and 
products, covering the field of video surveillance, anti-terrorism equipment, 
community security, biological recognition, access control, intruder alarm, 
building intercom, smart home, perimeter alarm, intelligent transportation, 
anti-counterfeiting and automatic control, etc. 

1,500 exhibitors from 42 countries and regions, up to 120,000 sqm exhi-
bition area, nine exhibition halls and another two temporarily halls occupied, 
adding up to over 6,000 standard exhibition booths, 350,000 person-time 
visits, 15,000 overseas buyers and visitors, these all make CPSE 2013 the 
largest security expo worldwide. Oversea delegations, which are constitut-
ed of directors of security & protection associations from 42 countries and 
regions, including the United Kingdom, the United States, Canada, Brazil, 
South Africa, Russia, India, Turkey, the Middle East, Asean, South Korea, Hong 
Kong, Macao, Taiwan and so on presented at the CPSE 2013, as well as se-
curity professionals and buyers from public security, transportation, electric 
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power, education, medical care, culture and so on, from 31 provinces, cities 
and autonomous regions in China. 

According to Mr. Yang Jincai, Secretary General of the CPSE Organizing 
Committee, with 25 years of constant development, 14 sessions of CPSE 
have been successfully held. With an ever-expanding scale, ever-improving 
degree of internationalization, and ever-enhancing influence year by year, 
it has become a grand event in the public security industry with the largest 
scale and impacts, greatly contributing to China‘s public security industry 
development, and the acceleration of global public security industry inte-
gration. CPSE provided service to over 6,000 enterprises so far, offering a 
hundred-billion-yuan business opportunity to nearly 320,000 professional 
buyers. Compared to the scale of the 13th CPSE held in 2011, CPSE 2013’s 
exhibition space was increased by 10,000 square meters in this session, up 
by 10%; the number of standard exhibition booths was increased by 865, 
up by 22%; the number of exhibitors was increased by 134, up by 13.5%; 
the volume of on-spot transaction in CPSE 2011 reached 20 billion yuan, 
and in CPSE 2013 it has exceeded 23 billion yuan.

Plans to Grow
In terms of space capacity, CPSE 2013 has reached the upper limit of Shen-
zhen Convention & Exhibition Center. Next step, CPSE will take preferential 
policy towards enterprises with stronger brand impact, R&D competency, 
innovative capacity and development potential. Meanwhile, Shenzhen Se-
curity Industry Association, Xinjiang International Exhibition Center, and the 
Global Security Industry Alliance signed in this CPSE a cooperation agree-
ment on jointly holding the 1st session of China, Asia and Europe Public 
Security Expo. This is the first cooperation between the Shenzhen Security 
Industry Association and local exhibition, and we will further such kind of 
cooperation in the future, in an attempt to provide more professional exhibi-
tion services. 

Mr Yang Jincai said, through CPSE 2013, we can see that the whole 
industry is still developing in a prosperous direction. Intelligent urban con-
struction centered on smart security will be a new growth point for the in-
dustry in the future. In such a process, a number of enterprises with outdat-
ed products, technology, development planning, and management as well 
as a lack of independent innovation capability will finally be eliminated, 
the formation of security technology and security companies will be more 
diversified, and there will be a healthier development within the industry. 

China Public Security Expo, Shenzen, China
Tel.: +86 755 8830 9123
andrea.wang@cps.com.cn · www.cpse.com.cn

▶ C o n t a C t
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Growth Driven by Burgeoning Safety, 
Fire Protection and Security Industries
Safety, fire protection and security remain high 
on the priority lists of governments and corpo-
rate companies worldwide given the current 
uncertain scenario in many parts of the world. 
The Middle East region, replete with its crucial 
reserves of oil and natural gas, and boasting 
some of the fastest growing economies within 
its ranks, is being viewed as a vitally important 
part of the world by the global safety, security 
and fire protection industries.

This emphasis on greater security is felt in 
many ways including growing expenditure on 
security infrastructure, equipment and per-
sonnel by regional authorities as well as an 
increasing awareness in society about the 
importance of maintaining a safe and secure 
environment. Given all this, it’s not really sur-
prising that Epoc Messe Frankfurt, organiser of 
Intersec is expecting the 2014 edition to be the 
biggest yet. Intersec 2014 looks set to break all 
previous records in terms of both participation 
and attendance. Already all of the world’s ten 
largest security companies have confirmed at-
tendance, including Honeywell Security, Bosch 
Security Systems, Assa Abloy, FLIR Systems, Axis 
Communications, Samsung Techwin and Tyco 
International along with 150 exhibitors making 
their regional debut.

According to Ahmed Pauwels, CEO of Epoc 
Messe Frankfurt, the continued success of In-

Renowned as the region’s largest and 

most comprehensive security and safety 

show, Intersec 2014 will offer a unique 

spectrum of products from the fields 

of Commercial Security, Information 

Security, Fire & Rescue, Safety & Health, 

Homeland Security and Policing.  

Intersec will take place from 19–21 

January 2014, at the Dubai Interna-

tional Convention and Exhibition Centre 

and once again the show is under the 

patronage of HH Sheikh Mansoor bin 

Mohammed bin Rashid Al Maktoum. 

In 2013 Intersec attracted more than 

21,000 trade visitors and this year 

organizers expect more than 1,000 

exhibitors from more than 54 countries.

tersec is being driven by the rapid development 
of the safety and security industry regionally. 
“Across the Middle East authorities are improv-
ing security infrastructure, enhancing policing 
and crime fighting capability and concentrating 
on maintaining a peaceful environment. Further-
more, with the renewed vigour in the construc-
tion sector and an increase in projects at fin-
ishing stage, demand within the private sector 
also continues to rise. This all makes the region 
a high-priority market for international manu-
facturers and suppliers.” “Intersec continues to 
work closely with local authorities and regional 
players to better reflect the needs of the region 
onto the international stage,” Pauwels added.

Four Main Areas
As with previous years, Intersec 2014 will com-
prise of four main focus areas: Commercial Se-
curity & Information Security; Safety & Health; 
Fire & Rescue and Homeland Security & Policing:

Commercial & Information Security
This section includes control & surveillance 
equipment, access control, monitoring & record-
ing systems, and information security. Commer-
cial Security is the largest section of Intersec 
representing more than 500 companies. If your 
company is specialised in one of the following 
areas, then Intersec’s Commercial Security Sec-
tion is a must-attend event for you. This is the 
largest product section of the exhibition and 

Event

A New Record for Dubai?
Organizers Expect the Biggest Intersec Ever
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features key names such as Assa Abloy, Axis, 
Bosch, CP Plus, Harco and Honeywell Security.

Fire & Rescue
Intersec has once again established itself as the 
number one meeting point for Fire and Rescue 
industries in the Middle East region and beyond.

In the modern infrastructure that consists 
of tall modern buildings, a fire spread can be 
unpredictable and potentially life threatening. 
With the best practise standards being followed, 
the fire resistant construction is required to be 
closely regulated. As an exhibitor at Intersec, 
you will have the opportunity to showcase 
your company to professionals to the exten-
sively growing fire and rescue industry as well 
as across all other fields in the public security 
sector. The visitor profile includes civil defence 
forces, police, army, firemen, security and safety 
officers, architects, construction companies and 
developers, only to name a few. The fire & rescue 
section at Intersec is receiving strong ongoing 
support by the UAE Civil Defence Forces.

 The Fire & Rescue section is the fastest 
growing segment and within this segment 
prominent companies including Bristol/Corodex, 
Draeger, DuPont, Naffco, Sffeco, Siemens and 
Underwriter Laboratories will be participating.

Safety & Health
This segment includes Personal Protection Equip-
ment (PPE), environmental protection at work, 

safety at work equipment and health at work. 
This section regularly features key industry names 
including Ansell, Karam Safety and Safetix.

Homeland Security & Policing
The Middle Eastern security market is expected 
to maintain its ongoing growth, urging govern-
ment and private sectors to boost their budgets 
for modernization of national security equipment.

In this area the focus is on on armour protec-
tion, perimeter security, forensic science and labo-
ratory equipment, physical security, detection and 
disposal equipment, optics, electronics, as well as 
specialised training and consulting for govern-
ment entities. This area is of particular interest to 
governmental agencies and includes Dubai Police, 
UAE Civil Defence as well as private companies 
such as Al Fajer, Gatekeeper Security, Macneille, 
Madoors Systems, Nedaa and Streit Group.

Intersec 2013 welcomed visitors and del-
egates from the Governments of GCC (UAE, 
Oman, Saudi Arabia, Kuwait, Bahrain, and Qa-
tar), Lebanon, India, Pakistan; from Customs, 
Airports, Embassies and Consulates, Transport 
authorities, Telecommunication companies, and 
many more. Amongst those were key decision 
makers looking to invest in innovative security 
products and solutions.

On the sidelines of Intersec 2014 will be a 
full complement of fringe events and features 
including the popular Intersec conference pro-
gramme and the outdoor demo area.

IOSH Middle East Occupational Health 
Seminar
The Institution of Occupational Safety and 
Health (IOSH) supports Intersec’s Health and 
Safety Conference, to be held on Monday 20 
January 2014 at the Dubai International Con-
vention and Exhibition Centre.

The theme of the conference is Occupational 
Health. It aims to help and encourage occupa-
tional safety and health (OSH) practitioners to 
be more effective and proactive in preventing 
work-related ill health, and to play their part 
in promoting health and good rehabilitation 
practices in their workplaces. IOSH believes that 
the OSH community should play a fundamental 
role in supporting wellbeing in the workplace 
and promotes a holistic, proactive approach to 
managing health and wellbeing issues at work. 
It also aims to encourage occupational safety 
and health practitioners to work with others, 
particularly occupational health and human re-
sources specialists, to improve employees’ work 
performance.

Epoc Messe Frankfurt, Dubai, UAE
Tel.: +971 4 3380102 · www.intersecexpo.com
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Wireless Infrared Beams
ACE Security and Electrical has 
become one of the first installers 
to specify the new range of Optex 
Smart Line Quad wireless beams at 
a VIP residence. Approached by the 
owners of a prestigious property 
in the South East to install a reli-
able perimeter detection system to 
provide early warning for the close 
protection team on site, Jim Lander, 
Managing Director of ACE Security 
and Electrical: “Our VIP personal 
security team needed to secure 
the perimeter of the multi-acre site 
and gain early warning of unau-
thorized individuals or groups try-
ing to enter or leave,” he explains. 
“The stability of the detection de-

vice and its catch performance was 
therefore a crucial factor. The site 
had many environmental challeng-
es including natural woodland and 
the wildlife within the grounds.” 
Another key consideration was the 
need for covert installation and 
for the project to be completed as 
quickly as possible, with minimal 
disruption to the customer and sur-
rounding environment. As part of 
its iSeries portfolio, Optex provides 
battery operated beams with pre-
fitted wireless transmitters which 
makes the equipment completely 
wirefree.
Intersec · Hall S2 · Stand 719C
	 www.optex-europe.com

Fixed Network Cameras 
Axis Communications announces 
the indoor Q1614 and the outdoor-
ready Q1614-E fixed network cam-
eras. Able to capture quick move-
ments recording at twice the usual 
frame rate and to handle complex 
scenes with high contrasts and ex-
treme low-light conditions, these IP 
cameras are ideal for demanding 
industrial applications. The cam-
eras feature HDTV 720p record-
ing at 50 or 60 frames per second 
which resembles twice the frame 
rate used in conventional cameras. 
This ensures quick movements are 
captured in more detail so that for 
example the license plates of fast-
moving cars or quickly passing 
objects on a sliding band in an in-
dustrial production line can be bet-
ter identified. The network cameras 
are the first of the manufacturer’s 
products to feature adjustable 

high-sensitive shock detection, a 
function which enables the camer-
as to automatically send an alarm 
to a control room if it is hit. This 
feature is especially valuable in ap-
plications where the camera is sub-
ject to vandalism, and it helps op-
erators maximize camera uptime. 
The company’s Lightfinder technol-
ogy allows for effective operation 
in extreme low-light conditions.
Intersec · Hall S1 · Stand 705C
	 www.axis.com 

Six Network Cameras 

Vivotek launches six network cam-
eras. The IP8364-C and IP8337H-C 
are two bullet-style network cam-
eras designed for diverse outdoor 
applications. Both cameras are en-
cased in IP66-rated weather-proof 
housing that is resistant to rain 
and dust. In order to strengthen 
the robustness of the camera, the 
mounting bracket includes cable 
management, designed specifically 
for protecting the cable within the 
bracket. Featuring a removable 
IR-cut filter as well as IR illumi-
nators effective up to 20m, both 
cameras are able to adapt to con-
stantly changing outdoor lighting 
conditions and provide very high 
image quality around the clock. 
In addition, IP8337H-C comes 
especially equipped with WDR 

Pro technology, enabling visibil-
ity in high contrast environments. 
FD8164, FD8164V, FD8137H, and 
FD8137HV are fixed dome net-
work cameras that are designed 
for indoor applications. These four 
new fixed dome network cameras 
are all equipped with 3D Noise 
Reduction Technology, a feature 
that helps reduce bandwidth from 
sensor noise while capturing clear 
and polished video under low-light 
conditions. In addition, the remov-
able IR-cut filter and improved IR 
illuminators, effective up to 15m, 
are also featured for excellent im-
age quality in spite of challenging 
lighting conditions.

Intersec · Hall S1 · Stand 1119C
	 www.vivotek.com

Distributed Security Solutions
Milestone Systems announces 
the release of its XProtect Corpo-
rate2013 R2. With this version the 
company extends their offering 
of distributed security solutions 
by widening the array of products 
that can be interconnected with 
XProtect Corporate, while sim-
plifying the licensing of its more 
advanced Federated Architecture 
concept. With support for an un-
limited number of cameras, users 
and sites, it offers a centralized, 
single-management interface for 

efficient surveillance administra-
tion including all connected de-
vices, regardless of the size or 
distribution of the implementation. 
Interconnect provides a flexible 
way to gain central surveillance 
operation across geographically 
dispersed sites. It combines remote 
surveillance installations with the 
advanced surveillance functions of 
XProtect Corporate in one cohesive 
security solution.
Intersec · Hall S1 · Stand 719
 	 www.milestonesys.com 

IP Outdoor PTZ Camera
Videotec has introduced the Ulisse 
Netcam, a PTZ Full-IP that is able 
to control modern SD, HD and 
Megapixel cameras. It can take any 
ONVIF Profile S fixed Camera and 
all PTZ functions can be managed 
by the most popular VMS through 
1 IP address. Network camera, 
zoom lens and PTZ only need one 
IP address. The system can work 
over the ONVIF Profile S protocol 
or over the cameras proprietary 
protocols. The integrated PTZ of-
fers a total freedom of choice to 
use the best IP cameras or most 
zoom lenses for excellent quality 
images. These units can host high-
performing zoom lenses for par-
ticularly clear vision. Two optional 
integrated powerful LED illumina-
tors ensured a clear night vision. 
Moreover this heavy duty PTZ is 
designed for any outdoor climate 
up to 60 °C, with strong wind or 

bad weather conditions. The frontal 
glass is kept always clean by the 
integrated wiper and washer for a 
perfect camera vision. Less suscep-
tible to vibrations than traditional 
dome cameras, it maintains high 
positioning accuracy of 0.02° with 
a variable speed up to 100°/sec.
Intersec · Hall S1 · Stand 430C
	 info@videotec.com
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Bosch Integrated Solutions for All Industries
At Intersec in Dubai Bosch will 
showcase the latest technologies 
in Commercial & Information Secu-
rity, Homeland Security & Policing, 
Fire & Rescue and Safety & Health. 
The product highlights for video 
surveillance are the Dinion star-
light HD and Flexidome IP starlight 
RD cameras. With its starlight fam-
ily Bosch Security Systems offers 
real 24/7 cameras. The starlight 
cameras are specifically designed 
for high performance in extreme 
low-light conditions. The new DI-
VAR IP recorder family consists of 
all-in-one video management sys-
tems as well as storage solutions. 
The DIVAR IP all-in-one solutions 

combine a network recorder, stor-
age array, client workstation and 
integrated VMS. Also on display 
are the new intrusion detection 
systems: The AMAX panel 4000 
is offered in two different basic 
editions: AMAX panel 4000 and 
AMAX panel 4000 EN, with inde-
pendent EN 50131-3 grade 2 certi-
fication. For its EN portfolio, Bosch 
Fire systems will be presenting the 
Fire Panel 5000 Series panel along 
with its Repeater panel. They will 
showcase the new interface con-
necting fire alarm and voice evacu-
ation communication via IP.
Intersec · Hall S1 · Stand 817C	  
� www.bosch.com

Fire Detection at Intersec 2014
Apollo Fire Detectors will show-
case its range of fire detection 
products at Intersec 2014. Visi-
tors will have the opportunity 
to find out about the company’s 
product and service offering 
including EN54-11 2001 ap-
proved Manual Call 
Points. A full range of 
Manual Call Points are 
available including address- a-
ble, conventional, waterproof, ma-
rine, I.S and SIL and all come with 
the manufacturer’s Lifetime Prod-
uct Guarantee. As well as being 
designed to provide easy installa-
tion and commissioning, each call 
point incorporates a highly visible 
alarm indicator which can be seen 
from up to ten meters away. The 
Company will also use the show 
to highlight its 15 fire detection 
products that have been indepen-

dently evaluated to IEC61508, 
resulting in Safety Integrity 
Level (SIL) 2. A SIL rating gives 
confidence that in a ‘live’ situa-
tion, equipment will function as 
planned, which is particularly im-
portant in high risk environments 
such as the marine and offshore 
industry – a major growth area in 
the Middle East.
Intersec · Hall 2 · Stand 502-F	  
� www.apollo-fire.co.uk

Hybrid Wireless Fire Detection
Hochiki Europe has announced 
the introduction of its latest Con-
tinuing Professional Development 
(CPD) course, Hybrid Wire-
less Fire Detection – The 
Standards & Technologies. 
Designed for M&E contrac-
tors and consultants, archi-
tects and end users, the course 
provides an overview of what is re-
quired when specifying, installing 
and maintaining hybrid wireless 
fire detection systems. It has been 
designed to provide essential infor-
mation on this subject including an 
overview of relevant sections from 
BS 5839 Part 1 and EN 54 Part 25 
standards, a guide to when to use 
hybrid wireless, the technology 
behind the system and examples 
of appropriate applications. The 
use of hybrid wireless based fire 
detection technology has grown 
massively in recent years and has 
proven particularly useful within 
temporary locations and environ-
ments where minimum distur-
bance to the fabric of a building is 
important. The Company has intro-
duced its pioneering Firewave so-
lution in 2011. It is flexible, quick, 
easy to install. It is EN54 compliant 
and should be used as an exten-
sion to a compatible hardwired 
system, such as the manufacturer’s 
Enhanced Systems Protocol (ESP) 
intelligent system. Hybrid Wire-
less Fire Detection is part of the 
Company’s CPD training portfolio, 
which covers a range of life safety 
related subjects. The other three 
courses are Emergency Lighting 

Standards and Design Considera-
tions; False Alarm Reduction in De-
tection Systems; and Understand-
ing the Selection, Spacing and 
Siting of Detectors. Each course 
has been externally reviewed and 
approved by the Construction CPD 
Certification Service. They can be 
held at a customer’s premises and 
last for approximately one hour 
each and contribute 1 CPD hour 
to the attendees’ CPD quota. ‘The 
working environment is rapidly 
evolving and life safety profession-
als must continuously acquire new 
knowledge and skills in order to 
remain at the cutting edge of what 
they do,’ commented Paul Adams, 
deputy marketing manager. ‘Know-
ing how to correctly specify and in-
stall hybrid wireless fire detection 
systems is extremely beneficial and 
this new course, along with our 
other highly successful CPD cours-
es, highlights our commitment to 
education and the sharing of our 
world class expertise.’
Intersec · Hall 2 · Stand 505-F	  
� cpd@hochikieurope.com 
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Protection in Case of Emergency 
SimonsVoss has enhanced its Elec-
tronic Locking and Access Control 
System 3060 with a newly de-
signed protection function. With 
it, door locking devices can be 
activated or deactivated in a split 
second in the event of an emer-
gency. Users and operators of large 
buildings, particularly those in the 
public sector and the health care 
and education sectors, often wish 
for an additional protection system 
which can be quickly put to use in 
critical situations. People want to 
be able to act very swiftly in the 
event of a fire alarm or attacks 
on people, such as a shooting in-
cident in a school. This protection 
function provides three responses 
in such emergency situations: a 
simple press of a button makes it 
impossible to open a door from the 
outside – intruders can no longer 
get inside as a result. By the same 
token, a means of escape can also 
be immediately provided by press-
ing the button to deactivate the 
locking device concerned. The sys-
tem also informs those in charge 
about the disturbance, fire, gun-
man attack or other emergency. 
The manufacturer has provided this 
new protect function by extending 
its Wavenet Router radio network 
– by connecting digital locking cyl-
inders with a central computer, for 
example – to offer additional func-
tions. One single signal can reach 

up to 249 doors per router. Inter-
linked in a network, locking devic-
es can thus be activated or deacti-
vated simultaneously using a radio 
signal. Thanks to radio, the system 
will still work even if the com-
munications and IT networks are 
already down. Depending on the 
actual nature of the incident, the 
Wavenet Router can provide the 
right protection function, such as 
‘Lock doors in gunman incidents’ 
or ‘Release doors in the event of 
fire.’ If there is a gunman in the 
building, doors to classrooms can 
be securely locked, for example. 
If a fire alarm is triggered, System 
3060 automatically releases the 
right doors, opening up the way 
for people to escape or for help to 
arrive.

Intersec, German Pavilion, 
Stand S2-512C
	 www.simons-voss.com

Door Monitoring in Three Minutes 

Is the door open or closed? Has 
it been locked just once or is it 
double-locked? Is someone try-
ing to break in through the door? 
Simonsvoss’s Digital Locking Cyl-
inder 3061 can detect all these 
situations using the manufacturer’s 
door monitoring and report them 
to a main control centre, where in-
dividual status messages for each 
door are displayed on the Event 
Agent and can be re-set when 
required. This door monitoring 
cylinder is installed within three 
minutes with no need to drill a 
single hole and without affecting 
door certification. Just fifteen more 
minutes and the complete system 
is ready for operation. Three tech-
nical innovations interact in this 
highly integrated door monitoring 
system: the intelligent fastening 
screw, the cam sensor and the 
monitoring logic. Designed to hold 
the profile cylinder securely in the 

lock case, the fastening screw is 
equipped with an intelligent sys-
tem which can detect whether 
the door is open or closed or if 
an authorized person is trying to 
open the door at any time. The cam 
sensor detects the position of the 
dead bolt and whether it has been 
double-locked or just locked just 
once. The system notifies the main 
control centre of the door status at 
all times by radio. To do so, it uses 
the company’s Wavenet radio tech-
nology and intelligent G2 protocol 
functions. The Event Agent in the 
software displays status messages 
and also allows you to filter or re-
set messages or take action where 
required. If the network should 
crash, no damage is caused. Any 
information already received is not 
lost from the cylinder’s access list.
Intersec, German Pavilion, 
Stand S2-512C
	 www.simons-voss.com

Smart PTZ Dome Cameras
Hikvision recently introduced two 
smart analog PTZ domes (the DS-
2AF7268 and DS-2AF7264, re-
spectively) which both incorporate 
a 960H image sensor to capture 
superior images at a horizontal 
resolution of 700TVL. This 960H 
image sensor presents a leap in 
current analog surveillance perfor-
mance and provides a 36% resolu-
tion improvement when compared 
to 4CIF. Utilizing these PTZ domes 
with Hikvision 960H embedded 
DVRs allows users to experience 
highly-detailed images and also 
provides insurance against security 
risks such as theft and burglary. 
These two PTZ domes provide en-
hanced IR illuminators and offer 
up-to 150m clear visibility in low 
or zero lighting conditions. Digital 

WDR and 3D DNR are also sup-
ported to improve image sharp-
ness, and provide a more accurate 
color reproduction in variable 
lighting environments.
	 www.hikvision.com 

HD Cameras for Low Light Conditions 
With the DDF4320HD-DN and DD-
F4520HDV-DN Dallmeier launches 
two new HD cameras performing 
very well at low light conditions. 
The DDF4320HD-DN and the van-
dal-resistant DDF4520HDV-DN are 
hybrid dome cameras, providing HD 
video in real-time (720p/30) using 
the H.264 codec and supporting 
resolutions up to 1.3 megapixel. 
In addition to HD video over IP, the 
hybrid cameras provide for a simul-
taneous analogue SD (PAL/NTSC) 
video output via BNC (CVBS). The 
cameras are characterized by their 
Wide Dynamic Range (WDR) and 
ability to capture images with high-
est color fidelity and superb detail 
reproduction even in scenes with a 
wide range of contrast and strong 
backlighting. The excellent low 
light performance also provides for 

clear and low noise images even 
in low light conditions. Besides a 
comprehensive set of automatic 
and manual image optimization 
functions and many other setting 
options, the cameras feature au-
tomatic Day/Night operation sup-
ported by integrated ambient light 
sensing and a removable IR cut fil-
ter (ICR).	 www.dallmeier.com 

SimonsVoss Protection 

Function and Door  

Monitoring see also  

Cover Story on page 42
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Check out our Integration Partner Program. Working with 
industry partners allows us to deliver you new possibilities. Get 
access to Bosch Security Systems products and integrate into your 
preferred video management software or storage providers. Leverage 
unique features like Intelligent Video Analysis, Dynamic Transcoding 

and more. See for yourself how everything just works. ipp.boschsecurity.com

19 -21 January 2014, Dubai
booth S1-817C

Integration
Partner 
Program

We need compatible 
video products to 
create the best 
solutions for our 
customers. At Bosch, 

we integrate 
with even more 

video management 
software and 

storage providers.

New integration possibilities



Internationally, Fraport belongs to one of the leading companies in the airport busi-
ness and operates Frankfurt airport, one of the most important air transport hubs in 
the world. The location employs some 78,000 people in the 500 or so companies 
and institutes (incl. The Squaire and Gateway Gardens), of which 21,000 alone work 
directly for Fraport. This makes Frankfurt airport the largest place of employment in 
Germany. The Corporate Security team with a total of around 530 employees be-
longs to the Flight Operations and Terminal Management Division and has been led 
in this form since 2010 by Erich Keil. He heads the Security Control Room with its 
roles of Emergency and Continuity Management, Danger Prevention with preven-
tative, defensive fire prevention (the airport‘s own fire team) and the Fire Brigade 
Training Center, Security Process and Contract Management with resource planning, 
Operative Management, the Investigation Group including person security, the Air-
port ID Service Center with responsibility for the regulation of air security training, 
the security infrastructure as well as Quality Management, the airport‘s own clinic 
and, last but not least, the Rescue Services. He also represents Fraport AG in the 
Global Player Initiative, a dialog forum of the Bundeskriminalamt (Federal Office 
of Criminal Investigation), is a member of the Public Security Forum at the German 
Federal Parliament and belongs to the Security and Operations Technical Committee 
of the AdV (German airports working group). Our scientific Editor, Heiner Jerofsky, 
visited Erich Keil in his office and spoke with him about his responsibilities, chal-
lenges and security at the largest German airport.

GIT SECURITY: You have been at Frankfurt 
airport since 1986 and, amongst others, were 
Chairman of the Board of the Fraport security 
subsidiary Frasec (Fraport Security Services). 
You have now been head of Corporate Se-
curity of Fraport AG for a number of years. 
What has changed during this time and which 
security and safety tasks form the main focus 
of your area of responsibility?

Erich Keil: In such a large organization such as 
Fraport there are of course continuous changes 
taking place, also in the area of safety and se-
curity. Starting from a purely operative function, 
the way things used to be done, we nowadays 
increasingly control the security processes to 
ensure high quality and efficiency. The operative 
activities on the other hand, insofar as they are 
not a core element of the tasks of an airport, 
are predominantly done by third parties. I‘m re-
ferring mainly to the checks of the staff of our 
company but also those of all other companies 
where their job necessarily takes them from the 
uncontrolled area to the controlled area for em-
ployees. That applies for the transitions within 
the terminals and also for apron access. Our 
100% subsidiary FraSec should be mentioned 
here that provides this service for us together 
with the Airport Security Management division.

Airport Security

A Constant Flow
An interview with Erich Keil, Head of Corporate Security Fraport AG Frankfurt Airport Services Worldwide

 Management 
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Flying and security are inseparably bound to 
one another. Every passenger and also every 
visitor expects the highest standards of staff, 
technology, maintenance and organization. 
How can you always meet these expecta-
tions?

Erich Keil: In Germany the aspects of airport 
security are divided into three distinct areas by 
law. The Bundesinnenministerium (BMI – Fed-
eral Ministry of the Interior) is responsible for 
passenger checks and has assigned the fed-
eral police the job of supervisory control. They 
themselves make use of mainly private security 
companies to carry out these control measures. 
The responsibility for security of the airport 
compounds lies with the airports themselves by 
law. This is supervised by the relevant regional 
aviation authority. And finally, responsible for 
security measures concerning air freight is the 
Bundesverkehrsministerium (Federal Ministry of 
Transport) that, as the responsible intermediate 
authority, has commissioned the Luftfahrtbun-
desamt (LBA – Federal Office of Civil Aviation) 
to carry out this task for them. It is most impor-
tant that a uniform type of technology exists at 
all airports. The BMI ensures this in the first in-
stance and has set up its own central research 
and test center at the state police in Lubeck. 

as mobile phones, are also used. And from all 
this we can derive statistics that I can happily 
quote to answer your question. The SLS also has 
access to the entire video surveillance at the air-
port, and that is a lot. Per shift there are around 
ten employees in the SLS. They are managed by 
Security Duty Officers (SDO) who direct not only 
internal staff but also the operative staff outside. 
In a 24 hour period there are usually around 650 
to 800 events that result in about 500 to 600 
jobs for Security, 70 to 80 jobs for the rescue 
services (including jobs for the so-called PRMs, 
the passengers with restricted mobility such as 
wheelchair passengers) and around 30 jobs for 
the fire brigade. The high number for Security 
results mainly from following up on air security 
alarms (e.g. securing of doors at the border of 
the controlled air side), fire and intrusion alarms 
and other security jobs. This is of course a mas-
sive number of events over the course of a year 
and you can appreciate the pressure under 
which the SDOs work together with the team in 
the SLS.

The airport‘s own fire brigade forms an im-
portant part of the whole security concept 
and has a broad range of responsibilities. 
What are its main tasks and how many per-
sonnel are involved?

Airport Security

A Constant Flow
An interview with Erich Keil, Head of Corporate Security Fraport AG Frankfurt Airport Services Worldwide

The capabilities of technical apparatus and pro-
cesses are put to the test here and it is checked 
to see whether these can be integrated into the 
daily control procedures. Even if the European 
Commission declares certain technology as suit-
able, it will first of all be checked in Lubeck. If it 
is considered to be suitable there is will be em-
ployed by the state police and also the regional 
civil aviation authorities or the LBA 1 to 1.

The security control room is the ‚heart and 
brain‘ of your operations. What communica-
tion and visualization systems are used there 
primarily and how many call outs are there of 
Airport Security – including the fire brigade 
and the rescue services – each year, com-
manded, coordinated, monitored and docu-
mented by how many staff?

Erich Keil: The Security Control Room (SLS) is a 
so-called ‚integrated control room‘ in which all 
the activities of the security force, the airport 
fire brigade and the rescue services are coordi-
nated. Of course, everything that happens in our 
SLS is documented, precisely and watertight. For 
this we use an operations control system for the 
documentation and also for the radio communi-
cation that has already been partially switched 
over to digital operation. Normal systems, such 

Erich Keil, Head of Corporate  
Security Fraport AG Frankfurt  
Airport Services Worldwide
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Erich Keil: To carry out all the tasks there is a 
team of around 250 firemen and women on 
duty at the airport during the day and a large 
part of the night (325 including the administra-
tion, preventative fire protection and the fire bri-
gade training center). The four fire stations with-
in the compound are arranged so that any point 
on the extensive road and taxiway system can 
be reached within three minutes from receiving 
the alarm. At the new northwest runway this is 
actually achieved within two minutes. The broad 
range of jobs of preventative fire protection ex-
tends from tackling fires on aircraft and aircraft 
fire protection on the apron through fire protec-
tion in all the buildings and areas of the airport 
compound to technical support and operating 
the fire brigade training center. This is a center 
that serves not only for the training purposes 
of our own fire brigade but can also be used by 
firemen and women from other brigades.

To secure the new runway, Fraport tested and 
installed a new fence system for the first time, 
a high-performance alarm fence made by a 
German company. What have been your ex-
periences with this technology to date? How 
common are false alarms and does the system 
actually save monitoring and reaction staff?

Erich Keil: This new type of fence is a great in-
vestment from an operational point of view. 
Since it was put into operation almost exactly 
two years ago there has not been a single false 
alarm. This has meant that, while still being visu-
ally pleasing, we have been able to adapt our 
routine inspection tours to the new situation. The 
cost/performance ratio is therefore ideal even 
though the fence was more expensive at the out-
set and the system – based on quiescent current 
– naturally by far exceeds the requirements set 
by either the ICAO (International Civil Aviation 
Organization) or the regional authorities.

How can you provide consistent all-round 
protection for the entire compound, for the 
sensitive apron, the important building, 
aircraft, vehicles, technical systems, airfield 
lighting, transport routes, fuel storage and 
pipelines? And how important are the video 
management systems, danger alert systems 
and high-security access control systems?

Erich Keil: Your question covers almost all the 
technic systems of an international airport of 
course! It‘s not about securing everything within 
one all-embracing airport fence. I‘ve already 
touched on some of the methods in explaining 
the tasks of our control center. The total security 
for all eventualities that you mentioned doesn‘t 
exist in one system as such. It is rather a coordi-
nated interaction of video technology, alarm sys-
tems, control measures for people, vehicles and 
deliveries to the transit points to the security 
sensitive or secured areas and the cooperation 
of all employees at the airport. Everyone has 
a security job to some extent that starts with 
avoiding operational dangers (e.g. driving at 
the appropriate speed on the apron or following 
procedures at the aircraft stands).

There is continuous building, modernization 
or expansion at Frankfurt airport. That de-
mands additional and certainly not insignifi-
cant security measures. How do you achieve 
this and with what personnel and technical 
effort? Do you also employ external security 
service providers and mobile security sys-
tems?

Erich Keil: This question addresses another sig-
nificant part of the security tasks of an airport. 
Within our own organization we have a division 
that is responsible for this subject and works in 
close cooperation with the planners and those 
doing the work. The processes are conceived 

from a security background and implemented 
in process instructions. The security assignment 
and operations are then coordinated by the SLS. 
The number of staff assigned corresponds to the 
scale of the building works. Yes, external com-
panies are sometimes engaged for these tasks. 
And in these cases the systems mentioned previ-
ously (video, communication) play an important 
role.

The airport has meanwhile become a shop-
ping and experience airport. There are vital 
systems, such as security control rooms, alarm 
systems, automatic sprinkler systems, fully 
automatic baggage transport systems, com-
munications systems and emergency power 
supplies in the publicly accessible terminals. 
How does the security architecture look here?

Erich Keil: Naturally an airport operator must of-
fer products to its passengers, visitors and staff, 
on the one hand to provide the fundamentals 
but on the other hand to make the airport more 
attractive so that as many people as possible fly 
from here and so that you can feel good in such 
an enormous environment. At the same time, we 
try to make the waiting time for transfer passen-
gers – who make up more than half of the total 
number of people using the airport – as pleas-
ant as possible and to set up ideal and sensible 
transfer routes. From the point of view of secu-
rity, it must be observed that the facilities used 
by them are always freely accessible and that 
our obligation to transport security is fulfilled 
in all aspects. This becomes noticeable above all 
when a lot of people are within our terminals at 
the same time. Think of the demonstrations that 
have taken place every Monday since the north-
west runway was put into operation, where just 
in the area of Terminal B West between 500 and 
800 people are mingling with the flying public. 
Here we have to organize the cooperation be-
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WHAT REALLY MATTERS.

• Super low light sensitivity
• Extreme backlight compensation
• High speed video capture 

The Grundig GCI-K2505B camera eliminates the over and under 
exposure of video images caused by high contrast and low light 
conditions.
See for yourself at a Grundig distributor near you.

www.grundig-security.com

SEE 
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GLOOM.

Conventional 
camera

THE GRUNDIG GCI-K2505B IP CAMERA  
PROVIDES PERFECTLY EXPOSED  
IMAGES IN CHALLENGING LIGHTING 
CONDITIONS.
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tween the respective offices of the City of Frank-
furt, the regional and state police and our corpo-
rate security so that on the one hand the normal 
passenger traffic can continue without complica-
tions but on the other hand the demonstrators 
can exercise their constitutional right.

Fraport is obliged to secure the airport 
compound because of various national and 
international laws. What sort of system copes 
with tens of thousands of IDs – how do you 
keep constant track of fluctuations, external 
companies and visitors? What systems do you 
prefer to use in each area (magnetic cards, 
transponders, RFID or biometrics) and what 
experiences have you made with the newest 
access control technology?

Erich Keil: You‘ll understand that for security 
reasons I can‘t talk about all our systems. How-
ever, the subject of ID is one of the most difficult 
to master within an organization that not only 
has many of its own employees but also those 
of external service providers to cover. The earlier 
ID service is therefore being given a comprehen-
sive overhaul and will result in the airport ID Ser-
vice Center. That sounds casual at first but it is a 
process that must be carried out together with 
the employees. In addition, our ID administration 
system must be adapted almost daily to the cur-
rent conditions, not just for reasons of the fluc-
tuation of employees, to keep more than 75,000 
IDs and around 20,000 driving permits up-to-
date. Further, the latest technology demands 
a change in our airport ID cards. Where before 
a magnetic strip on the card was sufficient, for 
an interim period we need hybrid IDs that have 
the magnetic stripe on one side but simultane-
ously include modern RFID technology and can 
be used at our new readers. Here it is only neces-
sary to hold the ID close to the reader to read the 
data from the RFID chip. This ensures that only 

those people can enter the area behind the read-
er who have the appropriate authority. The same 
goes for driver‘s permits that meanwhile can be 
used at multiple locations. But I haven‘t yet men-
tioned the well-known color distinction of our 
IDs that discriminates between those authorized 
for public areas, operational areas and the apron.

How does the dialog between member com-
panies and authorities within the Global Play-
er Initiative contribute to airport security?

Erich Keil: I am convinced that security can 
only be ensured in a globally networked world 
if those responsible openly discuss the risks. The 
good communication between internationally 
operating companies and the security agencies 
about subjects such as commercial crime, people 
smuggling, corruption or the prevention of ter-
rorism is irreplaceable. For this reason we take 
part – together with almost 60 other German 
companies – in the Global Player Initiative of 
the Bundeskriminalamts. This initiative has built 
up a network between the participating compa-
nies and the BKA to distribute security-relevant 
information quickly if needed. We company rep-
resentatives use this opportunity, for example, 
to keep ourselves informed about the security 
situation in foreign markets in which Fraport is 
active or would like to be active. The exchange 
serves not only our own travel security, location 
security for existing activities of Fraport abroad 
but also for prevention in areas that may be rel-
evant for Fraport in future. The Initiative is there-
fore for both sides an organization from which 
everybody profits. It is a give and take on both 
sides and this is the only way such a cooperation 
can be successful.

What are your prime aims in the near future? 
Where do you expect technical innovations 
and changes or a re-think of security planning?

Erich Keil: I mentioned at the start of the inter-
view that there are always changes going on 
at an airport like ours in Frankfurt, also in the 
security philosophy. From this comes my high-
est priority to take control of these changes, to 
coordinate them and communicate them within 
the organization but also in the affected de-
partments of the airport and to the appropriate 
authorities. Sometimes approvals are necessary 
from the authorities, sometimes processes must 
be adapted or altered for legal reasons or be-
cause of the physical situation. And so there is 
a constant flow in security and never standstill. 
This applies to the technology as well that is be-
ing constantly developed and researched, just as 
in the past. Think for example of body scanners 
or mass spectrometer methods used in passen-
ger or staff controls or the subject of liquids for 
passengers that are undergoing constant change 
and are dependent on the progress of technol-
ogy. Those are words that a few years ago were 
not ever used in conjunction control technology.

It is good to know that you take on your diffi-
cult job with exceptional professionalism and 
great flexibility. Many thanks for your time 
and the informative conversation.

Scientific Editor
Heiner Jerofsky
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Dome Camera with IR LED Focusing 
Samsung Techwin’s SNP-6200RH 
Full HD 20x optical zoom IR net-
work dome camera is intended 
to provide a cost-effective video 
surveillance solution for challeng-
ing environments such as airports, 
ports and other transport facilities, 
as well as car parks, open spaces, 
retail and industrial estates. The 
network dome camera is able to 
capture superb quality Full HD 
(1,920 x 1,080). Its built-in IR LEDS 
can illuminate objects at a distance 
of up to 100m by focusing the beam 
as the camera zooms, resulting in 
clear imaging even when the field 
of view is in total darkness. The ON-
VIF conformant camera is equipped 
with Wide Dynamic Range (WDR) 
technology for environments where 
there may be strong contrasting 
lighting conditions. It is also weath-
erproof to IP66 as well as IK10 
vandal resistant, and can with-

stand high temperature variations 
of –50 °C to +55 °C, making it an 
ideal video surveillance solution in 
even the most challenging environ-
mental conditions. It utilizes band-
width friendly H.264 compression 
with the option to also use MJPEG 
compression.
	 STEsecurity@samsung.com

Full HD – Remote Back Focus Control
Dallmeier’s IP cameras of the 4920 
series offer pin sharp images in Full-
HD quality, and an easy and con-
venient configuration and installa-
tion. Whether as box camera or in a 
vandal-resistant dome housing: The 
DF4920HD-DN and DDF4920HDV-
DN use a 5 megapixel CMOS image 
sensor and provide Full-HD video in 
real-time (1,080/p) using the H.264 
codec. A special highlight of the 
4920 series is the function Remote 
Back Focus Control – a technology 
which allows for a precise and easy 
remote focusing over the network. 
With just one click, the ideal focus 
range is recognized automatically 
(One-Push Autofocus), which then, 
if needed, can be precisely adjusted 
by using manual fine-tuning. This 
results in always achieving per-
fect images with excellent sharp-
ness. Furthermore, the Digital 
Image Shift function provides for 

a digital fine alignment of the im-
age section conveniently via web 
browser, without having to modify 
the camera itself. Depending on the 
requirements, the camera can be 
conventionally supplied with 12V 
DC or conveniently operated via 
Power over Ethernet which allows 
for an easy, quick and cost-effective 
cabling and commissioning.
	 www.dallmeier.com
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The premise of the exercise was that severe 
storms and rain in Salzburg and its surrounding 
area had caused landslides, buildings to collapse 
and flooding. This had also led to a number of 
train and boat disasters. In addition, there was 
a plane crash at the airport and chemical leaks 
at two nearby towns. National emergency re-
sponse vehicles were deployed for many weeks. 
The Austrian Minister for the Interior and the 
Salzburg authorities then decided to deploy ad-
ditional support from the international EU civil 
protection response system. In total, 900 emer-
gency response units from seven different coun-
tries attended 22 different, hypothetical emer-
gency incidents, over 3 days.

The company responsible for Operation Tara-
nis and its organization was Excon. They ap-
pointed LaBoe Security OG to provide remote 
viewing, transmission and monitoring of all the 
incidents and the responses.

Despite the huge scale of the operation, each 
of the 22 incidents was monitored in real-time. 
Full HD, IP cameras from Grundig provided the 
images and VMS software from Alnet Systems 
provided control. The cameras were mounted on 
hydraulic, telescopic masts and powered by bat-
teries. Their HD images were transmitted using 

Disaster Prevention

Operation Taranis Monitored
Europe’s Largest Ever Disaster Response Exercise Was Expertly Monitored by Grundig

Salzburg in Austria recently played host 

to the largest disaster response exercise 

ever undertaken in Europe; codename 

Operation Taranis. The EU co-funded pro-

ject took place in June 2013. 

30     GIT Security 1/2014� www.GIT-SECURITY.com

 Security 



ASP AG (Grundig Security), Remscheid, Germany
Tel.: +49 2191 374 9883
info@grundig-security.com · www.grundig-security.com

▶ C o n t a C t

New low-light Full HD box camera
The new GCI-K2505B true day / night box cam-
era is the latest addition to Grundig’s compre-
hensive IP range. The high quality IP camera of-
fers outstanding sensitivity at low-light levels. 
The camera remains in colour mode until 0.03 
Lux, before switching to black and white mode, 
where its sensitivity extends to an incredible 
0.005 Lux with no additional IR lighting.

The GCI-K2505B uses a 2 Megapixel CMOS 
sensor with dual shutter and Progressive Scan 
technology to produce high quality, quad video 
streams at these exceptionally low light levels. 
Installers can select a range of resolutions for 
each video stream. Options include a single, 
1080p stream at 50 frames per second (FPS) 
in H.264 or MJPEG formats; dual streams of 
1080p and 720p at 50FPS; and Quad streams 
of 1080p, 2x 720p and CIF, simultaneously at 
25 FPS.

Andreas Franusic, product manager at 
Grundig, explains, “The high ‘frames per sec-
ond’ rate increases low-light performance and 
enables real-time video recording from multi-
ple streams simultaneously. The Quad stream 
technology allows efficient video transmission 
and storage, whilst saving network bandwidth. 

The streams can be optimized to suit applica-
tions, such as 1080p for NVR recording and 
lower resolution 720p, D1 or CIF video streams 
for monitor displays, PCs, tablets and smart-
phone viewing.”

The GCI-K2505B is ONVIF S compatible, 
comes with a micro SD/SDHC memory card 
slot for alarm and scheduled image record-
ing and has a power over Ethernet (PoE IEEE 
802.3af) option, so no separate power supply 
is required.

The camera’s video format is 16:9, which 
can be rotated through 90° to provide portrait 
(corridor view) or landscape views. It has mo-
tion detection built-in and five privacy zones. 
Image quality has been further enhanced with 
ATW, WDR and DNR functionality. 

� info@grundig-security.com

Grundig SDK integration with Milestone´s XProtect
Grundig Security, world-class manufacturer of 
IP, HD-SDI and analogue security products is 
pleased to announce its Software Development 
Kit (SDK) integration with Milestone Systems, 
provider of XProtect open platform Video Man-
agement Software (VMS).

Milestone Systems is the world’s lead-
ing supplier of open platform VMS solutions. 
Its XProtect open architecture VMS is used 
by more than 100,000 customers worldwide. 
Milestone delivers a flexible and reliable VMS 
platform to manage every requirement of a 
security system with unlimited integration 
capabilities for third-party analytics and busi-
ness solutions. The XProtect platform is scal-
able, making it ideal for installations ranging 
from just a few cameras up to large, multi-site 
applications in the thousands. The XProtect cli-
ent interfaces are available in 26 languages 
and adjustable for different user skill levels or 
tasks.

Founded in Copenhagen, Denmark, in 1998, 
Milestone Systems has 15 international offices, 
annual revenues in 2012 of 55.6 million USD 
and a network of 8,000 channel partners. 

Grundig Security manufactures advanced 
video surveillance systems for professional se-
curity applications. Grundig offers IP, HD-SDI 
and analogue technology solutions. Its product 
range includes surveillance cameras; DVR and 
NVR recording systems; LED backlight moni-

tors; and network transmitters. Its IP camera 
range, now integrated with XProtect, provides 
Full HD video in 2, 3 and 5MP formats and in-
cludes box, bullet, fixed dome and PTZ dome 
cameras with vandal and weather-resistance 
options and numerous mounting methods. All 
Grundig products deliver high quality video 
images and practical installation features with 
intuitive set-up and operation.

Grundig Security, head-quartered near 
Duesseldorf, Germany, has a reputation for 
producing products with exceptional function-
ality, quality and reliability. Grundig invests in 
brand promotion and marketing, creating de-
mand for its products and services across the 
world. Comprehensive market experience and 
expertise are used to inform new product de-
velopment. The Milestone website, www.mile-
stonesys.com, lists every compatible Grundig 
camera by model number. 
� info@grundig-security.com

wireless IP technology, by fibre optic network or 
by a 3G mobile network. A walk-in observation 
room contained many Grundig Full HD monitors 
along with three video walls. Each incident was 
also remotely monitored by the EU commission 
in Brussels, the Red Cross headquarters in Salz-
burg and at Excon’s HQ.

Exercise Director and Salzburg’s “security 
commissioner”, Anton Holzer, concluded, “All the 
teams have excelled in providing an outstanding 
emergency response. They demonstrated a high 

level of competence and effective, cooperative 
communications. They not only carried out their 
difficult tasks with great professionalism and com-
petence, but also with passion and enthusiasm”.

The exercises were a great success and pro-
vided reassurance that the emergency response 
to any unprecedented EU disaster would be fast, 
highly competent and effective. Grundig IP cam-
eras and monitors impressed all the agencies 
involved with their image quality, both day and 
night.

www.GIT-SECURITY.com� GIT Security 1/2014     31

 Security 



GIT SECURITY AWARD 2014 –  
the Winners
Again it was a neck-and-neck race for the GIT SECURITY AWARD 2014. Only three products in  

each of the five could win: Those ones the most readers were voting for – via fax, letter or online  

voting on www.PRO-4-PRO.com. Thanks to all participants!

WINNER

Siemens: Sirius 3SK1 Safety Relays

Safety Relays Have Never Been So Simple and Flexible
Convincing safety solution for machines – The new safety relays are characterized by ease of understanding, a clear 
product portfolio, and a high degree of flexibility. The safety relays are packed with a host of functions that can be 
parameterized using DIP switches. This reduces device variance while retaining maximum functionality. Thanks to the 
low number of devices, selection is simplified, and costs for storage, maintenance and engineering are minimized. The 
modularity of the 3SK1 system enables adaptation to new requirements in the application at any time. This secures 
flexibility, and enables customized solutions with the 3SK1 system. siemens.com/safety-relays.

Wagner: OxyReduct VPSA 

Active Fire Prevention with VPSA technology
OxyReduct with Vacuum Pressure Swing Adsorption (VPSA) technology by Wag-
ner is a system for active fire prevention based on oxygen reduction, which is 
particularly well-suited for large storage areas. Using a physical process to sepa-
rate gas mixtures, this innovative technology produces nitrogen to reduce the 
oxygen level in the risk. Using positive and negative pressure, the surrounding 
air is split into nitrogen and oxygen directly on-site. Thus the energy consump-
tion to generate one cubic metre of nitrogen can be reduced by up to 50% under 
certain conditions compared to conventional PSA technology. OxyReduct VPSA 
works extremely efficiently and is especially used for large production volumes 
of nitrogen.

WINNER

Readers‘ Choice

 �Category A Safe Automation

 �Category B Fire and Explosion Protection, Industrial Safety

2014
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CSMS (Contactless Safety Monitoring Sensor)
The CSMS is a safety sensor based on RFID technology. Safety series 
circuits of up to 32 sensors, compliance to PL e / SIL 
3 (category 4) can be achieved without the need of 
additional monitoring devices. As there is no need 
for external monitoring and associated accesso-
ries, costs are greatly reduced. M12 modular con-
nectivity provides fast, easy and simple system 
installation as standard. The coding level of the 
CSMS already complies with prEN14119 draft 
regulations. Protective device system errors are 
located quickly and easily with the help of the 
diagnostic interface. At any time the system 
status of each of the 32 CSMS can be transmit-
ted to the control system via Profibus.

Congratulation to Mr Ralf Suerbaum from  
Hamburger Kunsthalle, winner of the reader 
price, a brandnew Pentax camera.

Dehn + Söhne: DehnSecure

DehnSecure Protects d.c. Applications
The modular devices of the DehnSecure product family are coordinated lightning current arresters with a 
discharge capacity of 25 kA (10/350) and a functional design. They can be energy coordinated with type 2 
surge arresters of the Dehn Red/Line product family without additional cable length. The DehnSecure ar-
resters combine high performance and user-friendliness in a single device. Their electrical parameters were 
rated for the most stringent requirements in lightning and surge protection systems. The modular design of 
the DehnSecure arresters makes them safe and user-friendly. The vibration-proof module locking system, 
for example, is unique. The mechanically coded base part and protection module ensure against installing 
an incorrect replacement module. 

Bernstein: Contactless-Safety-Monitoring-Sensor

2nd Place

Siemens: SWING

Wireless Fire Detection
With its SWING fire detection system (Siemens Wireless Next Genera-
tion), Siemens is introducing a wireless fire detection solution which of-
fers a high level of reliability and flexibility. SWING combines a failsafe 
wireless network with patented ASA technology (Advanced Signal Anal-
ysis) to ensure optimal fire detection. The system is especially suitable 
for use in locations where the wiring of fire detectors is impossible or 
undesirable. The system is based on mesh technology, which maximizes 
communications redundancy and thus matches the security and reliabil-
ity of a cable-based solution.

2nd Place

3rd Place

FLIR: K-Series

Handheld Thermal Imaging Cameras for Fire 
Fighting Applications
The K-Series enables fire fighters to see through smoke. This 
helps them to find victims in smoke filled rooms and to see 
if a fire is burning behind a wall. This knowledge can help 
them to avoid dangerous “back drafts”. For these applica-
tions infrared camera world market leader Flir Systems now 
offers the Flir K50 (320 x 240 pixels) and the Flir K40 (240 
x 180 pixels) – both have a large bright 4” display and fea-
ture 5 different color modes for every situation. The K-series 
withstands a drop from 2 meters on a concrete floor, is wa-
ter resistant to IP67 and fully operating up to +85 °C and up 
to 260 °C for 5 minutes – and it can be operated with fire 
fighters gloves. Flir offers 2 years warranty on the camera 
and 10 years on the detector.

3rd Place

Readers’ Price
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Mobotix: M15 IP Camera

Allround Dual Camera
The camera M15 builds on Mobotix‘ innovative camera platform concept and 
offers two exchangeable 5 Megapixel sensor modules. In this way, it can be 
adapted to current and future needs at any time, regardless of the original 
mounting place. Five different sensor combinations are currently available. By 
using 5 Megapixel sensors, the users will gain more than four times better light 
sensitivity, a frame rate of up to 30 frames per second and an increased zoom 
in color and in black-and-white. The M15 is equipped with the new MxActivi-
tySensor technology for intelligent motion analysis that reduces false alarms 
considerably. Furthermore, it is IP66-certified and is successfully tested at a 
temperature range from -30 °C to +60 °C.

WINNER

Salto : Clay Cloud Access Control

Cloud-based Access Control System
Clay by Salto is a brand-new easy to use, secure locking solution for SME’s that is revolution-
ary in design, usability and features. The key hardware element is the Clay IQ that serves as the 
hub between the wireless lock and the cloud, and is so simple to set up, users need only plug 
it into a standard electrical socket. Neither router configuration, nor any other cabling is re-
quired. The new product utilizes the versatility of the cloud to give owners of SME businesses 
the ability to control their building access remotely and manage it in real-time via any device 
with an internet connection, providing security that is both flexible and future-proof.

 �Category D Access Control, Intruder Alarm, Perimeter Protection

Winner

 �Category E Safety and Security Management

Bosch Communication Center: Secure Truck Parking

Secure Truck Parking
There is an increase in goods traffic and a raising demand for mobility in a qualitative and quantita-
tive dimension. The lack of parking lots for trucks lead to a high number of traffic fatalities and rising 
crime by freight theft due to increasing values of goods, parking lots searching, parking in restricted 
areas and tiredness of drivers. Bosch Secure Truck Parking (BSTP) combines three components: 1) On-
line booking platform 2) Video surveillance 3) Intervention via Monitoring Center In combining techni-
cal with personnel methods, which contains both an intelligent booking system and physical security, 
BSTP prevents attacks on trucks. Thus, truck drivers can use their regeneration phases effectively and 
economic damage is prevented in advance.Winner

Readers‘ Choice
 �Category C CCTV
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Panasonic: WV-SW598

New Panasonic Full-HD Dome Camera with 30x Optical Zoom 
and Rain Wash Coating
The new WV-SW598 from Panasonic comes with a set of features that per-
mit it to be installed outside in challenging climatic conditions. The casing 
comes with a so-called rain wash coating that amounts to an unpaid win-
dow cleaner coming by every time it rains. The coating ensures that 

flatter water droplets take dust and dirt with them when 
they roll down the outer housing as they cannot form 

the usual globular shape on the special surface coat-
ing.The super high resolution of the camera at Full 
HD / 1920 x 1080 pixels ensures that fine detail is 
maintained, and transmitted at up to 30 fps over 
multiple H.264 (high profile) and JPEG streams 

that allow simultaneous real time monitoring and 
high resolution recording by the new Uniphier, Pana-

sonic’s proprietary LSI platform.

Abus Security-Center:  
Ultivest Wireless Alarm System

Plan, Configure and Secure Wireless Alarm System
The Ultivest wireless alarm system goes beyond providing clas-
sical alarm components: It combines active burglary protection 
that links electronic surveillance and mechanical security, access 
control, IP-based video integration, app remote control and op-
tional connection to the home automation system via KNX. Infor-
mation and status messages are displayed clearly. Buttons which 
light up as the situation requires and voice prompts contribute to 
the ease of use.

Bosch Security Systems: Amax

Amax Intrusion Alarm Systems –  
Simply Reliable
Amax intrusion alarm systems from Bosch are 
designed to meet the special requirements of 
homes and small to medium-sized businesses. 
Thanks to the LCD or LED keypad which fea-
tures a self-explanatory menu-driven navigation 
structure the operation of the intrusion alarm 
systems is extremely easy. Amax panels enable a 
simple and cost-effective installation due to in-
telligent default programming of the panel. The 
panel supports multiple alarm transmission op-
tions like communication via telephone network 
and internet.

SimonsVoss Technologies: Protect Function

Protection in a Flash
SimonsVoss has enhanced its Electronic Locking and 
Access Control System 3060 with a newly designed 
protection function. With it, door locking devices 
can be activated or deactivated in a split second in 
the event of an emergency. People want to be able 
to act very swiftly in the event of a fire alarm or at-
tacks on people, such as a shooting incident in a 
school. This new protection function provides three 
responses in such emergency situations: a simple 
press of a button makes it impossible to open a door 
from the outside – intruders can no longer get in-
side as a result. By the same token, means of escape 
can also be immediately provided by pressing the 
button to deactivate the locking device concerned.

2nd Place

2nd Place

Samsung Techwin: SNP-6200RH

PTZ-Network Dome Camera
The SNP-6200RH is a 20x optical zoom IR 
PTZ network dome camera able to cap-
ture superb quality Full HD images. An 
IR function illuminates objects at a dis-
tance of up to 100m by focusing the 
beam as the camera zooms, resulting 
in clear imaging even when the field 
of view is in total darkness. The ONVIF 
conformant SNP-6200RH is equipped 
with Wide Dynamic Range technology 
for environments where there may be 
strong contrasting lighting conditions. It 
is also weatherproof to IP66 as well as 
IK10 vandal resistant, and can withstand 
high temperature variations of –50 °C to +55 °C 
making it ideal for demanding applications.

3rd Place

3rd Place

3rd Place

Advancis: WinGuard

Software Platform to Organize Security
WinGuard is a software platform that integrates several non-
connected security systems of different manufacturers, controlling 
them by a homogeneous user interface. The user is enabled to de-
tect incidences and to resolve them with approved standardized 
procedures. The most recent version WinGuard X3 is a solution 
reaching far beyond the common scope of conventional security 
management systems and additionally offering integration of the 
complete building and communication technology. The connection 
to higher-tier mission control systems is another enhancement 
compared to conventional security management. Procedures au-
tomatically initiated by the system and dynamic workflows sup-
port the user in event handling.
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The Categories

A – Safe Automation

B – �Fire and Explosion Protection,  
Industrial Safety 

C – CCTV

D – �Access Control, Intruder Alarm,  
Perimeter Protection

E – Safety and Security Management

SECURITY
2015

Participation conditions and registration see here: 
www.PRO-4-PRO.com/en/Safety-Security/ 
secaward2015

apply
right now
d e a d l i n e
March 31,2014

Get Ready for  
GIT SECURITY 
AWARD 2015
Yes, you are right. Although we have just announced the winners 
of this years GIT SECURITY AWARD, we would like to invite all pro-
viders of security and safety products to join in the competition for 
GIT SECURITY AWARD 2015 already now. As we want to present 
the winner of the GIT SECURITY AWARD 2015 next year at the Se-
curity Essen show in September, we will therefore change the time 
schedule: Please apply for GIT SECURITY AWARD 2015, already until 
March 31 and submit your product entry.

Saving lives is what we do best. 
Protecting property is our passion.

With an instinct to protect, you can depend on Apollo 
to deliver the right  re detection solutions, whatever the 

application. Working with our trusted global partners, we 
provide cutting-edge technology to meet the demands of 

even the most challenging environments.

INSTINCT  TO

PROTECT

A mother polar bear will either look for a den or construct one for her cubs, providing 
insulation and protecting them from predators in the  rst critical months of their lives.

+44 (0)23 9249 2412
verkauf@apollo-  re.com

To view all of our product ranges visit: 
www.apollo-feuer.de/instinct

FIRE DETECTION SOLUTIONS TO PROTECT LIVES AND PROPERTY.
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COOPERATION

Joint Success 
Bosch Celebrates 10 year Cooperation with Wagner

In 2001, Wagner decided to use the decades of 
experience it had accumulated in the field of fire 
protection system applications – from research 
and development, production and design to sys-
tem integration – to develop a new technology 
in very early fire detection. Reliable and highly 
sensitive very early fire detection is a neces-
sity for particularly complex operational environ-
ments with high security requirements. In order 
to provide this, the company reached a mile-
stone in the field of air sampling smoke detec-
tors with the Titanus range, which was first in-
troduced 12 years ago. The patented Logic·Sens 
signal processing system checks the air samples 
from the protected area and reliably compares 
them to established fire characteristic patterns 
making it capable of recognizing even the small-
est pyrolysis particles as a fire. This range is VdS 

Bosch and Wagner celebrated 10 years 

of successful cooperation in air sampling 

smoke detector systems on 23 Septem-

ber 2013 in Langenhagen. The program 

also included the presentation of a tech-

nological innovation, the latest milestone 

in fire detection.

approved, complies with the EN 54-20 directive 
and other international standards.

Bosch Sicherheitssysteme made a major 
advancement in the worldwide technologi-
cal leadership in the field of early fire detection 
using air sampling smoke detectors when it in-
cluded Wagner air sampling smoke detectors 
in its standard range of fire protection systems 
in 2003. Uwe Ladwig, Head of Fire Detection 
Systems at Bosch, stated the following about 
the partnership: „We consider Wagner to be a 
reliable and long-standing supplier of state-of-
the-art fire protection technology. Thanks to our 
close collaboration, we have managed to com-
plete many challenging international projects 
with technologically progressive concepts. Our 
objective is to offer our customers an optimal 
solution with the best components available on 

Werner Wagner, Managing Director 
and founder of the Wagner Group, 
presents Uwe Ladwig, Head of Fire 
Detection Systems at Bosch Sicher-
heitssysteme, with a glazed air sam-
pling smoke detector as a thank-
you for ten years of joint success in 
the field of early fire detection
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the market. In dialogue with Wagner, we continu-
ously expand our range and are now developing 
solutions to fulfill tomorrow`s customer require-
ments.“

Latest Milestone
As part of its international sales activities, 
Wagner supports its OEM partner with profes-
sional training, design assistance and project 
support for national and international projects. 
As part of further product development, it has 
also succeeded in integrating Bosch LSNi tech-
nology in its air sampling smoke detection sys-
tem. The advantage: the air sampling smoke 
detection system can be connected directly to 
the modular Bosch 5000 series central fire panel 
and the information on faults, alarms, service 
and maintenance is transmitted via the LSNi bus 
system network. The detectors can also be con-
figured directly from the control panel via the 
network.

This global innovation was presented live 
at the Wagner World during the 10-year anni-

versary celebration on 23.09.2013: „Our newly 
developed technology is based on our solution 
approach ‘We will tell you what’s burning and 
what isn’t’“ says Torsten Wagner, Managing 
Director of the Wagner Group, who is also in 
charge of research and development. For the 
first time, the specific fire patterns of materials 
for each customer can be defined and recog-
nized by the technology. For example, the detec-
tion function can differentiate between cigarette 
smoke, dust, beech wood, PVC and cardboard. 
Torsten Wagner explained: „At the same time, 
the knowledge gained on what is burning 
makes it possible to define new protection con-
cepts in order to take the appropriate effective 
countermeasures. As such, the staff can simply 
be informed of cigarette smoke, instead of the 
fire brigade being called in.“

Wagner Group GmbH, Langenhagen, Germany
Tel.: +49 511 97383 0 
info@wagner.de · www.wagner.de 

▶ C o n t a C t

Attendees of the 10-year anniversary in Langenhagen near Hanover included: from left to right: Felix 
Heck (Wagner Products), Sören Wittmann (Bosch), Thomas Knauel (Bosch), Uwe Ladwig (Bosch), Robert 
Guggina (Wagner Products), Werner Wagner, Christian Lechner (Wagner Products) and Torsten Wagner

Torsten Wagner, Managing Director of the Wagner Group, presents the latest technology in early fire 
detection: It sets itself apart with its intelligent detection, as it can recognize and analyze important 
disturbance variables during very early smoke detection. This significantly increases false alarm immu-
nity and enables the development of new protection concepts

Sensor Performance Improved 

Hochiki Europe has launched three sen-
sors: The ALN-EN, ATJ-EN and ACC-EN 
devices have a number of features that 
improve functionality and reduce false 
and unwanted alarms – making them 
particularly intelligent. Replacing the 
ALG-EN photoelectric smoke sensor, the 
ALN-EN builds on its incredible success 
by further refining the responsiveness of 
the company’s High Performance Cham-
ber Technology. Its design minimizes the 
differences in sensitivity experienced in 
flaming and smoldering fires, providing 
an optical chamber that is equally reac-
tive to all smoke types and which greatly 
reduces the possibility of false alarms. The 
ACB-E heat sensor has been superseded 
by the ATJ-EN, which incorporates a vari-
able temperature heat element as well as 
a rate of rise heat element – both of which 
can be managed from a control panel. This 
allows either element, or both simulta-
neously, to play an active part in making 
the alarm decision. Last but certainly not 
least, the ACC-EN has taken over from the 
ever-popular ACA-E as the company’s flag-
ship multi-sensor. It features three modes, 
allowing the optical element, the thermal 
element or both to be active. Like the ALN-
EN it also has the distinct advantage of uti-
lizing High Performance Chamber Technol-
ogy. All three devices are fully compatible 
with the Company’s Enhanced Systems 
Protocol (ESP) – a robust addressable com-
munications solution for intelligent fire 
detection. In addition, they offer increased 
noise immunity and a number of software 
advances. To help with identification, new-
ly designed ergonomic outer covers come 
with ‘at-a-glance’ marking – unmarked de-
notes smoke, one ring heat and two rings 
indicate it is a multi-sensor. Each device is 
fully backwards compatible with its pre-
decessor, ensuring a seamless transition if 
products need to be retrofitted into an ex-
isting system. What’s more, the chambers 
can easily be removed or replaced for easy 
maintenance, while EN54 and LPCB third-
party approvals, alongside VdS and SIL ver-
ifications rubber-stamp their credentials.
� www.hochikieurope.com 
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tection system will have also changed and it’s 
something you probably have not even thought 
about. It’s your responsibility to give your fire 
detection specialists all the information that’s 
needed to ensure that they still have the right 
fire detection and protection equipment in the 
right place to protect you. 

Choosing the right technology for any envi-
ronment can significantly reduce the likelihood 
of false alarms and more importantly the right 
sensor detection and protection for the risk. 
Leaving malicious interference to one side, false 
alarms are usually caused by the fire system re-
acting exactly as it is designed to do; it will raise 
an alarm because it has sensed something that 
it thinks looks like the symptoms of a fire, but 
is later discovered to have come from a non-fire 
source. More often than not the technology is 
rarely to blame – it’s the decisions we make to 
install what we do where we do that is at fault. 
This is why it’s vital that even small changes of 
use need to be considered (such as an old office 
becoming a hot drinks station) to help estab-
lish whether the fire detection equipment could 
identify a symptom of fire from a non-fire source.

The Discovery range from Apollo is one ex-
ample of a product ideally suited to changes 

Paul Pope, Business Innovation Manager EMEA at Apollo, suggests that while January 

might be the time for personal resolutions, building owners and those responsible for 

fire detection technology should also be making a resolution to review their systems 

with their installers and specifiers to ensure they’re still up to the job.

such as that above. Each detector has different 
certified sensitivity settings, so that fire detec-
tors can be ‘fine-tuned’ to the local environ-
ment – so office to drinks station may not need 
a new detector but a ‘re-tuning’ of the current 
one to allow for steam produced from a kettle. 
The five different modes offered on this range 
are designed to take account of the variations in 
fire detection requirements, as, for example, the 
requirements of a cleanroom will be very differ-
ent from that of a boiler room. 

So often we hear of sites overhauling their 
fire detection system because they’ve become 
troublesome, unreliable, subject to too many 
false alarms and are providing poor or no intel-
ligence for the complexities required in modern 
fire detection and protection systems. It seems 
a shame, however, that this overhaul only takes 
place when fire detection systems are starting to 
creak at the edges, cost money and are gener-
ally failing to deliver. How much time and mon-
ey could organisations save if we encouraged a 
more proactive approach to assessing fire de-
tection technology? With this in mind, perhaps 
it’s time we made this year’s New Year’s reso-
lution about just that – minimising false alarms 
and maintaining certified fire detection and fire 
protection measures by overhauling technology 
that’s no longer suited to what it’s being asked 
to deliver. 

Why Change?
Take a look around your workplace – what’s 
changed from this time last year? The chances 
are something will be different. Since January 
2013 you may have a new use/risk for a room, 
more staff, a different building layout and 
chances are, the requirements for your fire de-

Fire Detection

A Resolution to Reassess

Paul Pope, Apollo Fire Detectors

For every scenario there is the right detector: Optical sensors, smoke, carbon monoxide 
and multisensor detectors can be combined to give a rapid and accurate response ▼
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We are fortunate to be in a position where 
technological advances provide us with a broad 
scope of detection equipment that can provide 
coverage in almost every situation. From optical 
(photo-electric) smoke detectors (which respond 
particularly well to slow-burning, smouldering 
fires) to multisensor detectors providing smoke 
and heat sensors (combining optical readings 
with temperature change to give a rapid ac-
curate response) the choice is, almost, endless. 
Combining this with the open protocol approach 
favoured by some manufacturers, such as Apol-
lo, a subtle change in use in any building pre-
sents few challenges. 

Fire detection is not a static business, the 
technology and standards move on, but more 
importantly, the places it protects, change. It’s 
our responsibility as fire detection experts to 
ensure that we are always providing the most 
appropriate needs for each and every one of 
clients, helping them to minimise needless false 
alarms and ensure that lives and property con-
tinue to be protected. However, this responsibil-
ity also extends to you, the site owner, to keep 
us updated with any changes, so make it your 
New Year’s resolution to review your fire detec-
tion needs to continue protecting life and prop-
erty at your business.

Apollo Fire Detectors, Havant, UK
Tel.: +44 2392 492412 
marketing@apollo-fire.co.uk · www.apollo-fire.co.uk

▶ C o n t a C t

An Education in Fire Protection for the  
University of Hertfordshire
In a refit undertaken as part of an upgrade 
to an existing system, Apollo Fire Detectors 
is protecting the lives and property of more 
than 3,400 students housed at the Univer-
sity of Hertfordshire’s owned and managed 
student accommodation.

The College Lane Campus is based at 
the heart of the University, giving students 
access to the Students’ Union, its entertain-
ment venue – The Forum – as well as teach-
ing rooms and the University’s largest Learning Resources Centre. The Fisk Fire Group was tasked with 
installing Apollo‘s XP95 range across the campus’ communal areas and more than 650 bedrooms. 

The Fisk Fire Group is part of Apollo‘s Partner Plus programme and has worked with Apollo for 
more than 20 years. The Partner Plus programme enables Apollo and its customers to work in true 
partnership, ensuring that end users, such as the University of Hertfordshire, receive both a seam-
less and efficient service, as well as reliable and robust products. 

Mark Fisk, director at Fisk Fire, explains more about the University project: “Student accommo-
dation is a very unique and fluid environment: in term time the accommodation is a thriving social 
environment, whereas during holidays the number of residents reduces significantly. In addition, 
the communal areas, usually kitchens, can present the risk of false fire alarms, with a host of ‚deli-
cacies‘ being prepared – some more successful than others! The detectors need to compensate for 
excess steam and smoke, while still providing appropriate fire detection. 

„Having worked with Apollo for more than two decades, we knew that its XP95 range was 
a good fit for this environment. Like all of Apollo‘s products, XP95 is an open protocol solution, 
which means we had full flexibility with regards to the other detection equipment we were in-
stalling. Approximately 800 Apollo analogue addressable XP95 detectors were installed through-
out the campus. Having addressable detectors allows for quick identification of the alarm’s loca-
tion, which is a necessity in a large site such as the campus. The detectors were easily installed, 
which meant minimum disruption for students who were on the campus at the time.” 

Versatile Knitted Gloves for Industry
Ansell launches five new gloves in its Hyflex 
range of versatile knitted gloves for industry. 
All integrate one or more of the manufacturer’s 
research innovations. The oil-resistant, high grip 
11-927 is a knitted glove with first-to-market 
performance. Protection from cuts and poten-
tially toxic oil translates to peace of mind for 
workers; improved grip positively impacts pro-
ductivity and extreme abrasion resistance lowers 
the frequency of glove replacement. It is the first 
knitted glove to combine Ripel Liquid Repellence 
Technology (that prevents oils or lubricants from 
making accidental skin contact), and Ansell Grip 
Technology for a secure grip in oily environments. 
Highly abrasion- and cut-resistant (EN Level 3), 
it effectively replaces leather gloves when han-
dling sharp metal components coated in oil or 
lubricant or assembling engine parts. The glove is 
recommended for a wide range of applications in 
the automotive manufacturing, machinery, trans-
portation, and metal fab industries. Even gloves 
with a good dry grip can become slippery in oily 
environments, causing cut injuries from sharp 
parts or tools. The improved grip resulting from 

the combination of RIPEL Liquid Repellence Tech-
nology, which channels away oils and liquids, 
and the high-grip finish of Ansell Grip Technology 
actively contributes to reducing the risk of cut 
injuries. Poor grip can also reduce workers’ con-
fidence, precision and productivity; compensat-
ing with extra force can cause hand fatigue and 
musculoskeletal disorders. The finish of the glove 
actually minimizes the force needed to grasp 
greasy or wet objects. Unlike the foam layer of 

other dipped gloves, which may break through 
and allow oil to reach the skin, the glove’s Ripel 
coating protects workers from irritation, allergy 
risk, and toxicity. The durable and comfortable 
light-duty dipped glove is particularly suited for 
handling abrasive objects. It features the patent 
pending Fortix Nitrile Foam Coating that results 
in extreme durability and abrasion resistance (EN 
Level 4). The thinness of this layer allows for a 
flexible, snug-fitting and comfortable glove that 
can be worn all day. Workers are more likely to 
accept wearing protective gloves if these feel 
similar to bare skin. The sensitive, breathable 
Hyflex 11-840 is intended for manufacturing in-
dustries and maintenance tasks. The ultralight 
11-818 glove provides the comfort and tactility 
of bare hands. One of the market’s lightest nitrile 
gloves, it has an impressive abrasion resistance 
of EN Level 4 thanks to its Fortrix Coating which 
extends the glove life by up to three times. Free-
dom of movement is enhanced by Ansell Zons, 
a modulated knitting technology which reduces 
the strength required to flex the hand.
� www.ansell.com 
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Instant activation or deactivation of lock-

ing devices in the event of fire, gunman 

attack and other emergencies – Door 

Monitoring in three minutes – Smart-

phones opening doors: NFC access solu-

tion MobileKey from SimonsVoss

SimonsVoss has enhanced its Electronic 
Locking and Access Control System 3060 
with a newly designed protection function. 

With it, door locking devices can be activated or 
deactivated in a split second in the event of an 
emergency. Users and operators of large build-
ings, particularly those in the public sector and 
the health care and education sectors, often 
wish for an additional protection system which 
can be quickly put to use in critical situations. 
People want to be able to act very swiftly in the 
event of a fire alarm or attacks on people, such 
as a shooting incident in a school.  

This new protection function provides three 
responses in such emergency situations: a sim-
ple press of a button makes it impossible to 
open a door from the outside – intruders can 
no longer get inside as a result. By the same to-
ken, means of escape can also be immediately 
provided by pressing the button to deactivate 
the locking device concerned. The system also 
informs those in charge about the disturbance, 
fire, gunman attack or other emergency.

Instant Protection by Radio 
SimonsVoss has provided this new protect func-
tion by extending its WaveNet Router radio net-
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work – by connecting digital locking cylinders 
with a central computer, for example – to offer 
additional functions. One single signal can reach 
up to 249 doors per router. Interlinked in a net-
work, locking devices can thus be activated or 
deactivated simultaneously using a radio signal. 
Thanks to radio, the system will still work even 
if the communications and IT networks are al-
ready down. 

Depending on the actual nature of the inci-
dent, the WaveNet Router can provide the right 
protection function, such as ‘Lock doors in gun-
man incidents’ or ‘Release doors in the event of 
fire.’ If there is a gunman in the building, doors 
to classrooms can be securely locked, for ex-
ample. If a fire alarm is triggered, System 3060 
automatically releases the right doors, opening 
up the way for people to escape or for help to 
arrive. 

This function can even be retrofitted to exist-
ing systems which feature the latest TN4 Gen-
eration locking devices at a reasonable price. 

Keeping an Eye on the Door: Complete 
Door Monitoring in Three Minutes 
Is the door open or closed? Has it been locked 
just once or is it double-locked? Is someone try-

status at all times by radio. To do so, it uses Si-
monsVoss WaveNet radio technology and intel-
ligent G2 protocol functions. The Event Agent 
in the SimonsVoss software displays status 
messages and also allows you to filter or re-set 
messages or take action where required. If the 
network should crash, no damage is caused. Any 
information already received is not lost from the 
cylinder’s access list. 

Smartphones Now Open Doors:  
The NFC Access Solution MobileKey 
from SimonsVoss
Smartphones are the key to our world and never 
leave our sides. After all, wherever there is re-
ception, we have access to the Internet. How-
ever, up until now, the clever little device wasn’t 
smart enough to open an ordinary door with 
a lock and latch. That’s all about to change – 
thanks to near field communication (NFC). This 
technology allows information exchange be-
tween devices at a very short distance of a few 
centimetres – this is the way that RFID cards, 
smart tags and card readers work – and now 
also smartphones. 

The decisive trick in near field communication 
lies in the active display of the user’s intent by 

Cover Story

Protection, Monitoring –  
and Smartphones  
Open Doors

WaveNet Router 3065 with Protective Function 
protects children and teachers in life-threatening situations 
thanks to intelligent door management. 

WAVE NET ROUTER 3065 WITH PROTECTIVE FUNCTION 

Instant activation ensures that all doors in the danger area are opened or 
locked as required according to the type of threat. 

WAVE NET 
ROUTER 3065

DOORS LOCKED

DOORS UNLOCKED

NOITAUTIS  YCNEGREME

ing to break in through the door? Digital Lock-
ing Cylinder 3061 can detect all these situations 
using SimonsVoss door monitoring and report 
them to a main control centre, where individual 
status messages for each door are displayed 
on the Event Agent and can be re-set when re-
quired. Probably the smallest integrated door 
monitoring system in the world, this door moni-
toring cylinder is installed within three minutes 
with no need to drill a single hole and without 
affecting door certification. Just fifteen more 
minutes and the complete system is ready for 
operation.  

Three SimonsVoss technical innovations 
interact in this highly integrated door monitor-
ing system: the intelligent fastening screw, the 
cam sensor and the monitoring logic. Designed 
to hold the profile cylinder securely in the lock 
case, the fastening screw is equipped with an 
intelligent system which can detect whether the 
door is open or closed or if an authorised person 
is trying to open the door at any time. The cam 
sensor detects the position of the dead bolt and 
whether it has been double-locked or just locked 
just once. 

Digital Locking Cylinder 3061 door monitor-
ing notifies the main control centre of the door 

Digital Locking Cylinder: three technical innovations
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means of a particular, physical act. This consists 
in his placing his card or NFC-compatible smart-
phone near to another device. For example, if he 
wants to open a certain door, he displays this in-
tent by holding his card up to a card reader. 

This simple display of the user’s intent can 
now be incorporated into a wide range of appli-
cations. We differentiate between three modes: 

1. Read (= Reader/Writer Mode) 
The smartphone acts like a card reader. This al-
lows people to read, for example, tags, which 
are small RFID chips, on so-called smart posters. 
These tags include web links via which people 
are then redirected to websites where more in-
formation on the topic is available.

2. Exchange (= Peer-to-peer Mode) 
This mode involves direct, close-proximity com-
munication between two smartphones. For ex-
ample, this can be used to exchange business 
cards and play interactive games (social gam-
ing) as well as create Bluetooth and WLAN con-
nections. 

3. Work As a Card (= Card Emulation Mode) 
In this mode, the smartphone acts like a non-
contact smartcard allowing you to use it, for 
example, as a credit or debit card for payment 
functions. Public transport ticketing can also be 
effected via telephone. 

The card emulation, in other words the imitation 
of cards, is now the most interesting mode for 
access control in particular. Namely because the 
smartphone can adopt smartcard functions such 
as Mifare Classic and Mifare DESfire. In other 
words: a smartphone can open doors in this way.

Ready for the NFC Smartphone Future 
The new NFC application from SimonsVoss now 
makes it possible to make this vision reality for 
a wide range of practical applications: for exam-
ple, it can furnish the users’ smartphone with 
access authorisations via mobile phone net-
works and allow them NFC-based access to the 
renowned SimonsVoss locks – in other words to 
digital locking cylinders, digital Smart Handles 
and digital Smart Relays.

A practical application example: in the past, 
carers and maintenance personnel had to pro-
cure the corresponding keys for their duties from 
a key depot and return them again afterwards. 
This was very time consuming and valuable 
working time was wasted every time. 

With the new NFC-based key distribution 
procedure from SimonsVoss, access authorisa-
tions can now be sent directly to the employees’ 
smartphones from the headquarters on a daily 
basis and, in emergencies, even for limited pe-
riods of time. At the place it is used, the mobile 
phone then communicates with the correspond-
ing SimonsVoss lock components via an NFC in-
terface. If the respective authorisations exist, the 
doors, gates and barriers are opened. 

Access Technology Via App 
From a technical perspective, it functions ex-
tremely easily from the user’s point of view: the 
users download the SimonsVoss MobileKey app 
from the Apple Appstore to their iPhone (soon 
to be available for Android-based smartphones 
too). The locking systems administrator now 
assigns the lock authorisations to his users as 
usual. Whenever something changes for a user 
with an NFC smartphone, a new smartcard data 
set (Mifare Classic and in the future also Mifare 

Cooperation: SimonsVoss and Lenel
SimonsVoss Technologies GmbH has received factory certification from Lenel Systems Interna-
tional for the OnGuard access control system on its Digital Locking and Access Control System 
3060. SimonsVoss is officially certified by Lenel as an OpenAccess Alliance Program (OAAP) part-
ner for that solution. Lenel, a market leader in access control security, is a part of UTC Building 
& Industrial Systems, a unit of United Technologies Corp. SimonsVoss Technologies is based in 
Unterfoehring near Munich, well known as a dynamic high-tech company. Since the launch of its 
Digital Locking and Organisation System 3060 in 1998, the company has reinvented the tradi-
tionally mechanical field of locking technology to become the European market and technology 
leader in battery-operated electronic locking and access control systems.

DESFire) is generated automatically and pushed 
to a central OTA (over the air) key server. 

The user can then collect his daily or hourly 
lock authorisations simply at the push of a key 
in his MobileKey app. The keys can be configured 
by the administrator in such a way that they only 
work for a specified validity period and then ex-
pire again. The corresponding doors can then be 
opened – when the respective authorisations 
exist – by simply holding the smartphone to the 
reader integrated in the lock. 

NFC Attachment
As the card emulation, which is important for 
access control, was not previously supported 
sufficiently by smartphone manufacturers, Si-
monsVoss current employs so-called NFC at-
tachments. These are iCartes for iPhone4 and 
iPhone4S, and microSDs for Android-based 
phones. 

These attachments include the NFC chip for 
close-proximity communication and a secure ele-
ment in which all security-critical information such 
as passwords and access authorisations are stored 
and cryptological calculations are performed. 
The procedure demonstrated here is already 
working reliably for a range of test customers 
and is set to be launched on the market soon. 

SimonsVoss Technologies, Unterföhring, Germany
Tel.: +49 89 99228 0
marketing@simons-voss.de · www.simons-voss.com

▶ C o n t a C t

◀ �Access Control System 3060 –  
now with protection function.
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At Samsung we understand that the decision for when and how you migrate to an IP security solution is a complex 

one, influenced by many factors. Our new range of WiseNetIII network cameras have both an analogue and IP output, 

as well as onboard SD card recording. This gives you complete control and flexibility to make the right decision to suit 

your business. Integrate WiseNetIII onto an existing analogue system, whilst recording Full HD onto the SD card, or 

take advantage of the dual output and record locally to your analogue recorder whilst simultaneously viewing remotely 

utilising the IP output. You don’t have to throw away the investment you made in your existing equipment – helping  

to improve Total Cost of Ownership!

Contact us for further information       E stesecurity@samsung.com      W www.samsungsecurity.co.uk/WiseNetIII

FUTURE PROOF 
YOUR BUSINESS

...AND SAVE MONEY WITH OUR WISENETIII IP SOLUTION



At one time, keys were kept in boxes 
or drawers with little or no control over 
who had access to any given key. Even 
as security systems entered the digital 
and then the networked world, key con-
trol continued to exist separately from 
other system components and business 
operations. But as key control is one of 
the main components of effective access 
control and overall risk mitigation, it 
is essential for it to be part of an inte-
grated system. Fortunately, technology 
developments and new products such as 
the KeyWatcher have made it possible to 
integrate key control as part of a facil-
ity‘s networked security system.

Key management systems can 
reinforce access control policies 
that are already in place and can 
also help to reduce the costs that 
are associated with lost keys or 
unmanaged access. It’s also impor-
tant to know that it is never too 
late – or for that matter, too early 
– to implement a key control and 
management plan as part of an 
overall physical security strategy. 

Key control is especially impor-
tant for end-user markets such as 
casinos and gaming, correctional 
facilities, healthcare institutions, 
hospitality businesses, multi-family 
buildings and educational facili-
ties. It is also a critical function for 
anyone overseeing security at con-
ference centers, government agen-
cies, control rooms, automotive 
businesses and corporate build-
ings. These users always need to 
know who has possession of a key 
and when it was taken. They are 
markets that have a common need 

for complete control over their 
keys, with a system that seam-
lessly manages and monitors keys 
and that interoperates with access 
control and other security systems. 
However, key control can and 
should also be applied to all busi-
nesses of any size because of the 
measurable benefits of enhanced 
security, convenience, increased 
staff productivity and accountabil-
ity.

System Interaction
Today, the most advanced key 
management solutions have open 
protocols to enable connectivity to 
access control and other systems 
provided by a range of integration 
partners. A system can be con-
nected to edge devices via RS232 
or networked via Ethernet. Critical 
information about key control can 
now be communicated across mul-
tiple systems, enabling additional 
security action to be taken. For ex-

ample, a user who has taken a spe-
cific key can be denied egress from 
the facility until the key is returned 
– and selected management can 
be alerted via email if a key has 
not been returned on time.

A key control system with 
programmable software can en-
able system managers to establish 
permission levels for each user, 
as identified by an assignable 
PIN code that the user enters on 
a keypad, with additional access 
options such as biometric read-

ers available to add another level 
of security. Managers can monitor 
data from any desktop connected 
to the network. Advanced soft-
ware can run activity reports, sort 
activities based on various criteria, 
view and print reports, etc. System 
managers can generate practical 
management reports, which trace 
key movements by time, date and 
user code, with audit trail reports 
to indicate the time and date of 
each key accessed by a user for a 
given time parameter. 

Key Management

Who, Where and When
Control of Key Possession Ensures High Security

Morse Watchman’s  
KeyWatcher Touch
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al security features are available to 
help maintain the integrity of the 
system. For example, where protec-
tion of the key and asset cabinet 
itself is mission-critical, installation 
of a remote access device provides 
an additional layer of protection by 
enabling the locker system to be 
placed in a secure room. A second 
individual’s PIN input and verifica-
tion is then required in order for an 

authorized employee to access the 
contents of a locker. Many of these 
features are vital contributors to 
the maintenance of compliance 
standards for state or federal regu-
lations as well.

All these advanced capabilities 
can revolutionize the function of 
key control, transforming it from its 
historical role as a separate func-
tion into its rightful place as a criti-

cal component of a cutting-edge 
security system.

Intersec · Hall SA · Stand 527C

Fernando Pires
Morse Watchmans, Oxford, USA
Tel.: +1 203 264 4949
morse@morsewatchman.com
www.morsewatchmans.com

▶ C o n t a C t

Lockers Too
Physical changes in a facility may 
also increase the need for a key 
control system. For instance, a 
closet that may have once been 
used only for storing office sup-
plies may now be used for holding 
more valuable items and should 
be locked. In some cases, conveni-
ence for the security staff can even 
be substantially increased. For ex-
ample, changes implemented over 
the LAN are effective immediately, 
which can help prevent incidents 
such as denying access to keys for 
recently terminated employees. The 
network connectivity of the sys-
tem also allows management to 
remotely release any key, adding 
to the convenience and inherent 
safety provided by a key control 
and management solution. 

Building on their widespread 
use and popularity as a security 
management tool, key control sys-
tems’ functionality has been ex-
panded to include custom modules 
and lockers that can accommodate 
plastic card keys or other valuable 
items. Lockers, available in vari-
ous configurations, can be used for 
storing credit cards, small firearms, 
cell phones, two-way radios, laptop 
computers, tablets, cash trays and 
so on, and can be managed as ef-
ficiently as keys in key control sys-
tems. 

Locker modules can easily be 
incorporated into existing key 
control systems or configured as 
stand-alone asset management 
systems. Their operation is identi-
cal to a key management system in 
that only pre-authorized users can 
access items in the lockers. Items 
can be returned to any open locker 
for convenience, and systems can 
be set up as a personal storage 
space for one or multiple users. 
The systems are also engineered 
to alert security management in 
case of an incident. An open door, 
the use of force to gain access, a 
power failure or even the misuse 
of the keypad will trigger an alarm 
and record the event in the log file.

Two Heads Are Better than 
One
Both key control and asset man-
agement systems can be custom-
ized with features that help the 
organization maintain the highest 
levels of security within their spe-
cific industry. To that end, addition-

www.seetec.eu

SEETEC CAYUGA  
NEXT GENERATION VIDEO MANAGEMENT
SeeTec Cayuga sets a new benchmark for the potential of video management. The combina-
tion of easy interaction, improved perception and better understanding creates a new kind of 
 video management software – inspired by users’ needs and by the technical means of our time. 
We call that “inspired sense”.

The clear and modern user interface provides easy operation. Intelligent analytics and an 
 integrated failover strategy guarantee maximum reliability. As the core of the SeeTec  Multi 
 Solution Platform, SeeTec Cayuga enables flexible, scalable and customized solutions for 
 video management projects of any size – from simple building surveillance to multi-site 
 installations in global companies.
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Access Control

Pave the Way  
for NFC-based ID Services
NFC Technology Is Ready to Play a Major Role in Security

Since 1992, Legic is driven by the vision to enhance a secure and simpler everyday 
life for people and organisations. The company represents an international network 
of companies and experts for contactless people identification and designs hard-
ware, software and services for ID applications from access control, time & attend-

ance and cashless payment through to biometrics and eTicketing. At the 
Sicherheit 2013 trade fair in Zurich, Heiko Baumgartner did talk to  

Oliver Burke, Legic’s Vice President Corporate Projects, 
about three letters that make the headlines again: NFC. 

Oliver Burke started his smart card career in 1999. His 
expertise is recognized within the industry and his 
passion for developing strategies, new markets and 
regions is well known. Prior to his commitments at 
Legic, Oliver Burke belonged to the executive man-
agement team of Bell ID.

GIT SECURITY: As simple as these three letters NFC may sound, as vast 
are the possible uses of this technology. What possible usage do you 
see for NFC in the security field?

Oliver Burke: Near Field Communication now is an internationally recog-
nised technology for the contactless exchange of data. The technology was 
already making its advance in 2007, only it couldn’t assert itself at the 
time because the mobile telephone industry was occupied trying to find an 
answer to the iPhone. Right from the start, we believed that this novelty 
would take hold, which is why Legic made its reader chips in the 2000 and 
4000 series NFC-abled as early as 2007. This strategy paid off, and today 
nearly all smartphones are equipped with NFC and even iPhones can eas-
ily become NFC-abled with sleeve solutions. With this technology, smart-
phones become multi-purpose employee IDs which open doors or pay for 
snacks. Now it is possible to safely and easily integrate time & attendance 
recording and access control into the daily business processes using NFC.

The idea of being able to do with a mobile telephone everything you 
can do with a contactless chip card is not new. What happened on the 
technology side that made NFC usable for security applications? 
Oliver Burke: An important factor was the implementation of mobile eco-
systems by Mobile Network Operators (MNOs). Nearly all MNOs have 
developed so-called MNO Trusted Service Management (TSM) services in 
recent years, which make it possible to use the SIM as a secure element. 
This is an important technical pre-requisite for encoding and securely stor-
ing security-critical applications such as payment or ID applications in the 
smartphone. Vodafone, Deutsche Telekom, Telefonica, AT&T, Verizon, Sprint 
and Swisscom have already adopted these MNO TSMs or will be putting 
such systems into operation in the near future. In general, MNOs provide a 
wallet which allows the end user to switch between different NFC services.

What service do you offer your partners to take advantage of the NFC 
technology for their products and service?

Oliver Burke: We are developing Legic IDConnect, a cloud-based Trusted 
Service Platform which allows our partners and end users to use contact-
less card applications via NFC-abled smartphones. We have carried out our 
own trial to gain feedback in dealing with NFC and got a better idea of 
end users’ experience. With IDConnect we are going a step further. Legic 
IDConnect automates handling with NFC. It makes using NFC “a walk in 
the park”. Integrators, application providers and end users will be able to 
easily and securely implement NFC smartphones into their current busi-
ness processes. IDConnect users are spared from lengthy proceedings and 
integrations with the different MNOs and this allows broad NFC use in the 
ID environment.

Can you give us an example for an IDConnect project?

Oliver Burke: In Switzerland, we have just announced the cooperation 
between Swisscom and Legic. As the biggest Swiss mobile service pro-
vider, Swisscom is working hard to develop a platform for NFC services of 
different card issuers under the name “Tapit”. With IDConnect, it is pos-
sible to enable all kinds of additional applications on Tapit-smartphones. 
Furthermore, with Kaba, we have a first partner for access control, hos-
pitality and time & attendance applications. Kaba will link its products 
to Legic IDConnect and therefore make the usage of NFC for any Kaba 
customer a matter of a simple product update. This means that users of 
Kaba solutions can also use their smartphone e.g. to gain access to the 
building. Kaba was our first partner, but the Legic IDConnect platform is 
open for other application providers and partners who will gradually be 
connected.
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Legic Identsystems AG, Wetzikon, Switzerland
Tel.: +41 44 9336464 
oliver.burke@legic.com · www.legic.com

▶ C o n t a C t

A difficult question: How secure is 
NFC technology?

Oliver Burke: NFC devices can function 
in three different ways. In the simple 
reader/writer mode, it is possible for 
smartphone users to read and write 
information on a contactless NFC tag. 
This mode does not contain any secure 
element, the application’s focus is on 

simply making information available, for example an internet address or a 
business card.

The NFC Peer-to-Peer mode builds a bidirectional data connection be-
tween two NFC devices. This mode relies on the security of the phone apps 
which want to exchange data. But the card emulation mode works with 
installed reader infrastructure in the same way as existing cards. In this 
mode, a high level of security is achieved by using so called secure ele-
ments – specially secured chips in the phone.
 
What are the benefits for the end users that use NFC technology like it 
is used in your IDConnect projects?

Oliver Burke: They can rely on the existing infrastructure but with im-
proved user-friendliness. As mentioned before, security is improved through 
quick remote wipe if the phone is lost. Forgotten badges are past, a dy-
namic, real-time allocation of segments and rights are today’s technology. 
The deletion or alteration of rights via the phone network is secure and ex-
tremely easy for the administrators. Imagine how easy it is to give tempo-
rary access rights to temporary employees or external workers. Two mouse 
clicks and the administrator can grant temporary access via a smartphone. 

What are the benefits for the end users that use NFC technology?

Oliver Burke: The biggest advantage of NFC is to use existing reader infra-
structure but with the improved user-friendliness of a mobile device. The 
alteration of credentials via the phone network is extremely easy for the 
administrators. Imagine how easy it is to give temporary access rights to 
temporary employees or external workers. Two mouse clicks and the ad-
ministrator can grant temporary access via a smartphone. This also helps to 
increase security, because credentials could be given on demand-only and 
could also be disabled remotely after use.

We have to ask again. How secure is this?

Oliver Burke: We use the most secure element of the smartphone – the 
SIM. The SIM is the No. 1 security element in smartphones. It is the place 
where the MNO store their information and which is trusted by the banks 
for their banking transactions. 

Oliver Burke
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INNOVATION
KEEPS YOU
ONE JUMP
AHEAD

We’re driven by innovation. Guided by our 
insights into customer needs, we deliver 
industry-leading, next-generation electronic 
locking solutions without wires and without 
mechanical keys. Since 2001, Salto has 
been redefining the access control world by 
continually being first to anticipate market 
needs in a rapidly evolving marketplace. We 
set new standards in security, manageability 
and scalability.

Salto hardware and software can be 
networked without wires to provide real-
time intelligence and instant control, whilst 
enabling integration with existing systems to 
improve manageability and enhance end-
user experience.

> 90 countries

> 13.000 projects

2014 Clay  by Salto 

> 1.500.000 locks

> 12.000.000 people use Salto products every day

SALTO SYSTEMS WORLD WIDE:
australia, Belgium, Canada, China, Czech Republic, Denmark,

France, Germany, Italy, Mexico, the Netherlands, Norway,
Poland, Portugal, Singapore, Slovak Republic, South africa, Spain, 

Switzerland, UaE, UK, USa.

www.saltosystems.com
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Perimeter Protection Congress

Integrated, Practical, Innovative
Focus on Quality in Projects – and Video Security

The Exhibition Centre Nuremberg becomes a security zone again: On 14–15 January 2014, top speakers from 

industrial companies and planning consultants meet for the second time to discuss optimum outdoor security 

at the congress parallel to the Perimeter Protection trade fair. The Perimeter Protection Congress is not only 

intended for planners and manufacturers, but especially for users and installers too. 

Dr. Roland Fleck, Managing Director 
NuernbergMesse, giving a welcome to a  
Russian Delegation with Vadim Savichev,  

police lieutenant general, Ministery of the  
Interior of the Russian Federation ▶
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 It also offers an interesting knowledge plat-
form for official agencies responsible for out-
door security solutions in commerce, industry 

and public institutions. The speakers at the con-
gress on the first two days of the exhibition are 
security managers from large companies, such 
as Norbert Grebasch from Berlin Brandenburg 
Airport, who deals with the combination of me-
chanical and electronic security systems from 
the user’s viewpoint. As in 2012, the congress 
partner is the Verband für Sicherheitstechnik 
(VfS – Security Equipment Association). 

Wilfried Joswig, General Manager of VfS, is 
currently well occupied with the congress or-
ganization: “The preparations for the congress 
are in full swing. We have already received many 
confirmations from speakers and an extensive 
collection of topics, which we are still arranging 
at the moment.” He sees its integrated approach 
as the special attraction of the Perimeter Protec-
tion Congress. Here visitors get information on 
mechanical and electronic perimeter security 
and the interaction between the two systems. 
The congress programme covers all the major 

fields of perimeter security from risk analysis, 
planning and contract award regulations to im-
plementation and operation, including general 
legal liability conditions. Wilfried Joswig adds: 
“Manufacturers of security systems should also 
be interested in the users’ experience reports 
on security solutions already implemented and 
their positive and negative findings. I think these 
presentations are an ideal opportunity to take 
up ideas and adapt technologies.”

Convincing Variety of Topics Attracts 
Visitors
One of the focuses at the Perimeter Protection 
Congress 2014 is on Quality in Projects. Maxi-
mum care is essential when planning the perim-
eter security of a property if expensive follow-up 
work is to be avoided. The demands imposed 
on the requirement and contract specifications 
by land offices will therefore also be a topic at 
the congress. This plays a key role when manu-
facturers tender for a contract for the perimeter 
security of public institutions. 

The visitors can also look forward to interest-
ing papers on video systems, which are regarded 
as one of the most innovative segments of pe-
rimeter security. The various presentations will 
not only deal with new products and improve-
ments, but also discuss energy-saving approach-
es and their impact on video systems. Thomas 
Preutenborbeck, Director Exhibitions at Nürn-
bergMesse, sees the congress as an ideal com-
plement to the trade fair: “Visitors find practical 
solutions for optimum outdoor security at the 
Perimeter Protection Congress. After the con-
gress they have the opportunity to discuss these 
directly with the exhibitors and obtain more de-
tailed information. In this way the trade fair and 
congress form a perfect symbiosis.” 

The congress programme for 2014 is available 
for visitors and other interested persons at 
www.perimeter-protection.de and 
www.vfs-hh.de.

IP/RS485
INTERFACE

1971 - 2011

SICURIT  ANNIVERSARY

Find out more at www.sicurit.com

Compliance with: 

DIGITAL MICROWAVE INTRUSION LINK
With advanced DSP technology and IP network capability 

<Remote DAVE configuration   
and diagnostic
<O.C. expansion boards available for 

HW integration
<GEUTEBRÜCK GeViSoft compliance
<Additional 4IN/4OUT available

DUBAY 19 - 20 - 21 
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IP NETWORKMICROWAVE RANGE
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Perimeter Protection

Cost-Saving with Thermal Imaging Cameras
Perimeter Protection of Solar Parks

Omega Group, based in Sevilla, Spain, offers a 
comprehensive range of surveillance and secu-
rity services, including the installation and main-
tenance of systems and equipment for intrusion 
and fire detection, CCTV, access control, etc. One 
of the company’s main areas of expertise is pe-
rimeter protection of solar parks. As an increas-
ingly important provider of electricity across 
the globe, solar parks need to be effectively 
secured. The threats these installations face are 
the same as for any other energy producing fa-
cility: vandalism, sabotage and terrorism. Based 
on a proven track record for perimeter protec-
tion projects across Spain, the company has also 
been able to offer its expertise to solar park pro-
jects in other European countries like Portugal, 
France, Italy and Romania.

Solar Park Surveillance Project  
in Romania
For a new solar park, located in Sebis, Arad, Ro-
mania, the company installed 22 thermal imag-
ing cameras for perimeter surveillance purposes. 
The new park is the country’s largest and also 
one of the largest parks in Europe. The park has 
been developed by Bester Generación, a leader 
in the renewable energy market, specializing 
in the promotion, construction, operation and 
maintenance of infrastructures for the produc-
tion of clean energy. It stretches across 200 

Spanish security specialist Omega Segu-

ridad has already secured over 20 solar 

parks across Spain and its neighboring 

countries. The company always tries to 

convince its customers to install thermal 

imaging cameras for perimeter protec-

tion and surveillance projects. One recent 

example is a solar park surveillance 

project in Sebis, Romania, using FLIR’s 

SR series of surveillance cameras offer-

ing high-quality thermal imaging in any 

night- or daytime environmental condi-

tions. They provide high contrast imagery 

– optimized to get the most out of video 

analytics. 

hectares and includes some 72,000 photovoltaic 
panels, amounting to 15 MW of power. The new 
solar park is said to ensure the energy needs for 
around 100,000 people.

The total perimeter, including two separate 
confined areas of approximately 2.1 km, could 
be covered with a total of 22 cameras. On aver-
age, this amounts to approximately one thermal 
camera per 190 meters.

SR series
For this particular project, the company relied on 
FLIR’s SR series of surveillance cameras, offering 
high quality thermal imaging in any night- or 
daytime environmental conditions. More specifi-
cally they chiefly used the SR-313 camera with 
35 mm lens and 320 x 240 resolution, next to 
the SR-324 camera with 19 mm lens and 320 x 
240 resolution. This series of security cameras 
provides high contrast imagery optimized to get 
the most out of video analytics software. In this 
case, video analytics was provided by Spanish 
company Davantis.

The company usually offers two options for 
perimeter protection to its customers: CCTV 
cameras and thermal imaging cameras. Al-
though traditional CCTV systems are effective 
for security and surveillance applications, they 
are not able to see in total darkness. As a result, 
they have to be complemented with additional 
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lighting, which again allows the cameras to look 
at night over a certain distance. 

Antonio Millán Fernández, project manager 
at the company, explains why his company al-
ways makes an extra effort to convince the 
customer to choose thermal imaging cameras: 
“Thermal cameras can see much farther than 
traditional CCTV cameras and therefore you 
need less of them. So in short: less cameras, less 
issues.”

Smaller Investment 
Although a thermal camera is still more expen-
sive than a visual video camera, the investment 
cost for perimeter surveillance will still be lower, 
since you need fewer camera units. Fewer cam-
eras also mean that there will be less invest-
ment required for all camera-related equipment 

(meaning: all equipment that is needed to get 
the camera operating properly and to get the 
video signal onto the control room screen). All 
these added costs need to be made per camera 
unit.

By reducing the number of required cameras, 
thermal imaging allows customers to make sig-
nificant savings with the camera-related equip-
ment and civil works. On top of that, thermal 
imaging cameras need no lighting equipment 
whatsoever and will operate with the same ac-
curacy during night and day. Last but not least, 
the company calculated that the overall power 
consumption of a project with traditional CCTV 
systems is about 50% higher than the power 
consumption of a project with thermal cameras. 
This is a considerable saving on the electricity 
bill of the end user.

FLIR Commercial Systems, Meer, Belgium
Tel.: +32 3665 5100
flir@flir.com · www.flir.com

▶ C o n t a C t

Thermal cameras secure the perimeter of the  
solar plant

Intruders are easily detected at very low false 
alarm rates

“For distances between 60 and 120 me-
ters that would require two conventional cam-
eras, but only one thermal camera, the cost of 
equipment involved on both systems would be 
equivalent,” comments Enrique Delgado Torres, 
engineer and project manager. “For distances 
between 120 and 180 meters where 3 conven-
tional cameras would be required, the equip-
ment associated to the thermal system becomes 
more economical. Longer distances will make 
the advantage bigger.”

“The more bends and curves a perimeter has, 
the more camera positions you will need to have 
a sufficiently good view,” comments Vicente Nan-
clares Ocio, director of the engineering depart-
ment. “Luckily for us, solar parks generally tend 
to have straight shapes, so this allows thermal 
cameras to see even farther than 180 meters.”

Better Performance with Thermal 
Imaging
The lower overall investment is not the only 
reason why the company prefers thermal imag-
ing for the Sebis project in Romania. Thermal 
cameras also have a higher accuracy and they 
generate fewer false alarms, which ultimately 
results in less frustration and less workload for 
the control room operator. “Obviously, we no 
longer experience light-related false alarms,” 
comments Vicente Nanclares Ocio. “Sometimes, 
car headlights can set off false alarms, but since 
thermal cameras are unaffected by light, they 
are also not disturbed by it.”

“Thermal cameras also allow us to see bet-
ter through fog. Sometimes, the fog can be so 
dense that traditional CCTV cameras are unable 
to see through it.”

Visit us at Intersec Dubai: Hall S2 · Stand 504C

VIDEO WALL SYSTEMS FOR COMMAND & CONTROL
PERFECT VISUAL SOLUTIONS

Visual display systems from eyevis are a first choice for demanding applications in 
control rooms. Cutting-edge technology for outstanding image quality – made 
in Germany!

Your competent partner for complete large screen solutions:

 LED-lit DLP® Rear-Projection Cubes: many different sizes and resolutions

 Super Narrow Bezel LC Displays: especially designed for video walls

 Professional LCD Monitors: for professional use 

 Graphics Controllers: display of any video signals, hardware decoding for 
IP streams with special decoder units 

 Wall Management Software: perfect wall control with the eyeCON 
software. Flexible solution, simple and efficient alarm management.

 eyevis GmbH | Hundsschleestrasse 23 | 72766 Reutlingen | Germany   
 Tel.: +49 (0) 7121 43303-0 | Fax: +49 (0) 7121 4 3303-22 | www.eyevis.com | info@eyevis.de
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Branch focus

Security for  
Public Transportation
Advances Through Intelligent Systems

Public transport has long been identified as a favoured target for terrorists. The Ma-

drid train bombing in 2004, in which 191 people were killed and 1,800 were wound-

ed, is one recent example. Mass transportation is attractive to terrorists because it 

is open and fully accessible and carries a high concentration of people into highly 

populated areas. An attack on transport infrastructure could inflict mass casualties, 

reduce public confidence in mass transit and could produce a significantly negative ef-

fect on the economy. Unfortunately, the large geographical spread of public transport 

networks makes them difficult to monitor, providing potential spots for other forms of 

criminal activity such as robbery and damaging. In order to fight terrorist threats and 

reduce criminal activity more and more video systems are being installed in the public 

transportation sector and by using video analytics for video systems they have evolved 

beyond fulfilling basic security needs.

Approaches Beyond the Security Aspect
Advanced features such as traffic monitoring 
functions and the detection of traffic flows are 
the most obvious applications. On a basic level, 
the ability to identify the movement and speed 
of vehicles that can be used to monitor perim-
eters and detect suspicious behaviour within 
defined areas, but video analytics enables video 
systems to do even more.

We have already seen how valuable flow 
analysis and how it can be used to improve 
the retail business processes; to direct the flow 
of visitors towards attractive products in retail 
stores helps to lift the sales figures and the pub-
lic transportation business; to improve the busi-
ness process and to secure revenue.

With video analytics installed, one can rec-
ognize when the flow pattern of a scene is 
disrupted and record and store the event. Such 
disruptions can lead to a security problem, but 
can also disturb the normal operation and lead 
to queues, customer complaints and delays of 
transportation vehicles. Flow analysis tools can 
also help to optimize the flow patterns in busy 
railway stations, airport and bus terminals by 
improving the planning of checkout line staffing 
and providing a long-queue alert in real-time as 
in the retail market. This helps transportation 
managers to redeploy staff to the ticketing or 
information counters.

Video Analysis Helps with Business 
Performance
However these are not the only ways in which 
flow analyses can enhance business perfor-

mance; it can also be used for accounting 
purposes. Passenger flow can mean cash flow 
and in a lot of cities the public transportation 
is not managed by a single enterprise. Public 
companies, sometimes represented by differ-
ent regional operators, connect their service 
with the service of privately owned companies. 
Within big cities there are several hubs where 
people can change from one bus to another or 
from train to bus. For the passenger this often 
means changing from one service provider to 
the next, without the need to buy a new ticket 
and without the need to care whose service 
they use. A monthly pass for a certain region 
is convenient for the passenger but compli-
cated for accounting for the business partners 
offering such a service. An intelligent system 
can provide a solution to this however as pre-
existing camera can be used to monitor pas-
senger flows.

Due to smart virtual tripwire technology 
used in a modern cameras and video manage-
ment systems directional counting of incoming 
and outgoing people with only one camera 
provides highly accurate and reliable frequency 
statistics even in complex entry situations. It 
is possible to detect exactly how many people 
change from bus line A to B at a hub, making 
schedule planning and coordination and ac-
counting easier.

To improve bus or railway schedules a vari-
ety of tools are available. You can let your pas-
sengers fill out surveys and you can go through 
hundreds of questionnaires. You can count how 
many passengers use every single train or bus 

by hand or you can simply analyse your video 
data with an intelligent system.

Additionally, as in the retail business, you 
can get more information out of the cameras. 
Gender analysis and age profiling can assist in 
product differentiation and are valuable tools 
to optimize marketing and attract new custom-
ers.

Focus on Safe Business Operation
In some new projects recently described in GIT 
SECURITY like the cover story about the Matter-
horn Gotthard Bahn in GIT SECURITY 5/2013 the 
need for better security on the stations or the 
fight against vandalism had lower priority. Much 
more important was the desire to have a better 
ability to generally provide the passengers with 
more information on the platforms. The focus 
was on being able to see even the most remote 
station at a central point at any time so that 
staff can react effectively to specific situations 
and any possible danger. Intelligent systems 
manage to overcome the hurdle of increasing 
the information available and enhance the safe-
ty of the passengers. The integration of video 
surveillance with modern passenger information 
systems no-one has to wait on passenger plat-
form anymore with no idea what to do. In a cen-
tral control room images of the local situation 
can be bundled and from there the management 
can inform passengers with announcements and 
via the display boards.

� Heiko Baumgartner
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Branch focus

Security for  
Public Transportation
Advances Through Intelligent Systems

When you’re responsible for the safety and 
 security of an urban public transport system 
involving hundreds of trains, the amount of 
 incidents to detect, evaluate and act on every day 
is staggering. 

Wouldn’t you want a central surveillance system 
with smart tools to help you quickly and confi-
dently make the right decisions to minimize 
 vandalism and service disruptions and attract 

more passengers? Tools like automatic alerts and 
sharable live video from all parts of the transit 
system — stations, depots, infrastructure and even 
wirelessly from rolling stock — with HDTV clarity? 

We thought you would. That’s why we’ve made 
sure our network video solutions can handle it 
all. So you can make the right decision. For every 
incident.

Get the Axis picture. Stay one step ahead.
Visit www.axis.com/trains

Axis offers dedicated surveillance solutions for all transportation environments • 
Vibration-resistant onboard cameras and recorders • Vandal-resistant indoor and 
outdoor cameras • Thermal and low-light cameras for effective night surveillance

One day. 192 incidents.
192 right decisions.



Tasked with selecting a new surveillance sys-
tem for the airport’s public parking, lobbies and 
shops, Al Musbah, a local provider of security 
solutions, had one goal in mind. “We wanted a 
high-performance, reliable, and easy-to-use so-
lution to capture irrefutable evidence for quick 
and successful investigations,” said Adel Safadi, 
manager of CCTV & Video Analytics Systems at 
Al Musbah. The ability to take quick action when 
an incident occurs - whether it’s an accident 
or theft - is a critical factor in reducing distur-
bances and maintaining high customer service 
levels. “The Avigilon high-definition surveillance 
system gives us the tools to review and take 
appropriate action as quickly and effectively as 
possible.” 

A total of 274 Avigilon HD cameras ranging 
from 1MP to 16MP provide complete coverage 
of these busy public areas. Eleven 16MP cameras, 

King Abdulaziz International Airport 

(KAIA) is Saudi Arabia’s third largest air-

port and occupies an area of 105 square 

kilometers. Because of its proximity to 

the cities of Mecca and Medina, the air-

port is the gateway to Saudi Arabia for 

a large number of visitors from around 

the world. In 2010 alone, KAIA serviced 

more than 17 million passengers. Over 

the past several years, the airport has 

undergone a series of renovations to 

enhance passenger service and ensure 

their safety. A recent challenge was to 

deploy a high-performance, reliable, and 

easy-to-use high-definition surveillance 

solution in KAIA’s 13 parking lots, termi-

nal lobbies, retail shops, duty free areas, 

and restaurants for greater security, more 

efficient management and to protect 

travelers and airport assets.

three 11MP, 29 5MP, 43 2MP, and 31 1MP camer-
as monitor the 2,000 vehicles that enter and exit 
the parking lots daily. In the airport’s lobbies and 
all market shop areas, 24 5MP cameras, 44 2MP 
cameras, and 87 1MP cameras deliver complete 
coverage. All of these HD cameras are streamed 
and monitored around the clock in the airport’s 
state-of-the-art control room. Security personnel 
manage the high-definition surveillance system 
using the company‘s Control Center Enterprise 
network video management software (NVMS) 
with High-Definition Stream Management 
(HDSM), which was built from the ground up to 
manage high-definition surveillance video.

Security on a Plate
“We are mandated to provide the most accurate 
evidence possible to local law enforcement to 
assist in their investigations,” explained Safadi. 

Security for Public Transportation

High Flying
King Abdulaziz International Airport Secures Public Areas with  
Avigilon High-Definition Surveillance System
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The system is also used by the airport director 
to provide higher efficiencies for KAIA manage-
ment, as well as airport police who now have 
another connection to secure passengers and 
identify suspicious objects or banned vehicles. 
“The two parties and other agencies are so im-
pressed with the image quality that they have 
requested direct access to this high-definition 
surveillance system to expedite their efforts.” 
Since high-definition video delivers far greater 
detail, security personnel can make rapid and 
accurate decisions. In the parking lots, security 
personnel can read license plates and capture 
facial details any time of the day or night, no 
matter how congested an area. “We can even 
capture license plate numbers when the car’s 
headlights are facing the cameras,” added Sa-
fadi.

Delivering such high quality images, the Av-
igilon high-definition surveillance system has 
also proven useful as a management tool in the 
duty free shops where it is used not only for cus-
tomer protection and crime prevention, but also 
as a tool to monitor inventory levels and ensure 
best practices. “We can keep track of stock lev-
els and monitor customer service to deliver the 
best retail experience possible.”

Minimum Bandwidth
While very impressed with the image quality, the 
airport was initially concerned that bandwidth 
requirements would be too high. Al Musbah 
wanted to ensure that the system installed could 
efficiently manage the transmission and display 

of high-definition video, so the benefit of the ad-
ditional detail would not be lost. Using the Con-
trol Center’s HDSM technology and grouping the 
cameras to form a sub-network that connects to 
the high bandwidth fiber network, Safadi was 
able to easily overcome any concerns. The HDSM 
system only sends the requested pixels, so the 
workstation does not become overwhelmed 
with processing unnecessary data. “Security 
officers are able to navigate through the 274 
cameras easily on very little bandwidth,” said 
Safadi. “The use of JPEG2000 compression gave 
us the ability to view multiple cameras on very 
little processing power at the viewing station, 
while still maintaining excellent image quality.”

Security staff can view live footage and 
playback video at the same time using the Av-
igilon Control Center software, while managing 
multiple megapixel cameras seamlessly in fast 
forward and review mode. “We can retrieve 
superior evidence at a phenomenal speed – the 
search capabilities are wonderful,” noted Safadi. 
The ability to zoom into points of interest while 
maintaining a full live view of the overall scene 
has also proven to be a great advantage. “We 
have four local and six remote operators, all of 
whom can zoom into a different scene within 
the same 16MP camera – something that is im-
possible with a mechanical PTZ.”

Arresting Images
Airport security personnel have improved the 
success of their investigations since installing 
this high-definition surveillance system. In one 

case, Safadi was able to easily and quickly re-
trieve multiple clips from a range of cameras to 
provide local police with a video of an alleged 
thief as he entered the airport, committed the 
theft, and left. “We were able to provide police 
with the complete story, which quickly led to the 
suspect’s arrest,” commented Safadi. “The po-
lice were very impressed with the video quality 
and speed with which they received it.“

Al Musbah selected the Avigilon high-defini-
tion surveillance system to monitor the parking 
lots and duty free shops for a number of reasons, 
but largely for its ability to capture, review, and 
store high quality footage to facilitate investiga-
tions. Convinced by the system’s performance, 
ease-of-use, and reliability, and impressed by the 
company’s support, the airport is hoping to ex-
pand the system to cover other key areas. “The 
system has not only surpassed our performance 
expectations, it has also proven to be a very 
cost-effective way to secure our site,” concluded 
Safadi. “By installing this high-definition system, 
we were able to reduce the number of cameras 
required from 2,300 analog-based cameras to 
just 274 Avigilon HD cameras, saving us a lot in 
installation and labor costs.”

Avigilon Corporation, Vancouver, Canada
www.avigilon.com

▶ C o n t a C t

With the Avigilon Control Center and High-Definition Stream Management 
security officers have access to all cameras on very little bandwidth

HD video delivers far greater detail enabling security personnel to 
make rapid and accurate decisions
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As national borders increasingly dissolve across Europe, with the result that goods and people, including international terrorists, 

renegades and criminals, can move around with greater freedom than ever, the issue of transport security has been pushed right up 

the agenda by most governments.

Accordingly almost 4,000 visitors came along to 
Transport Security Expo 2013 at London Olym-
pia 2 in mid-November, keen to see over 100 ex-
hibition stands showcasing the latest high-tech 
systems for explosives detection, perimeter se-
curity, access control, CCTV, systems integration 
and more, all in the cause of aviation, maritime, 
public transport and supply chain security. Incor-
porated in the two-day event were conferences 
on Aviation, Maritime and Public Transport Secu-
rity, as well as 40 Technology Workshops and a 
Meet-The-Buyer Programme.

Among the exhibitors catching the eye were 
familiar names ranging from ARINC, Audax, 
Avigilon, Axis Communications, Cochrane UK, 
Everfocus Electronics, Gallagher Security, Indigo-
vision and L-3 Security to Morse Watchmans, 
Navtech Radar, OptaSense, Panasonic, Pelco, 
Rapiscan Systems, Scanna MSC, Smiths Detec-
tion, Varian and Vivotek.

Practical Information plus Product 
Demonstrations
VidSys Sales Director for the EMEA region, 
James Whybrow, conducted a fascinating Work-
shop session to evaluate how integration tech-
nologies such as the company’s Physical Secu-
rity Information Management (PSIM) software 
can reduce costs and improve security for avia-
tion authorities.

Security for Public Transportation

Transport Security Expo 2013
A Window onto High-tech Security Solutions for Air, Sea & Public Transport & the Supply Chain

Deployed to run the operations centres of 
public sector agencies and enterprises around 
the world, the PSIM software platform was 
demonstrated to an attentive audience at the 
ARINC booth. By leveraging mobile devices, 
PSIM also provides instant situational aware-
ness and mission-critical intelligence to first 
responders, senior executives and other au-
thorised parties. Its latest Release 7.5 provides 
increased flexibility and customisation for an 
enriched experience for both administrators 

and security operators. The updated features 
– including mapping enhancements, advanced 
search capabilities and other operational en-
hancements – will help users more easily man-
age and respond to events, allowing for better 
situation management and improved response 
times.

VidSys PSIM software 7.5 also offers new 
geocoding functionality, enabling operators to 
identify locations of interest based on address 
look-up for faster situational awareness. In ad-
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dition, realtime collaboration is now enabled 
between multiple users or agencies.

Staying with the theme of integration, 
Gallagher Security presented its integrated 
approach to access control and perimeter 
security through a number of updated and re-
cently launched products. These included new 
functionalities for the V7.10 Command Centre 
system, which resides on an organisation’s IT 
network and brings together electronic ac-
cess control, intruder alarms supervision, pe-
rimeter security and compliance management 
on a single scalable platform, providing situ-
ational awareness together with comprehensive 
command-and-control. Gallagher also displayed 
the recently introduced K20 Tensioner Link sys-

tem – a perimeter fence hardware solution, and 
the Z10 Tension Sensor system – a fence wire 
disturbance detector that significantly reduces 
false alarms.

Exhibition Gets Bigger and Bigger
Elsewhere the transportation solutions from Axis 
Communications demonstrated crystal clear im-
ages both in real time and recordings, making 
it possible to access relevant information from 
anywhere, at any time.

Meanwhile Audax unveiled its latest capabil-
ity at the forefront of mobile, digital, evidence-
gathering with body-worn video (BWV). The use 
of BWV can dramatically enhance the gathering 
of primary evidence and can for instance record 

Nineteen Events, Wimbledon, London, UK
Tel.: +44 208 947 9177
info@transec.com · www.transec.com

▶ C o n t a C t

everything that a police officer may see and 
hear.

Rapiscan Systems showed its range of 
screening solutions for customs and border pro-
tection, including scanning vehicles at crossings, 
containers at seaports or baggage at airports.

Amongst the Olympia stand-holders who 
were also at Defence & Security Equipment In-
ternational at London’s ExCeL Centre in Septem-
ber (see GIT SECURITY, November 2013 Issue, 
pages 22-23) was OptaSense with its distributed 
fibre optic acoustic sensing technology. This de-
livers realtime information on threats to long, 
dispersed assets such as oil pipelines and rail-
way infrastructure vulnerable to illicit incursions, 
but can equally monitor movement around bor-
ders and airports.

Then, of particular interest among new 
names were the security seal solutions of Tyden-
Brooks, celebrating its 140th anniversary this 
year. To minimise risk and prevent theft, its range 
of products were on display for securing trucks, 
air and sea freight containers, bags and tote 
boxes. Much attention focussed on its advanced 
seals for containers and cargo – the globally cel-
lular-enabled GlobalTrak Krateus electronic bolt 
seal and the Hyperion RFID e-seal.

Such has been the success and steady 
growth of the Transport Security Expo that the 
Exhibition and Conference is moving from three 
floors of Olympia 2 to a single floor at the ad-
jacent and far larger Olympia National Hall for 
the next event running from 2nd to 3rd December 
2014. So don’t miss it!

� Oliver Haines

Theft Prevention 
American Dynamics, part of the 
Security Products business unit of 
Tyco, introduced the latest version 
of its Videoedge VMS which in-
cludes critical new features to help 
prevent crime and more effectively 
monitor active, high-traffic environ-
ments. Through analysis of the chal-
lenges facing security professionals 
in very active environments, Ameri-
can Dynamics identified critical 
features that are important to en-
sure the safety of patrons and em-
ployees, whilst securing company 
property. In retail, for example, loss 
prevention professionals require 

reliable video analytics and integra-
tion with Point of Sale systems that 
provide real-time access to intel-
ligence to help pinpoint suspicious 
transactions backed up by indisput-
able video. The company’s system 
provides these results in seconds, 
allowing retailers to run exception 
reports and visualize the data to re-
alize a sharp decrease in theft.
	  www.americandynamics.net 

Thermal Imaging Binoculars
Ticam 750 from Thermoteknix is 
a range of lightweight, military 
specification handheld devices for 
reconnaissance, border security, 
target acquisition, counter drug 
operations, police surveillance, 
force protection, and general situ-
ational awareness in the field. The 
instruments will detect a man at 
over two kilometers. At the heart 
of the device is the manufacturer’s 
Microcam, the lowest power-
consuming thermal imaging mod-
ule in its class giving up to eight 
hours continuous field operation 
from 4 x AA batteries without the 

need for cumbersome external 
batteries or battery packs. Option-
al features include GPS, Digital 
Magnetic Compass, laser target 
marker, video recording facility 
and x2 telephoto (150mm) optics. 
Medium and long range models 
are available.	
� enquiries@thermoteknix.com
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Video Surveillance

Keeping an Eye on Students 
CCTV Upgrade at the University of London

visitors and guests being of prime importance, 
the University took the decision to embark on 
an improvement plan that would address any 
shortcomings in the existing systems and to in-
troduce time-saving efficiencies.

Winning Bid
The TFM provider, under instruction from the 
University, put this improvement work out to 
tender and independent CCTV technology spe-
cialists Link CCTV Systems won the contract to 

Students and local residents will feel 

safer as Samsung Techwin DVRs are at 

the heart of new CCTV systems installed 

by Link CCTV Systems at eight University 

of London Halls of Residence buildings. 

As well as the cameras, a new control 

room has been set up. 

project manage the operation, from survey and 
design through to installation and maintenance.

The brief was to increase CCTV coverage by 
providing fixed detailed views of all points of 
entry/exit and security reception areas and to 
improve the quality of the live and recorded im-
ages. At the same time, the company was tasked 
to improve the safety and security to the Halls of 
Residence buildings by way of enabling building 
management and security staff to remotely view 
high-quality live and recorded CCTV images and 

The University of London is one of the largest 
and most diverse universities in the UK. Estab-
lished by Royal Charter in 1836, the University is 
recognized globally as a world leader in Higher 
Education. It consists of 18 self-governing Col-
leges of outstanding reputation, together with 
a range of prestigious Central Academic Bodies 
and Activities. 

The new CCTV systems provide fixed static 
camera monitoring of all points of entry/exit 
and security reception areas, with the captured 
high resolution images recorded in real time and 
stored at full frame rate for 31 days on Samsung 
SRD-1670DC Digital Video Recorders (DVRs). 

Scope
The CCTV project was driven by on-site total fa-
cilities management (TFM) provider, Balfour Be-
atty Work Place (BBW) which manages 31 build-
ings for the University, including the eight Halls 
of Residence buildings and a large external pre-
cinct in the Bloomsbury area, which provides ac-
cess routes to several Colleges within the area, 
including SOAS and Birkbeck. TFM services are 
provided to sites across the University of Lon-
don’s entire estate. The dedicated team, work-
ing with the University’s FM team, delivers a 
full range of services, including mechanical and 
electrical maintenance, grounds, security, recep-
tion, mail and cleaning. 

Of the 31 buildings that are managed, 14 
buildings and the external precinct area were 
already covered by existing CCTV systems. 
With the safety and security of its students, 
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as such, remove the need to visit each site to 
review footage of any incidents. 

Monitoring the Activity
Link CCTV Systems was also awarded the con-
tract to project manage the relocation of the 
University of London’s CCTV control room from 
Senate House in Malet Street to Stewart House 
in Russell Square. The existing control room was 
due for refurbishment and this provided an op-
portunity to invest for the future and upgrade 
the CCTV system and associated equipment, 
enabling the University to have a platform for 
growth whilst ensuring the needs of all stake-
holders and students were met. 

The company designed operators’ worksta-
tions and a supervisor’s desk for the new loca-
tion in Stewart House, as well as deploying a 
new CCTV control room monitor display. The 
company also migrated all the existing CCTV 
cameras to the new control room. Once again, 
high-performance ‘real time’ digital recording 
equipment played a key role in the solution by 
providing real time recorded images for all pre-
cinct and local building cameras.

Camera Technology
The camera is able to simultaneously record in 
real time high-quality 4CIF images across all of 
its 16 channels. It has the capacity for five SATA 
HDDs, offering the potential for a massive 10TB 
of on-board storage and utilizes H.264 compres-
sion to minimize bandwidth requirements whilst 
maintaining high image quality. It can also if re-

quired record audio across all channels and has 
USB ports for easy export of video. 

Utilizing an existing high performance site-
wide LAN, the live and recorded images are avail-
able for the University of London Building Man-
agement teams and BBW security team, by using 
Samsung’s Net-i Ware or SmartViewer software. 
By simply clicking on one of the multiple layered 
maps, relevant camera images can be displayed 
on the monitor wall or local operator’s console.

Spot the Difference
The existing control room was very small, en-
closed and ineffective compared to the well-
designed new facility which is light, airy and 
spacious, and provides a platform for growth 
and the potential to move forward to 24-hour 
surveillance.

During the relocation the technology special-
ists supplied and installed more than 90 cam-
eras in Senate House, Stewart House and the 
precinct areas, and in the process diverted ap-
proximately 400m of cabling while encountering 
issues such as Listed Building status, accessing 
cabling in underground tunnels and the logistics 
of moving men and equipment between build-
ings 400 m apart.

Samsung Techwin Europe Ltd, Weybridge UK 
Tel.: +44 1932 82 6700
STEsecurity@samsung.com 
www.samsungsecurity.com

▶ C o n t a C t

The images are available for the University of London Building Management teams and Balfour Beatty 
WorkPlace security team

360-degree High Definition Camera

Samsung’s SNF-7010 360-degree 3 mega-
pixel camera provides users with the option 
of selecting from a number of display op-
tions including 360-degree fisheye, single 
and double panorama, quad, rectangle or 
user selectable region. “360-degree cameras 
are increasingly being specified for projects 
where there is a requirement to monitor ac-
tivity 24/7 in environments such as banks, of-
fices, retail and warehouses,” said IP Product 
Manager Tim Biddulph. “The advantage they 
offer is that a single 360-degree camera is all 
that might be needed to efficiently and cost 
effectively cover a whole area where a much 
larger number of standard cameras might 
normally be required to avoid any blind 
spots. With no moving parts, savings can also 
be achieved on maintenance costs.” The ON-
VIF compliant camera, which features a digi-
tal PTZ, utilises Progressive Scan technology 
to provide sharp edges on moving subjects 
and vehicles. It supports up to six streams of 
videos using either H.264 and MJPEG com-
pression formats, providing the option to 
simultaneously transmit images to multiple 
locations at various frame rates.
�  STEsecurity@samsung.com

Mini Dome Cameras 

Iqinvision announced the release of the 
next generation of its Iqeye Alliance-mini 
HD Megapixel series of cameras. It not only 
includes the increased processing power 
needed to run analytics or VMS applications 
at the edge, it also features WDR, on-camera 
storage, and true day/night capability. Avail-
able in H.264 vandal dome models with 
support for HD720p, HD1,080p, and 3MP 
resolutions (5MP coming Q1 2014). The 
cameras deliver the highest quality mega-
pixel images with the lowest bandwidth 
demands. Both ONVIF and PSIA compliant, 
this line of cameras has been designed for 
a wide range of indoor applications and 
works seamlessly with all leading NVR/
VMS providers. It comes standard with both 
beige and black trim rings for aesthetics and 
convenience.� sales@iqeye.com 
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more info at www.pro-4-pro.com/security Security 

Stable Wireless Connections
Moxa’s Safetynet p certified Du-
al-Radio Wireless Access Point/
Bridge/Client AWK-5222 is a flex-
ible and reliable solution for in-
dustrial wireless networks. With 
two independent radio modules 
the compliant AWK-5222 supports 
various wireless configurations 
and applications. Especially the 
Company owned radio redundancy 
mode that increases the reliability 
of the entire network by sending 
redundant packet data across dif-

ferent frequencies allows for stable 
radio communication. The system 
offers two radio modules that en-
able two independent wireless 
connections. Due to the dual band 
radio cards, both support the IEEE 
802.11a/b/g standards and enable 
maximum flexibility. For example, 
in radio redundancy mode a packet 
can be sent parallel on 2.4GHz 
and 5GHz. This virtually makes the 
wireless system immune against 
interference.	 www.moxa.com

Extreme Radar
At Intersec 2014, Navtech Radar 
will showcase its Advanceguard 
AGS1600 Extreme radar, suited 
for temperatures from –40 °C to 
+65 °C, with an explosion proof 
option, providing a sophisticated 
wide-area detection and monitor-
ing solution for Petrochemical In-
dustries. It is specifically developed 
to cope with the environmental 
and climate conditions found in oil 

& gas exploration and production. 
The solution will be showcased 
with the company‘s advanced con-
trol software suite, Witness, at the 
exhibition in Dubai, UAE. The com-
pany will also demonstrate wide 
area surveillance for airports. The 
latest airport projects completed 
includes Bristol Airport in the UK 
and Valencia Airport in Spain.
	 sales@navtechradar.com

Video Management
The ION Series servers from Iomnis 
Surveillance Solutions have been 
specifically engineered to deliver 
the functionality of Onssi˙s Ocula-
ris PS Video Management System 
(VMS). It is available in two ver-
sions: one that accommodates up 
to 26 IP cameras, and a hybrid ver-
sion that accommodates up to 26 
cameras with an on-board encoder 
to directly connect as many as 16 
analog cameras. Both units come 
preconfigured with 16 camera li-
censes that are transferable, at no 
additional cost, from analog to IP 

cameras on the hybrid version. The 
integrated system is easily scal-
able to any size by adding ION 
Series servers. The full featured 
VMS comes with PSIM functional-
ity including centralized manage-
ment of physical security, content 
analytic and other systems at mul-
tiple sites. It also includes Ocularis 
Web and Mobile clients to provide 
remote monitoring and control 
of up to 16 live or recorded video 
streams in real-time, at full frame 
rates, over limited bandwidth.
	  info@onssi.com 

Miniature Video Server 
Vivotek launched its min-
iature H.264 1-CH video 
server VS8100. With its 
compact size and power 
sharing feature, it is an 
option for front-end in-
stallations and discreet 
surveillance applications, 
such as homes, offices, retail stores, 
banks, and city surveillance, al-
lowing for easy migration from an 
analog to digital surveillance sys-
tem. The company’s video servers 
act as a reliable and user-friendly 
facilitator for the transition from 
CCTV to IP-Based Surveillance. Data 
received from analog cameras can 

be encoded by the manufacturer’s 
self developed codec system and 
broadcast via an IP network for 
monitoring and recording. The serv-
er’s compact size, no larger than 
that of a human finger, means that 
minimal footprint is required to de-
ploy the technology in a variety of 
applications.	 www.vivotek.com 

IP Video 2 Wire Network Extender
Nitek’s EL1551U is a transmitter-
receiver system which extends 
100Mbps of Ethernet communica-
tion over a single pair of commu-
nication wires up to 460 meters. It 
is a component of the company’s 
Etherstretch product line that turns 
any ordinary pair of wires, such as 
UTP or any 2 conductor cable into 
a high speed network communica-
tion path. The system is transpar-
ent to the network and requires 

very little installation time, with 
no setup or configuration needed. 
Simply connect your network de-
vices to the network ports of the 
transmitter and receiver along with 
existing cabling and the system 
begins communicating. The system 
is suited for upgrading analog UTP 
video balun systems to IP systems 
without needing to replace or even 
disturb the existing cable infra-
structure.	 www.nitek.net 

Printer Line
HID Global has added an entry-lev-
el model to its Fargo Direct-to-Card 
(DTC) printer line that provides an 
easy-to-use, plug-and-play, more 
affordable solution for printing cre-
dentials with low per-card issuance 
costs. It is designed for small- and 
medium-sized businesses, retail or-
ganizations and educational insti-
tutions who want to eliminate the 
long waits, shipping charges and is-
sues around flexibility of outsourc-
ing their credential issuance needs 

to a service bureau. The printer in-
cludes everything that is required to 
quickly and easily create full-color, 
personalized credentials, without 
having to buy or install any ad-
ditional components, accessories 
or software. The compact printer 
is designed with simplicity and ef-
ficiency in mind, and includes fea-
tures such as an all-in-one printer 
ribbon and card-cleaning cartridge 
that is easy to replace and reload 
when required.	 www.hidglobal.com 

Nedap Expands Network in Kuwait
Nedap Security Management has 
expanded their business partner net-
work in Kuwait with Gulfnet Com-
munications Company. Both partners 
aim to working together on multiple 
projects in the Kuwaiti market in the 
years to come. American University 
School has been one of the projects 

that both companies have success-
fully cooperated on in 2013. With 
this new partner the Company seeks 
to expand its business and service 
network in the Middle East region, 
contributing to deliver implementa-
tion of their security management 
platform Aeos. � www.nedap.com 

Compact Mini Box Camera
With a mere 50mm width and a 
weight from only 180g inclusive 
of the cable, the MDF4220HD 
from Dallmeier is a real space 
saver. The mini box camera with a 
1.3 megapixel CMOS image sen-
sor provides HD video in real-time 
(720p/30), using the H.264 codec. 
The MDF4220HD is a hybrid cam-
era which can send HD video over 
IP and analogue SD video via BNC 
simultaneously. Equipped with 
a 1/4“ tripod socket located on 
the top and bottom side, the MD-
F4220HD fits all standard brackets 
with UNC threaded screws. Due to 

its extremely compact design and 
the included mounting brackets, 
the mini box camera is also ide-
ally suited for installations in auto-
mated teller machines (ATMs). The 
camera is characterized by its Wide 
Dynamic Range (WDR) and abil-
ity to capture images with highest 
colour fidelity and superb detail 
reproduction even in scenes with a 
wide range of contrast and strong 
backlighting. The excellent low 
light performance also provides for 
clear and low noise images even in 
low light conditions.
	 www.dallmeier.com
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Advancis Software & Services GmbH
Monzastraße 2 · D-63225 Langen
Tel.: +49 (6103) 80735-0 · Fax: +49 (6103) 80735-11
info@advancis.de · www.advancis.de
WinGuard – Integral system for security and buil-
ding management, control and visualization, alarm 
management, video management, communication

Security Management

DigiMem Deutschland Ltd & Co KG 
Büro Wiesbaden: Didierstraße 7 · D-65203 Wiesbaden 
Tel: +49 (0)611 710 9949 · Fax: +49 (0)611 710 9952
david@digimem.eu · www.digimem.eu
Robust data carriers using I²C, SD or USB protocol for security in in-
dustry, medicine or the military. IP65 and IP67 sockets with redundant 
gold contacts ensure reliability in mobile applications under tough en-
vironmental conditions. Can be sterilised either with EtO, an autoclave, 
gamma or e-beam radiation for use in food and medical applications. 
Encapsulation and hardening of customer's own electronics.

Security Management

LevelOne is a trademark of  
Digital Data Group 

Digital Data Communications GmbH
Zeche-Norm-Straße 25 · D-44319 Dortmund
Tel. +49 (0) 231-9075-222 · Fax +49 (0) 231-9075-184
sales@level-one.de · www.level-one.de
LevelOne provides full service – even when it comes  
to security: A broad range of high quality IP-products, 
combined with expertise in projects, assure reliable  
security solutions in all dimensions.

Security Management

Funkwerk video systeme GmbH
Thomas-Mann-Str. 50 · D-90471 Nürnberg
Tel. +49(0)911/75884-558
Fax +49(0)911/75884-220
info@funkwerk-vs.de · www.cctv-systeme.com
CCTV, system solution, system integration,  
video monitoring security, building management

Security Management

	

Schille Informationssysteme GmbH
Goseriede 4 · D-30159 Hannover
Tel. +49(0)511/542244-0 · Fax +49(0)511/542244-22
info@schille.com · www.schille.com
Facility and building management and security 
technology, fault and hazard management systems, 
OPC development, video surveillance systems

Security Management

NSC Sicherheitstechnik GmbH
Lange Wand 3 · D-33719 Bielefeld
Tel. +49(0)521/13629-0 · Fax +49(0)521/13629-29
info@nsc-sicherheit.de · www.nsc-sicherheit.de
Access Control, CCTV, Fire Alarms, Intruder Alarms

Security Management

Dictator Technik GmbH
Gutenbergstr. 9 · D-86356 Neusäß
Tel. +49(0)821/24673-0 · Fax +49(0)821/24673-90
info@dictator.de · www.dictator.de
Drive units, hold open systems and smoke detectors, 
door control solutions

Facility Security

GEZE GmbH
Reinhold-Vöster-Str. 21-29 · D-71229 Leonberg
Tel. +49(0)7152/203-0 · Fax +49(0)7152/203-310
vertrieb.services.de@geze.com · www.geze.com
Automatic door systems, security systems,  
security locks

Facility Security

SimonsVoss Technologies GmbH
Feringastr. 4 · D-85774 Unterföhring
Tel. +49(0)89/99228-180 · Fax +49(0)89/99228-222
marketing@simons-voss.de · www.simons-voss.de
Digital locking and organisation systems with  
optional access control and time recording

Facility Security

AES Corporation - EMEA
Martin Tee, Regional Director
PO 28, Kerkhoflei 15 · 2980 St Antonius, Belgium
Tel:  +32 485 140891 · Skype:  teemartin
mtee@aes-intellinet.com · www.aes-intellinet.com
AES-IntelliNet is a leader in the design and 
development of wireless alarm communications 
products using patented long-range mesh radio 
technology deployed worldwide.

Alarm Communications

ABUS Security-Center GmbH & Co. KG 
Linker Kreuthweg 5 · D-86444 Affing 
Tel. +49(0)8207/95990-0 
Fax +49(0)8207/95990-100 
info.de@abus-sc.com · www.abus.com
ABUS Security-Center is a manufacturer of innovative alarm  
systems, video surveillance systems, door intercom systems  
and detectors. As a member of the ABUS Group, the company  
is specialised both in industry-specific security requirements  
as well as the demands which private users have.

Alarm Management

ATRAL-SECAL GmbH
Service Daitem
Thaddenstr. 4 · D-69469 Weinheim
Tel. +49(0)6201/6005-0 · Fax +49(0)6201/6005-15
info@daitem.de · www.daitem.de
Radio-controlled burglary alarm systems, radio-
controlled fire warning devices, distribution via 
security suppliers

Alarm Management

Digisound Electronic GmbH
Oststraße 54 · D-22844 Norderstedt
Tel. +49(0)40/526869-0 · Fax +49(0)40/526869-13
contact@digisound.de · www.digisound.de
Acoustic buzzers, piezo-electric sounders,  
electronic beacons, speakers, and transducers

Alarm Management

TAS Telefonbau  
A. Schwabe GmbH & Co. KG
Langmaar 25 · D-41238 Mönchengladbach
Tel. +49 (0) 2166 858 0 · Fax: +49 (0) 2166 858 150
info@tas.de · www.tas.de
Manufacture and development of: alarm and con-
ference units, VoIP- or ISDN emergency technology, 
alarm transmission systems

Alarm Management

tetronik GmbH
Silberbachstr. 10 · D-65232 Taunusstein
Tel. +49-6128-963-1 · Fax +49-6128-963-499
info@tetronik.com · www.tetronik.com
broadcasts and alarms, telephone conferences, personal 
security measures with location tracking and visualisation, 
one number services and group calls, announcement  
and open listening services, telephony access services  
for host systems

Alarm Management
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ABUS Security-Center GmbH & Co. KG 
Linker Kreuthweg 5 · D-86444 Affing 
Tel. +49(0)8207/95990-0 
Fax +49(0)8207/95990-100 
info.de@abus-sc.com · www.abus.com
ABUS Security-Center is a manufacturer of innovative alarm  
systems, video surveillance systems, door intercom systems  
and detectors. As a member of the ABUS Group, the company  
is specialised both in industry-specific security requirements  
as well as the demands which private users have.

Video Technology

Axis Communications GmbH
Adalperostraße 86 · D-85737 Ismaning
Tel. +49 (0)89/35 88 17 0 · Fax +49 (0)89/35 88 17 269
info-de@axis.com · www.axis.com
Network video equipment – the AXIS IP-Surveil-
lance allows remote access video management

Video Technology

BWA Technology GmbH
Johann-Krane-Weg 21 · D-48149 Münster
Tel.: +49(0)251/289199-0 · Fax: +49(0)251/289199-29
info@bwatech.com · www.mybwa.com
CCTV robots and portable MPEG4/H.264 DRVs

Video Technology

CBC (Europe) GmbH
Hansaallee 191 · D-40549 Düsseldorf
Tel. +49(0)211/530670 · Fax +49(0)211/53067180
info@cbc-europe.com · www.cbc-europe.com
Video monitoring components – e.g. cameras, 
lenses, screens, monitoring technologies, DVR, NVR.

Video Technology

Dallmeier electronic GmbH & Co. KG
Cranachweg 1 · 93051 Regensburg
Tel. +49(0)941/8700-0 · Fax +49(0)941/8700-180
info@dallmeier.com · www.dallmeier.com
Video: digital storage systems, image transmission, 
available through specialized retailers

Video Technology

Your reliable partner and provider of professional
network video products in Germany & Austria

Video Technology

Eneo is a registered trade mark of Videor  
E. Hartig GmbH, Rödermark. Distribution via 
authorized dealers and installers.

info@eneo-security.com · www.eneo-security.com

Products and solutions for video security applications

Video Technology

Everfocus Electronics GmbH
Albert-Einstein-Str. 1 · 46446 Emmerich
Tel. +49(0)2822/9394-0 · Fax +49(0)02822/9394-95
info@everfocus.de · www.everfocus.de
Digital video technology, video remote surveillance, 
video surveillance

Video Technology

eyevis GmbH
Hundsschleestr. 23 · D-72766 Reutlingen
Tel. +49(0)7121/43303-0 · Fax +49(0)7121/43303-22
info@eyevis.de · www.eyevis.de
Large surface displays of security information in 
control rooms

Video Technology

Genetec
2280 Alfred-Nobel Blvd
Suite 400, Montreal, Quebec H4S 2A4, Canada
Tel.: +1/514 332-4000 · Fax: +1/514 332-1692
info@genetec.com ·  www.genetec.com
License Plate Recognition, IP Security Solutions for 
Video Surveillance, and Access Control

Video Technology

logiware gmbh
Alfred-Mozer-Str. 51 · D-48527 Nordhorn
Tel. 05921/7139920 · Fax 05921/7139929
info@logiware.de · www.go1984.de
Software, video transmission systems, security, 
video, video surveillance systems, digital video 
surveillance, networking

Video Technology

High Definition Video

www.luna-hd.de

Video Technology

MINTRON ENTERPRISE CO. LTD.
No. 123, Wu-Kung 1 Rd., Wu-Ku Industrial Park,
Taipei 248, Taiwan
Tel. +886 2 22990277 · Fax +886 2 22989375
service@mintron.com.tw · www.mintron.com
Skype: mintron3601
Manufacturer of extensive range CCD cameras 
and board type cameras. OEM & ODM projects are 
welcomed.

Video Technology

MOBOTIX AG
Security-Vision-Systems
Kaiserstrasse · D-67722 Langmeil
Tel. +49 (0) 6302/9816-0 · Fax +49 (0) 6302/9816-190
info@mobotix.com · www.mobotix.com
HiRes Video Solutions – high resolution, digital & 
cost effective recording

X
MOBOTIX

Security-Vision-Systems

Video Technology

MONACOR International
Zum Falsch 36 · 28307 Bremen
Tel. +49(0)421/4865-0 · Fax +49(0)421/488415
info@monacor.de · www.monacor.com
Video monitoring components and systems

Video Technology

opto-system-technik  
Video-Vertriebsgesellschaft mbH
Planiger Straße 34 · D-55545 Bad Kreuznach
Tel. +49(0)671/4830-10 · Fax +49(0)671/4830-11
info@opto-system-technik.de
www.opto-system-technik.de
Distributor of SONY, SANYO, Pelco,  
Dedicated Micros and EverFocus

Video Technology

RICOH IMAGING DEUTSCHLAND GmbH
Industrial Optical Systems Division
Am Kaiserkai 1 · 20457 Hamburg, Germany
Tel. 040/53 201-33 66 · Fax 040/53 201-33 39
iosd@eu.ricoh-imaging.com
www.pentax-security.com
CCTV lenses for video surveillance,  
image processing, accessories for CCTV lenses

Video Technology
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SANTEC BW AG
An der Strusbek 31 ▪ 22926 Ahrensburg ▪ Germany
Tel. +49 4102 4798 0 ▪ Fax +49 4102 4798 10
info@santec-video.com ▪ www.santec-video.com
Video monitoring technology ▪ Video-over-IP
Outdoor IR sensors ▪ Planning and Services

Video Technology

viasys Intelligent Video GmbH
Koselstraße 20, D-60318 Frankfurt am Main
Tel. +49 (0)69/7191 388 – 0
Fax +49 (0)69/7191 388 – 66
jourdan@viasys-iv.com · www.viasys-iv.com
Intelligent video sensors (3D, direction, sensitivity), 
reliable alarms, especially outdoors, connection to 
Alert Centre

Video Technology

Vicon Deutschland GmbH
Kornstieg 3 · D-24537 Neumünster
Phone: +49(0)4321/879-0 · Fax +49(0)4321/879-97
info@vicon-security.de · www.vicon-security.de
Vicon is one of the worldwide leading independent 
manufacturers and full-range supplier of IP based 
video security solutions.

Video Technology

VIDEOR E. Hartig GmbH
Carl-Zeiss-Str. 8 · 63322 Rödermark/Germany
Tel. +49(0)6074/888-300 · Fax +49(0)6074/888-100
security@videor.com · www.videor.com
Distribution of complete product ranges for video 
security and video networking

Video Technology

Cichon+Stolberg GmbH
Wankelstraße 47-49, 50996 Köln
Tel. +49(0)2236/397-200 · Fax +49(0)2236/61144
info@cryptin.de  www.cryptin.de
Operational data collection, time recording,  
access control

Time + Access

deister electronic GmbH
Hermann-Bahlsen-Str. 11
D-30890 Barsinghausen
Tel. +49(0)5105/516-01 · Fax +49(0)5105/516-217
info.de@deister.com · www.deister.com
access control; vehicle identification;  
biometric verification; guard tour systems;  
storing and management of keys and valuables

Time + Access

FEIG ELECTRONIC GMBH
Lange Straße 4 · 35781 Weilburg
Tel. +49(0)6471/3109-44 · Fax +49(0)6471/3109-99
obid@feig.de · www.feig.de
Electronic locking systems, identification, access 
control, access road control

Time + Access

Gantner Electronic GmbH
Montafonerstraße 8 · A-6780 Schruns
Tel. +43 5556 73784-542 · Fax +43 5556 73784-8000
info@gantner.com · www.gantner.com
access control solutions/biometrics,  
time management, data capture, locking systems

Time + Access

ISGUS GmbH
Oberdorfstr. 18–22
78054 Villingen-Schwenningen
Tel. +49(0)7720/393-0 · +49(0)7720/393-184
info@isgus.de · www.isgus.de
Time Recording, Access Control, 
Plant Data Collection, Staff Planning

Time + Access

PCS Systemtechnik GmbH
Pfälzer-Wald-Straße 36 · 81539 München
Tel. +49(0)89/68004-550 · Fax +49(0)89/68004-555
intus@pcs.com · www.pcs.com
time recording, access control, BDE/MDE, biometric, 
video, SAP, Vein Scanner

Time + Access

phg Peter Hengstler GmbH + Co. KG
Dauchinger Str. 12 · D-78652 Deißlingen
Tel. +49(0)7420/89-0 · Fax +49(0)7420/89-59
datentechnik@phg.de · www.phg.de
RFID components for access control, timekeeping, factory 
data collection, canteen data, leisure applications, surface-
mounted devices, flush-mounting components, biometrics, 
identification media and accessories

Time + Access

primion Technology AG
Steinbeisstraße 2-4 · D-72510 Stetten a.K.M.
Tel. +49(0)7573/952-0 · Fax +49(0)7573/92034
info@primion.de · www.primion.de
Time management, access control and  
management, staff deployment planning ,  
graphic alarm management, SAP communications 
solutions, pass and ID card production, Biometrics

Time + Access

Wanzl Metallwarenfabrik GmbH
Bubesheimer Str. 4 · 89340 Leipheim · Germany
Tel. +49(0)8221/729-6416
Fax +49(0)8221/729-90416
zutrittskontrollen@wanzl.de
www.wanzl-zutrittskontrollen.com
Personal guidance systems, barriers, security 
turnstiles, electronic entrance systems

Time + Access

Fire Protection

Novar GmbH a Honeywell Company

Dieselstraße 2 · D-41469 Neuss
Tel. +49(0)2137/17-600 · Fax +49(0)2137/17-286
info@esser-systems.de · www.esser-systems.de
Fire alarm systems, security systems, voice alarm

Fire Protection

Hekatron Vertriebs GmbH
Brühlmatten 9 · 79295 Sulzburg
Tel. +49(0)7634/500-0 · Fax +49(0)7634/6419
info@hekatron.de · www.hekatron.de
Fire alarm systems, Smoke switch systems,  
Smoke alarms, Safety linkage systems

Kidde Brand- und Explosionsschutz GmbH
Harkortstraße 3 · 40880 Ratingen
Tel. +49/(0)2102/5790-0 · Fax +49/(0)2102/5790-109
info@kidde.de · www.kidde.de
Fire detection and extinguishing technology ·  
high sensitive smoke detection · fire protection  
systems for server cabinets and IT rooms.

Fire Protection
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Teckentrup GmbH & Co.KG
Tel. +49 (0) 5246/504-0
Fax +49 (0) 5246/504-30
www.teckentrup.biz · info@teckentrup.biz
Fire protection doors and gates T30/T60/T90,  
security doors (resistance class WK 1 – WK 4),  
sound insulated doors (up to Rw 57 dB),  
bullet-proofed doors, smoke-proof doors

Fire Protection

Wagner Group GmbH
Schleswigstraße 1-5 · 30853 Langenhagen
Tel. +49(0)511/97383-0 · Fax +49(0)511/97383-140
info@wagner.de · www.wagner.de

Hamburg · Berlin · Leipzig · Hannover
Mülheim/R. · Frankfurt · Stuttgart · München 
Fire alarm systems and extinguishing technology, 
fire prevention, integral security

Fire Protection

Pepperl+Fuchs GmbH
Lilienthalstraße 200 · 68307 Mannheim
Tel. 0621/776-1111 · Fax 0621/776-27-1111
fa-info@de.pepperl-fuchs.com
www.pepperl-fuchs.com
Security sensors, inductive, capacitive, opto-
electronic and ultrasonic sensors, vision sensors, 
identification systems, interface modules

Plant Safety

SLAT SAS
Designer of reliable power supplies
11, rue Jean Elysée Dupuy – B.P. 66 
F-69543 Champagne au Mont d’Or Cedex – France
Tel. +33(0)478 66 63 60 · Fax +33(0)478 47 54 33
www.slat.com · comm@slat.fr
fire detection, voice alarm, access control,  
intrusion, outdoor video surveillance

Power Supplies 
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The HiRes Video Company
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Complete HiRes Video Solutions
high-resolution, digital & cost-effective recording


